GV-VMS Trial Version

GV-VMS is a comprehensive video management system that records up to 64 channels of GeoVision
and/or third-party IP devices. GeoVision offers a 30-day trial period that allows you to connect to 4
channels of third-party IP devices with a license key required. A “Trial Version” watermark will

appear on the live view and recorded files for the 4 channels of third-party IP devices.

Note:

1.  Please contact our sales representatives for the applicable license key of the trial version.

2. Ifyou insert a dongle for third-party IP devices, the dongle license will override the trial version
and the 4 trial channels will no longer be supported.

3. The trial channels cannot be accessed using remote applications such as GV-Control Center.

Once the trial period expires, you will need to purchase a dongle / software license to connect to

third-party IP devices. See License in Chapter 1 for details.



V18.3.2 New Features

For the following V18.3.2 features, refer to related sections and page numbers.

Support for GV-VMS V18 Trial Version for up to 4 channels of third-party IP devices with a license
key. See GV-VMS Trial Version for details (page i).

PVD detection for detecting people and/or vehicle motion of up to 64 CH with GV-Al Accelerator

Module. To see more details on the module, see 1.1.2 Minimum System Requirements (page 4-5).

Temperature display and measurement alarms with thermography rules set up on GeoVision
thermal IP camera (GV-TMEB5800):

o To set up the connection between GV-VMS and GV-TMEB5800, see 7. Connecting to
GV-VMS in GV-TMEB5800 Quick Start Guide for details.

o To enable temperature display on live view and playback recordings, see 7. Connecting to
GV-VMS in GV-TMEB5800 Quick Start Guide for details.

o To configure Flame Detection events, see 7. Connecting to GV-VMS in GV-TMEB5800 Quick
Start Guide for details.

Set sub stream frame rate to all cameras option added to general settings. See 2.2.3

Configuring General Settings (page 77).

Background repair function for database and AVI files. See 5.4 Repairing Damaged File Paths
(page 210).

Filter option added for displaying different event types in different colors on the playback timeline.

See No.8, 4.1.1 ViewLog Window (page 183).

CMS / Al Counter logs query option added on the Web browser using Webcam Server. See 7.6.1
Event List Query (page 261).

Image Orientation by Software function for IP cameras. See 2.2.1 Configuring Video Settings
(page 74).

Mask, Motion Confidence, and People Size Filter options added to PVD motion settings. See
Step 9, 1.3.4 Setting up Motion Detection (page 22).

Full Al evet integration of 3 party IP camera (Bosch DINION IP 3000i IR). See 3.719 Video
Analysis by Camera (page 158).

Support for notifications, alerts, and computer alarms upon abnormal disk events.

o To invoke computer alarms or enable e-mail notifications upon abnormal disk events on

GV-VMS, see Step 6, 1.3.3 Setting up Video Storage Location (page 18).


https://s3.amazonaws.com/geovision_downloads/Manual/IPCAM/EN/GV-TMEB5800_Quick_Guide.pdf
https://s3.amazonaws.com/geovision_downloads/Manual/IPCAM/EN/GV-TMEB5800_Quick_Guide.pdf
https://s3.amazonaws.com/geovision_downloads/Manual/IPCAM/EN/GV-TMEB5800_Quick_Guide.pdf
https://s3.amazonaws.com/geovision_downloads/Manual/IPCAM/EN/GV-TMEB5800_Quick_Guide.pdf

o To activate text message display on GV-VSM (Vital Sign Monitor) and GV-Center V2 upon

abnormal disk events, see GV-CMS Series User’s Manual.

Download application option for enabling the specified account’s access to downloading
applications on the Web browser. To access the option, click the account ID on the top right of the
main window, then click Password Setup > Local Account Edit. Find the option in the
Webcam/Mobile tab.

Export file quality options for selecting the backup file quality. See 9.71.3.1 Advanced Settings
for Local Backup (page 349).

Display Sub Stream Priority option for playing recorded videos in sub stream in priority to reduce
CPU loading. To access the option, select ViewLog > Toolbar > Setup; see No.3, 4.1.1 ViewLog
Window.

Support for real-time People Count data by Al-capable camera to be sent to GV-Web Report. See
3.19 Video Analysis by Camera (page 159).


https://s3.amazonaws.com/geovision_downloads/Manual/CMS/EN/CMS_Manual.pdf

Licensing for GV-VMS V18 Series

GV-VMS V18 series is specially designed for Al-integrated features, and requires a purchased license
starting from V18.1. Before starting GV-VMS, make sure your purchased dongle or software license

is inserted into or activated on the PC.

IMPORTANT:

1.  Users who have purchased a software license must register it using the License Activation Tool

and serial key. For details on software licensing, click here.
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2. Users with a GV-USB dongle for an earlier version of GV-VMS must upgrade it to run V18.1 or

later.

Connecting to third-party IP devices will require an additional dongle or software license. See License

in Chapter 1 for details.


https://s3.amazonaws.com/geovision_downloads/TechNotice/VMS/Licensing_GV-SW.pdf

GPU Decoding

GPU (Graphics Processing Unit) decoding can lower the CPU loading and increase the total frame rate
supported by a GV-VMS. GPU decoding can be performed by an onboard GPU, external GPU, or both,

under the following specifications.

Onboard GPU: GPU decoding is only supported when using the following Intel CPU:
For H.264 Video Compression

. 2nd ~ 8th Generation Intel Core i3 /5 / i7 Desktop Processors

. 9th ~ 14th Generation Intel Core i3 /i5 /i7 / i9 Desktop Processors

For H.265 Video Compression

. 6t ~ 8t Generation Intel Core i3 /i5 / i7 Desktop Processors

. 9th ~ 14th Generation Intel Core i3 /i5/i7 / i9 Desktop Processors

Note: To get the best performance of 12th Generation Intel Processor or later versions, make sure to
upgrade your GV-VMS to V18.3.2 or later.

External GPU: GPU decoding is only supported when using NVIDIA graphics cards with compute
capability 3.0 or above and memory 2 GB or above. To look up the compute capability of the NVIDIA

graphics cards, refer to: https://developer.nvidia.com/cuda-gpus.

Note:

1. One external NVIDIA graphics card is supported by GV-VMS V17.1 or later for free GPU
decoding.
2. NVIDIA GeForce GTX 1060 is not supported.

Onboard GPU + external GPU: To have both the onboard and external GPU to perform GPU

decoding, the GPUs must follow their respective specifications listed above.

Note:

1. If you have both onboard and external GPUs installed, the onboard GPU must be connected to a
monitor for H.264 / H.265 GPU decoding.



https://developer.nvidia.com/cuda-gpus

2.  CUDA compute capability 5.0 or higher is required to ensure optimal performance. For more

information, see Total frame rate and number of channels supported

Software Specifications

GPU decoding is only supported under the following operating system, resolution, and codec.

2"d Gen 3rd ~ 4th Gen 6t ~ 14 Gen

Operating
64-Bit Windows 10/ 11 / Server 2016 / Server 2019 / Server 2022
System
1TMP/2MP/3MP/4MP/ 1TMP/2MP/3MP/
Resolution 1MP/2MP
5MP/8MP /12 MP AMP/5MP/8MP/12 MP

Codec H.264 H.264 / H.265

Multi-Channel Playback

Multi-channel playback in ViewLog has been enhanced to improve video smoothness by producing
higher frame rates. However, playing back multiple channels at high resolution can increase CPU load,
especially if the GV-VMS is performing other tasks simultaneously. Due to the high CPU load, dropped
frames may occur in recorded video when playing back multiple megapixel channels. To avoid the

issue, it is recommended to play back megapixel video in single view.

GDPR Practice

For details on how GeoVision Inc. is committed to helping users become GDPR (General Data

Protection Regulation) compliant, visit the GDPR Consent Request.

Login Credential Limitation

Special characters ‘@’ and ‘" are not supported to be used as the login username and/or password of
GV-VMS.

Multi-Sensor Cameras

The GV-RMS32810, GV-TMS8800, or GV-TMEBS5800 multi-sensor cameras each occupy four, two, or

two channels of GV-VMS when connected.

\Y



http://pd.geovision.tw/technotice/IP_Camera/IP_device_integration_notes_VMSV151010.pdf
https://s3.amazonaws.com/geovision_downloads/TechNotice/SW/GDPR_Consent_Requests.pdf

Contents

GV-VMS Trial VerSioON...ccccceaesesssssssssssssssssssssssssssnnnnnnnnnnnnnnnnannsssssl

V18.3.2 NeWw FeatUreS...ccceeeeeemmmmmmnnnnnnnnnnnnnnnnnnnnnssnsssssssssssnnnnnnnnnnll

Licensing for GV-VMS V18 SeriesS...ccccsmmmmnmsnnsnnsnssnnnnsnnsnnsnnnnnnnslii

GPU DecodiNg. ccuemsnmsmmssmssnsnsnnsnnsnnsnnsnsnnsnnsnnsnnsnnnnsnnsnnsnnsnnsnnnnnnnnnsV

Multi-Channel PlaybackK........cccccuiisisissssssssnsnssnssnsansansnnsassnssnnanea Vi

GPDR PractiCe...ccccciiiuunnsssssnnnnnnsssnnnnnnnnssssnnnnnnssssnnnnnnnssnnnnnnnnssnnnsVi

Login Credential Limitation........cccmsssiisissicsisssssssssnsessnssnsansanea o Vi

Multi-Sensor CamerasS...cccceeessssaassssssssnnnssssnsnnnnnnssssnnnnnssssnnnnnnnnssVi

1 Configuring Main System ......ccccceemmnmmsnnsnnnens 3

1.1 Installing GV-VMS....... .. s s s 3

1.1.1
1.1.2
1.1.3
1.1.4
1.1.5

LICENSE ...ttt 3
Minimum System Requirements ...........cccooieeiiiiiiiiiiiie e 4
L@ 0] 1 o] o 1= S USSR 5
Minimum Network Requirements ...........cccoooiiiiiiiiiiiiiee 6

Installing GV-VIMS...... oo 7

1.2 Getting Started..........ccocciiiin e ————————— 8

1.2.1
1.2.2
1.2.3
1.2.4
1.2.5

MAIN SCrEEN ... e 9
AdAING CAMETAS ......eeiieiiiiiee e 10
ACCESSING LIVE VIBW ..ottt 11
Enabling Recording
Playing Back VIdeO ..........oooiiiiiiiii e 12

1.3 Recording Settings.........cceiiiiiiicir et 13

1.3.1
1.3.2

Setting up Global Recording Settings for All Cameras ..........c........... 14

Setting up Recording Settings for Individual Cameras ...................... 16

Vii



1.3.3 Setting up Video Storage Location............ccccveeeeeeiiiiiiiiiieeee e, 18
1.3.4 Setting up Motion Detection ............ccceeeeiiiiiiiiiiiiee e, 19
1.4 Live View and Layouts .........cccuiiiiiiiiiiiisssssssssss s sssssssssssssssssssssssssssssssssssssssnsnsn s 24
1.4.1 Utilizing Live View FUNCLONS.......cccooeiiiiiiiieeeeee e, 24
1.4.2 Arranging Live View LayoutS........cccooiviiiiiiiiiiie e, 27
1.4.3 Setting up Zoom WindOW .........cccuviiiiiieiiiiiieeee e 27
1.4.4 Setting up Scan Window ..........cccocieiiiieiiiiiiieeeee e 28
1.4.5 Setting up Popup WINAOW .......cciiiiiiiieiccceee e 30
1.4.6 Setting Up FOCUS VIEW......cooiiiiiiiiiiiiic e 31
1.4.7 Automatic Switch among Different Live View Layouts....................... 32
1.4.8 Adding GV-IP Decoder Box for Remote Monitor Display................... 32
1.4.9 Setting up SIP 2-way Audio Communication for Dial-out................... 32
1.5 Starting Monitoring.......ccccccciiiiiiicccseirri e ssrr e snn e e e e e s nmnnns 34
1.6 System Configuration ... 35
1.6.1  Configuring General Settings .........cccceeeeiiiiiiiiiiee e, 35
1.6.2 Customizing Startup Settings........ccceeeviiiiiiii e 37
1.6.3 Customizing Display Position and Panel Resolution ......................... 38
1.6.4 Setting up E-mail Notifications ..........ccccccoeeiiiieiiiiiiicc e, 39
1.6.5 System Idle Protection .........cccocociiiiiiiiiiiiii e 41
1.6.6 Configuring Fast Key LOCK .........cuuviiiiiiiiii e 42
1.7 Account and PassSWord..........ccccemrmimmemssess s s s s 42
1.7.1  Creating an ACCOUNT.........oiiiiiii e 42
1.7.2 Configuring Account Settings ..........eeeeiiiiiiiiii e 43
1.7.3 Changing or Retrieving Password at Login............coccciieiiiiiiiinnnee. 45
1.7.4 Preventing Unauthorized System Termination................ccccccoeoinnne 45
1.7.5 Setting up a Startup Auto Login User..........cceeeeiiiiiiiiieeee 46
1.7.6 Setting up Limits on Playback Time ... 46
1.8 Schedule.......ccciiirrr i —————————— 47
1.8.1 Creating a Schedule with Setup Wizard............cccccoiii 48
1.8.2 Creating a Schedule Manually ............cccooiiiiiiiii e 51
1.8.3 Exporting and Importing Schedules ..............ccccciiiii 51
I TR Y= (=Y 4 T 1 Y 52
1.9.1  Setting System LOg .......ueeiiiiiiii e 52
1.9.2  Viewing SYstem LOg ... ..uuuriiiariiiiiiiiee e 54
1.10 Other FUNCLIONS .....ccoiieiii it 56
1.10.1  Popping UP LIVE VIEW.....ooiiiiiiiiiiieee e 56
1.10.2 Adjusting to Daylight Saving Time ..........cccooiiii i 57
1.10.3 Setting up Network Failure Detection............cccccoiiiiiiiiii 58

viii



1t T o 1A 0= T 4 =Y - T 59

1.11.1  Accessing PTZ Control Panel and Auto Functions .......................... 60
1.11.2 Setting up Idle Protection and Advanced Functions ........................ 62
R 7 63
I T oY T = PSSP 64
1.13.1  Creating a Storyline in Live VIEW ..........ccccovieeieeiiiiiiieeeee e 64
1.13.2 Creating a Storyline in Video Playback ...............ccocovvieeiiiiiiiinnne, 65
1.13.3 Creating a Storyline in QVIEW .........occciiiiiiiiii i 65
1.13.4 Accessing @ StoryliN€.........cooooiiiiiiiii e 65
1.14 GV-VR360 Dewarped VIEW .........ccccceerrriiiiccssncrrrnessssssssssssssssessssssssssssssssssssssnnnns 66

2 IP Camera Setup ..ccccrrrrnnmmmsnnssnnsnnnnss . 68

2.1 Adding IP Cameras......cccccceiiccceimmiiiiiiiiscsssseeesessssssssssssesssssssssssssssssssssssssssnnnsssnses 68
2.1.1  Adding Cameras Manually .............cccceeeeiiiiiiiiieee e 69
2.1.2 Scanning for CaAmMEras...........ccccecuviiiiiiee i 71
2.1.3 Mapping GV-IP Cameras using GV-IP Device Utility......................... 71
2.1.4 Adding Cameras of Mobile Devices with GV-Live Streaming............ 72
2.2 Configuring Individual IP Cameras..........ccccceiriicccsncrreninnssssssseseees s s ssssssssesssees 72
2.2.1 Configuring Video SettingS........ccuveiiiiiiiiieeee e 73
2.2.2 Configuring Audio SettingS........ccuviiiiiiei e 75
2.2.3 Configuring General Settings ...........ccciiiiiiiii e 76
2.3 Connection through RTSP, ONVIF & PSIA ... 78
2.4 On Demand Display......cccccuicrcinmmmriiiicsmere s 80

3 Video Analysis ..ccccrmmnnmmsnnmmsnnmssnnnnsnnnnsas 89

3.1 Object Counting and Intrusion Alarm............ccooccoiiiiniiinnccccr e 85
3.1.1  Object CoOUNtING ... 85
3.1.2  INtruSion ALGIMN ...ooiiiiiie e 88
B T © 1 1= o2 13 T [ G 92
3.2.1 Setting up Object INdeX .....ccoieeeiiiiiee e 92
3.2.2 Viewing ObjJect INAeX....c.cciiiiiiiiiiiieee e 93
3.2.3 Searching Object INdeX ... 95



3.3 Automatic Video SNapshots.......ccccccvriccisceiiiiinssccccsccre e e 96

3.3.1 Setting up Video Snapshots .........cccceeeviiiiiiiiiiie e, 96
3.3.2 Searching Video Snapshots ........cccceeiiiiiiiiiiii e 97
3.4 Face DetecCtion ... 98
3.4.1 Setting up Face Detection..........ccccoeeeiiiiiiiiiiie e 98
3.4.2 Searching Face Detection Snapshots.........ccccccoeveviiieiieeciiiciiiiee, 99
3.5 Face CoUNt .......ccciimiiiir it 100
3.5.1 Installing the Camera ..........ccccvvieiiei i 100
3.5.2 Settingup Face CouNnt.........ccccviiiiiiiiiiiiee e 101
B TN T o Vo= Y0 35T oo Yo 10111 T'e Y o 1 104
3.6.1 Enrolling Face Data...........ccccvvvuiiiiiiiiiiiiiiiiieieieieeeeeieavevennenennnnnnnnes 105
3.6.2 Setting FACe GrOUPS ...coocceiiiiiiiiieeee ettt 108
3.6.3 Synchronizing Face Database ............ccccoceeeiiiiiiiiiiieicc e, 109
3.6.4 Defining Access Schedule..........ccccccooiiiiiiiiiiiiiiice e, 110
3.6.5 Setting Recognition Alerts ..........ccccceoiiiiiiiiieiee e, 113
3.6.6 Configuring Face Recognition Database ............ccccccceeeeeeeiiiiiinnnn.n. 114
3.6.7 Backing up Face Database .............ccccuvvviieiiiiiiiiiiiiiens 115
3.6.8 Face ID — Live Recognition Profiles .........cccccccoeviieeeiiiiiiiciiieee. 115
3.6.9 Viewing and Searching for Face Recognition Events...................... 116
3.6.10 Tracking Recognized Faces...........cccuvvrvrviminieiniiiniiieiiieinininvninannnnns 117
3.6.11 Integrating Face Recognition to Access Control..............cccuvveee.... 120
3.6.12 Batch Enrolling Faces and Access Cards.........cccccceveeeinniiiieeennn. 123
3.7 Face Detection by Camera.........cccoiiiiiiimmmrninceerrr s 127
3.7.1 Configuring for Al-Capable GV-IP Cameras ...........cccccceeevniiineeennn. 127
3.7.2 Face List — Live Face Detection .........cccoccveviriiieiiiieic e, 128
3.8 Privacy Mask Protection ... 129
3.8.1 Setting up a Privacy Mask ... 129
3.8.2 Granting Access Privileges to Recoverable Areas ............ccccceeeee... 130
3.9 Panorama VieW .......coccceeminisremmnssemisss s s s sss s s sssssss s sssssss s snsssns e s 131
3.9.1 The Main WINAOW..........ccooiiiiiiiiiiiiiiee e 131
3.9.2 Stitching a Panorama View with Overlapping Areas...........ccccccce..... 132
3.9.3 Easy Mode with No Overlapping Areas ......c.cccooecceeeeeeeeeeneiciiieeeen. 134
3.9.4 Accessing a Panorama VieW ..o 136
B e 0 I VT T=Yo 0 0 T=Y oY T |y T 137
3.11  Video Stabilization ........c.cccccminiiiiiinn e ——— 138
3.12 Wide Angle Lens Dewarping ........cooccccoemmrmriinnicssmenes e ssssssmss s ssmsmns e 139
3.13  Crowd Detection ........cccouvceiiminneie i 141
3.14 Advanced Scene Change Detection ..........cccoociiiimiiiiniicccs e 143



3.15 Advanced Unattended Object Detection...........ccccceirrriiccciirrrrenncccc e, 145

3.16 Advanced Missing Object Detection .........cccccccciimrmiiiinsccccserrre e 148
B Tt A 15 4 A0 1Y 1 4 - |V PSR 150
3.18  FiSheye VIEW .....eeeeeeeeeeeeneeenmnnnenenensnn s s s smnnnn 151
3.18.1 Setting up Fisheye VIieW.........ccccceeiiiiiiiiiiii e 152
3.18.2 Setting up a Third-Party Fisheye Camera..........ccccccceeeveiiiinnnennn.n. 154
3.18.3 ODbject TraCKing ........cceveeiiiiiiiiiiieee et 155
3.18.4  Virtual PTZ TOUN ..ot 157
3.19 Video Analysis by Camera.......cccccceecceicemmeiinissccssssere s ss s ssssssee s e s es s ssssneneeees 159
B T 0 TR o == 1 8 - T 163
3.20.1 Enabling Heat Map..........uuuvuiiiiiiiiiiiiiiiieiiieieieieinreieieveaveeaneneennnnnnnes 163
3.20.2 Accessing the Heat Map in Recordings ...........ccccvvvvivieininininnnnnnnnn, 165
3.21 Event Alert through E-mail Notifications .........cccccccrrrriiciciiirrinn e, 166
3.22 PTZ Object TraCKiNg ......ccicccciremriiriiescccmeeneese s ssssssssree e s e s ss s sssmne s s e s essnsssnnmnssnsees 167
3.22.1 Dual-Camera Tracking .......cccoueeiieiiiiiiiiieee e 167
3.22.2 Single Camera Tracking......ccoccceeeiiiiiiiiiiiee e 169
3.23 Panoramic PTZ Object Tracking .......ccccccceerririccssmmmrriinnssccssesee e es s ssseneenees 171
3.23.1 Accessing the Live VIEW...........uuuiiiiiiiiiiiiiiiiiiiiiiieieieeesnvevnannnees 172
3.23.2 Automatic Object Tracking ..........cccooviciiiiieeieeiiiiieeeee e, 173
3.24 Specifications ..o —————— 177
3.24.1 Features and NOES...........eoviiiiiiiiiiii e 177
3.24.2 Camera’s Al Events Supported by GV-VMS..........cccccoiiiiiiiennn. 178

Video PlaybacK......ccecremmsmmsmmsnnsnnsnnsnnsnnennes 180

4.1 Playing back on VIeWLOQ ........cccoomiiiiiiiiciemirsns s ssss s ssmnnes 181
411 ViewLog WINAOW .........uuiiiiiiiiiiiieee e 182
4.1.2 ViewLog Control Panel..........ooooiiiiiiiiiiiiieee e 183
4.1.3 Adjusting the Camera VIEW ............cooiiiiiiiiiiiiiiee e 186
4.1.4 Bookmarking Video Events in ViewLOg ........cccceeiiiiiiiiiiieeeee 187
4.1.5 Merging and Exporting Video ..........cccoooiiiiiiiiiiiiiiiieeee e 188
4.1.6 Saving, Printing & Copying IMages..........cccviireieeiiiiiiieeee e 193
4.1.7 Adjusting Distorted VIEWS.........ccueiiiiiiiiiiieeee e 194
4.2 Object Search........... s 195
4.3 Advanced LOg BroWsSer ...........cccoomiiiiiiiiiiiemmesse s nnssss s msss e smnnes 197
4.3.1 Filter Settings ..ooooii i 198

Xi



4.4 Remote VIieWLOQg ServiCe......coccciiriiimiiiiicccsscrrsnesssssssssssssessssssssssssssssssssssssnmnnes 199

4.4.1 Retrieving Recorded Videos from GV-VMS............cccooveeeieiiiiinnen, 199
4.4.2 Retrieving Images of Object INndeX .........cccccviieeiiiiiiiciiieeeee e, 200
4.4.3 Resuming BacCKup ....cccoooeiiiiiieeie e 200
4.4.4 Exporting and Importing Host List...........ccoooeiiiiiii e, 201
4.4.5 Displaying Sub Stream............cccciiiiiiiiiiiiie e 201
L BT 1 T | Lo P V=T PSRN 202
4.5.1 The Single Player Window ...........cccceveieiiiiiiiiieeee e 202
4.6 SPecCifiCatioNs ......cooieccccceiii e 203

Backup, Deletion and Repair ......cceeeeneeenes 205

5.1 Backing up Log Data.........cccccccmmneneeesnsssnssss s s s s 205
5.2 Backing up Recorded Files.........cccccoeeneieesssssssssssn s s msnnnas 206
5.3 Deleting Recorded Files.........cccccoimmnmnnnnnnnennensnnsnsnssssssssssssssss s s sssssssssssnsnnnns 209
5.4 Repairing Damaged File Paths........... s 210
5.5 Repairing Damaged Video Files .......ccccccoceeeemmieneneesssnsnsn s snsnnnns 211

1/0 Applications ....ccccesmsmmsnmsnsssnssnnssnnsnnnnns 214

6.1 Setting 1/O DEVICES ... s 214
6.1.1  AddiNG [/O DEVICES.....coiiiiiiiiiieie et 215
6.1.2 Setting up Input and Output Devices .........cccccoviiiiiiiiiiiiiiniiiieeee. 216
L0 R B - (o? o I I T o 1= USRS 218
6.1.4 Keeping Last Toggle Status ........ccccooviiiiiiiiiiiii e 220
6.1.5 Setting up PLC /O deVICES .....ueviiiiiiiiiiiiiiieee e 222
6.2 Advanced /O Applications .........ccccccn s 224
6.2.1 Setting up Actions upon Input Trigger........ccccoviiiiiiieiiiiiieeeee. 225
6.2.2 Moving PTZ Camera to Preset Points upon Input Trigger ............... 226
6.2.3 Setting up Momentary and Maintained Modes ..........c..ccoiiieeenn. 227
6.2.4 Deactivating Alarm and Alert upon Input Trigger ......ccccccoeviciieeennn. 228

Xii



6.2.5 Other I/O Application FUNCiONS ...........cccvvieiieiiiiiee e, 229
6.3 1/0 Devices in Content List ...........cccceeeeeuiiiiiiiiimsseeeiisssressssssssssssessssssssssssssseessees 230
6.4 Visual AULtOMALION .....cceeeeiiieicii it r s s s e e s n e s n e e na e nnna s 231

Remote VieWing...cccceemrmsmmmsnmssnmssnnssnnnsnnnssnnnas 233

7.1 Remote Viewing using a Web Browser ..........cccccccccennnnnmnmnmsnsnnnsnsssssssnsssssnnnes 234
7.2 WebCam Server Settings ........cccccriiiiiiicciieerrerr s cccssrre e s ssms s e e s sammns e ne s 237
7.2.1 General SettiNgS........ueiiiii i 237
7.2.2 Server SEtiNGS .....cccvviiiiei e 238
7.2.3 Video Settings ......cccvviiiiiieiieceeee e 239
7.2.4 AUdiO SELINGS ... 240
7.2.5 JPG SettiNgS ..cccoiiiiieeeie e 241
7.2.6 UPNP SettingsS ...t 242
7.2.7 Network Port Information............cccorieiiiiiii e 243
7.2.8 MODIIE SEIVICE ....ccuviiiieiiiiiie e 244
7.3 SINGIEe VIEW VIEWET .....eceiiiiiiicccecriirs s scsssse e s s s s s smnns e s s s s ss s nmns s e e s sssnssmnmnnsnnes 245
7.3.1 Adjusting Video QUality ..........cocoueereiiiiieiiiiee e 247
7.3.2  CoNtrol Panel........c.coiiiiiiiiiiiiie it 248
7.3.3 Configuring Single View Viewer Options............cccoeeiiiiiiiiiiieeneen. 249
7.3.4 Visual PTZ Control ........coocuiiiiiiiiiiiiie e 253
7.3.5 1O CONLOL .. 254
7.3.6  Visual AUtOMALIoN ........ccooiiiiiiiiiii e 255
7.3.7 Picture-in-Picture VIEW ...........cooiiiiiiiiii e 256
7.3.8 Picture-and-Picture VIEW...........cccco i 257
7.4 Multi-WindOW VIEWET ......covvieiemiisrerinsrs s sssss s s ssss s s s snsssssees 258
7.5 JPEG IMAge VIEWET ... sms s e 259
7.6 Playing Back Events...........oooc i 260
7.6.1 EVent LISt QUENY ......ocuuiiiiiii e 260
7.6.2 Remote Playback ... 262
7.7 Remote VIEWLOQG ... ... 262
7.8 Download Center .........ccciiieieminisiemiss s 263
7.9 GV-Edge Recording Manager ... mmme e 264
7.10 Mobile Phone Applications.........cccccciesessssss s snnnns 265
7.11 Web Browsers on Smartphones...........esenesssnssssssssss s nnnnes 265

Xiii



E-Map Application.....cccccrsmmmmsnnmsssnssssnnssssnnnnss 269

8.1 The E-Map Editor ... s s s s 269
8.1.1 The E-Map Editor WindOW ...............evuvuruimimimiiiiiniiieinieinieieinininnnenennn, 270
8.1.2 Creating E-Map .......ovveiiiiiiiiieee e 271
8.1.3 Creating E-Map for a Remote Host...........ccccoeeiiviiiiiee e, 274
8.2 Starting E-Map ......ccccoiiirieiccccecrrr s snse s e s ssn e e nmn e e 275
8.2.1 Setting Up POPUP MaPp ...t 276
8.2 3D E-Map DiSPlay.....cccccccrumnnmnmnnnnnnnnnnsnnssnsssssnsssnsssssnsssssssssssssssssssssssnsssssnsnsnsnsnsnnn 277
T2 B 1 e = o T I 1] o] = 277
8.2.2 Utilizing 3D E-Map ICONS .......uuvuiiiiiiiiiiiiiniiieinieieieieieieieinveenanrsenenennnnes 278
8.4 Remotely Accessing E-Map.......ccccccceennieneeessssssssssssss s s snnnns 279
8.4.1 The Remote E-Map WINAOW ............euvvmimimimiiiiiiiiiiiiiiieieieieininvevnannnnns 280
8.4.2 Accessing E-Maps of Multiple Hosts .........ccccccoooiiiiiieieee, 281
8.4.3 Configuring the Remote E-Map.........ccccocvieeiiiiiiiiiieee e, 282
8.4.4 Viewing Event List and Playing back Videos ...........ccccccvvvvvvininnnnnns 284
< T = 1T =T TR 7Y V7Y RS 284
8.5.1 Installing E-Map SErVer........cccoveiiiiiiiiiieiee e 284
8.5.2 The E-Map Server WindoW .........ccccooiiiiiiiiieeie e 285
8.5.3 Setting up E-Map Server...........ooiiiiii e 286
8.5.4 Connecting to E-Map Server.......cccoooiiiiiiiee e 286

Useful Utilities.....cccemmsmniisisssisssssnissenennenes s 289

9.1 Dynamic DNS ... e 289
9.1.1 Running Dynamic DNS ... 290
9.1.2 Registering Domain Name with DDNS .............ocooiiiiinee. 290
9.1.3 Starting Dynamic DNS ... 291
9.2 Watermark VIEWEr ........cccc i s s s 292
9.2.1 Activating Watermark Protection.............ccccoiiiiiii e, 292
9.2.2 Running Watermark Proof..........ccccoiii e 292
9.2.3 The Main WINAOW.........ccooiuiiiiiiiiiiie e 293
L 2 T /114 T oY L= I o Yo {1« 294
9.3.1 The GV-DeSKIOP SCrEEN .........uvvviuieiiiiiiiiiiiiiiiiiiiiieniaverarerernrneeanaeanae 294

Xiv



9.3.2 GV-Desktop Features........ccocuuiiiiiieiiiicieeeeee e 295

9.3.3 Token File for Safe MOde ...........cccvviiiiiiiiiiie e 297
9.4 Authentication Server .........ccccciiimini i ———— 298
9.4.1 Installing the SErVer..........cooiciiiiiiie e 298
9.4.2 The Main WINAOW...........ccoouiiiiiiiiiieiieene e 299
9.4.3 Creating ClientS........cveiiiiiiiiiieee e 300
9.4.4 Creating USer ACCOUNTS .......ccuvviiiiieeiiiiiiiiiee e 301
9.4.5 Importing Groups and Users from Active Directory ...........ccccveee.... 304
9.4.6 Starting Authentication Server ..........cccooveeiiii i, 307
9.4.7 Connecting to Authentication Server...........c.ccccoeviiiiei e, 309
9.4.8 Remote Access from Control Center and Remote E-Map................ 311
9.5 Fast Backup and Restore.........cccociiririiiriiisrsrrrsrsssss s ssss s s s s s 314
9.5.1 Running the FBR Program ............ccccccuuvuimimimimiiiiieiiieieieieininssnnnnennnnns 314
9.5.2 PIlugin CoOmMPONENt.......cciiiiiiiiiiiiiiiee e 315
9.5.3 Customizing the Features ..........ccccccoooiiiiieiiiii e, 316
9.5.4 Backing up and Restoring Settings .........cccccceeeiiiiiiieeee e, 317
9.6 Bandwidth Control Application........cccccoececceeiiiiinc e 320
9.6.1 Installing the Bandwidth Control..............ccccce i, 320
9.6.2 The Main WINAOW............cocuiiiiiiiiii e 321
9.6.3 Allowing Remote Control...........ccccceeeiiiiiiiiiieee e 322
9.6.4 Connecting to WebCam Server ........cccocvveeeieeiiiiiiieeee e 323
9.6.5 Controlling a Specific WebCam Server..........cccoooiiiiiiiiiniiiiiieenn. 324
9.6.6 Setting up Bandwidth ..o 325
9.6.7 Setting Up BIOCK LiStS ..ccocoiiiiiiiiiiiiee e 326
9.6.8 GENEral SEIUP ....uvvveiiiiiiiiiiieieieiiiie e ——————————— 327
9.7 Language Setting........cccooomiiiiiiiiiiirr e 328
9.7.1 Installing the MultiLang TOOL........cccooiiiiiiiie e, 328
9.7.2 Revising the Translated TexXt.......ccccooviiii e, 329
9.7.3 Setting up the Ul Language to English...........ccooiiiiiiiiiinniiiee. 332
9.8 GV-SD Card SYyNC ULility .....cceoeeeeieeieieee e 333
9.8.1 Installing the ULlity .......cooooiii e 333
9.8.2 Setting up the ULility .......cooiiii e 334
9.8.3 The Main WINAOW..........ccooiuiiiiiiiiiiiiiiee e 327
9.9 Media Man TOOIS .....cccccvieiiiierr i ————— 338
9.9.1 The Media Man Tools WINdOW .............ccoovuiiiiiiiieiciiiee e 338
9.9.2 Viewing Disk Drive Status .........cccceeiiiiiiiie e 339
9.9.3 AddiNg @ DiSK DIV .....coiiiiiiiiiiie e 341
9.9.4 Removing a DisK DriVe .......co i 342

XV



10

9.9.5 Logging in Automatically at Startup..........ccccceeeeviiiiiieiee e, 343

9.9.6 Setting Up LED Pane€l..........ccccvvviiiiiiiiieee e 343

9.10 Alert Notifications through SNMP Protocol...........cccccccmmmirnicccimeernnnnnsccssnnnens 346
9.11 Local and Remote Backup ........ccccciriiiiiririsrsssssssssssss s ssssssssssssssssssssssssss s s s 347
9.11.1 Remote BaCKUPD .......uuvuiiiiiiiiiiiiiiiiieieiiiiiieeee e neennennnees 347

1S T 2 o o= | I = = Lo (B o J 347

9.11.3 Advanced Settings ........ccoiiiiiiiiiee e 349

9.11.3.1 Advanced Settings for Local Backup .............cccvvveeen.n. 349

9.11.3.2 File Transfer Settings for Local Backup...............c..cc...... 351

9.12 RepOort GeNerator.........cccccceiiiieccescerrre s ss s ssmsree e s s s ss s ssmne e e e s s s s s smnnn e e s e esassssnnnnns 353
9.13  GV-CloUd CeNLer .......cccceiiiiriririnir st s s s 353
9.14 GV-Cloud VMS......... et s e s e s s s e e s me s me s me s e nemeens 354

Point-Of-Sale (POS)

Application.....cccccmrnmmsmssssnssnmssnsssssnssnnnsnnsn s 390

10.1 Displaying Transactions on the Screen ..........ccccociiirirrccccsscrrern s 357
10.2 Setting up Text OVerlay.......ccccccmiiicccciicrrrrr e mnnn e 358
10.3 Filtering Transactions for a Product item ..........ccccccmiiriicciiciinnnccccceeeeeee, 359
10.4 Triggering Transaction Alarms..........ccccccimiiiiniiriimmnnr e 361
10.5 Mapping CodepPage.........cccuriiummirriiiiriinmrr e e 363
10.6 Coloring Transactions of a Product Item ..., 364
10.7 Displaying Receipt Details of a Transaction.........cccccoiiicciiiciinnicccccceeeeee, 367
10.8 Filtering Transactions by a Keyword............ooooiiiiiiiiccii e 373
10.9 Searching for POS Events ... e 376

XVi



Chapter 1

Configuring Main System .......cccccveecnnnenne 3

1.1 Installing GV-VMS ... 3
TaTud LGNSO ... e 3
1.1.2 Minimum System Requirements..................ccococ e, 4
1.3 OPLIONS ... 5
1.1.4 Minimum Network Requirements...................cccocccce i, 6
1.1.5 Installing GV-VIVIS ... e 7
1.2 Getting Started ... 8
1221 MQAIN SCrEEMN ...t eneas 9
1.2.2 Adding CamMEIASs ...............oooiiiiiiiii e 10
1.2.3 AccessSiNg Live VIieW.............cccooi e 11
1.2.4 Enabling Recording ...............cccoccciiii i 11
1.2.5 Playing Back VId@O ... 12
1.3 Recording Settings ................cccciiii 13
1.3.1 Setting up Global Recording Settings for All Cameras..................... 14
1.3.2 Setting up Recording Settings for Individual Cameras .................... 16
1.3.3 Setting up the Video Storage Location...........................ccoccecn, 18
1.3.4 Setting up Motion Detection...........................ccoii 19
1.4 Live View and Layouts .................ccccccciii 24
1.4.1 Utilizing Live View Functions ... 24
1.4.2 Arranging Live View Layouts...................cccccoie 27
1.4.3 Setting up Zoom WiIndoWw .................ooi 27
1.4.4 Setting up Scan WIiNdow ... 28
1.4.5 Setting up Popup WINdOW ... 30
1.4.6 Setting up FOcUs VieW ...............cooiii e 31
1.4.7 Automatic Switch among Different Live View Layouts.................... 32
1.4.8 Adding GV-IP Decoder Box for Remote Monitor Display.................. 32
1.4.9 Setting up SIP 2-way Audio Communication for Dial-out................. 32
1.5 Start Monitoring.................ccccco 34
1.6 System Configuration .......................cccccci 35
1.6.1 Configuring General Settings ..................cccco i 35
1.6.2 Customizing Startup Settings..................cci 37
1.6.3 Customizing Display Position and Panel Resolution ........................ 38
1.6.4 Setting up E-mail Notifications.......................... 39



1.6.5 System Idle Protection ... 41

1.6.6 Configuring Fast Key LoCK ..................cooo i 42
1.7 Account and Password ...................ccccciiiiiiiiiii e 42
1.7.1 Creating an Account ... 42
1.7.2 Configuring Account Settings ..................cccco i 43
1.7.3 Changing or Retrieving Password at Login .........................c.cc, 45
1.7.4 Preventing Unauthorized System Termination................................... 45
1.7.5 Setting up a Startup Auto Login User...................ccccoiiiiiiiiiieees 46
1.7.6 Setting up Limits on Playback Time .................cc.cooiies 46
1.8 Schedule ... 47
1.8.1 Creating a Schedule with Setup Wizard ... 48
1.8.2 Creating a Schedule Manually....................ccciii e 51
1.8.3 Exporting and Importing Schedules......................ccccciii, 51
1.9 SySteM LOg ... ——— 52
1.9.1 Setting up System Log ... 52
1.9.2 Viewing System Log ...........ccooo i 54
1.10 Other FUNCIONS...............oooii e 56
1.10.1 Popping Up Live VIeW..............ooi i 56
1.10.2 Adjusting to Daylight Saving Time .................ccccoiiii 57
1.10.3 Setting up Network Failure Detection ........................c.ccci, 58
141 PTZ CamM@IA...........ooeeeiiiee et 59
1.11.1 Accessing PTZ Control Panel and Auto Functions....................... 60
1.11.2 Setting up Idle Protection and Advanced Functions .................... 62
142 QVE@W ...t 63
1,13 Storyline ... 64
1.13.1 Creating a Storyline in Live View ..., 64
1.13.2 Creating a Storyline in Video Playback .........................cccoiis 65
1.13.3 Creating a Storyline in QVIiewW..................cccoiiiii e 65
1.13.4 Accessing a Storyline ... 65
1.14 GV-VR360 Dewarped View ..................cc.oooooiiiiiiiiiieeeeee, 66



Configuring Main System

1.1 Installing GV-VMS

1.1.1 License

GV-VMS V18.1 or later is a paid software for Al integration that supports connection of up to 64 IP

channels, and can connect up to 32 channels of GV-IP devices upon initial purchase. If you need to

connect more than 32 channels of GV-IP devices or connect with third-party IP devices, additional

licenses are required.

Supported Devices Channels | License
32 ch Initial license required
GV-IP Devices Only 2 licenses required:
64 ch e GV-VMS V18.1 or later initial license
e GV-VMS Pro license, 32 ch per license
4 ch Trial Version: 4 channels of 3 party IP devices (30 days, a
license key required).
2 licenses required:
GV-IP Devices + 32 ch e GV-VMS V18.1 or later initial license.
. e 3-Party or HD DVR license, in increments of 1 ch
39-Party IP Devices : :
3 licenses required:
e GV-VMS V18.1 or later initial license
64 ch

e GV-VMS Pro license, 32 ch per license
e 3-Party or HD DVR license, in increments of 1 ch



https://s3.amazonaws.com/geovision_downloads/TechNotice/VMS/Licensing_GV-SW.pdf
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1.

Note:

The licensing comes in two forms: GV-USB dongle and software license. The two are

incompatible. If a GV-USB dongle is inserted on the computer with the system, please remove it

before using software licensing.

Make sure your purchased GV-USB dongle or software license is inserted into or activated on
the PC before running GV-VMS.

GV-USB dongle is available in internal and external models. Internal dongle is recommended
for the Hardware Watchdog function, which restarts the PC when Windows crashes or freezes.
For details on upgrading GV-USB dongle, see Chapter 8 Dongle Upgrade in GV-VMS Quick
Start Guide.

GV-VMS (V18.3.2 or later) automatically disables Memory Integrity on Windows 10/11 during
installation. After the installation is complete, restart your PC to ensure a successful operation of

GV-VMS.

Please contact our sales representatives for the applicable license key of the trial version.

Note for GV-VMS V18.3.1 or later:

1. The HD DVR license is only supported by GV-VMS V18.3.1 or later.
2. The HD DVR license is required for connecting UA-XVR and UA-XVL series (only analog
channels supported)
3. The 3-party license is required for connecting UA-IP cameras.
1.1.2 Minimum System Requirements

GV-VMS (Up to 32 Channels) GV-VMS Pro (Up to 64 Channels)
(O] 64-bit Windows 10/ 11 / Server 2016 / Server 2019 / Server 2022
CPU 4th Generation i5-4670, 3.4 GHz 4th Generation i7-4770, 3.4 GHz
Memory 8 GB RAM 16 GB RAM

) To obtain the maximum frame rate possible, see GPU Decoding

Processor Graphics - o

Specifications at the beginning of the manual.

1.
2.

Note:

To use the fisheye dewarping function, the graphics card must support DirectX 10.1 or above.
H.265 decoding and searching of face recognition events by face images require 6th Generation

Intel Desktop Processor (Skylake) or above, which comes with onboard GPU.



https://s3.amazonaws.com/geovision_downloads/Manual/VMS/EN/GV-VMS_QuickGuide.pdf
https://s3.amazonaws.com/geovision_downloads/Manual/VMS/EN/GV-VMS_QuickGuide.pdf
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3. PVD motion detection requires 11th Generation Intel Desktop Processor or above, which comes
with onboard GPU.

4.  To expand PVD motion detection channels, ensure your PC has GV-Al Accelerator Module

installed and meets the following system requirements. Without the GV-Al Accelerator Module,
only up to 16 PVD channels are supported.
a. For PVD motion detection of up to 48 channels: PC RAM of at least 16 GB and 11th
Generation Intel Desktop Processor or above.
b. For PVD motion detection of up to 64 channels: PC RAM of at least 32 GB and 13th
Generation Intel Desktop Processor or above.
5. Only one unit of GV-Al Accelerator Module is supported.

The system requirements are determined in round-the-clock recording settings with live view

only, while remote connections and video analysis being disabled.

1.1.3 Options

Optional devices can enhance your GV-VMS system's functionality and versatility. Check out the

datasheet for possible alternatives.


https://dlcdn.geovision.com.tw/Manual/GV-AI_Accelerator_Module/Datasheet_GV-AI_Accelerator_Module.pdf
https://dlcdn.geovision.com.tw/Manual/VMS/EN/Datasheet_VMS.pdf
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1.1.4 Minimum Network Requirements

The data transmitting capacity of GV-VMS depends on the number of Gigabit connections available.
The numbers of Gigabit network cards required to connect 64 channels are listed below according to

the resolution and codec of the source video.

sertrs | el Bitrate Used | Total FPS | Gigabit Network | Max. Channels Supported
(Mbps) for 64 ch | Cards Required per Network Card
1.3 MP 5.05 1920 1 Max. 64 ch / card
2 MP 7.01 1920 1 Max. 64 ch / card
3 MP 10.48 1280 1 Max. 64 ch / card
H.264 4 MP 11.65 960 2 Max. 50 ch / card
5 MP 16.48 640 2 Max. 38 ch / card
8 MP 17.14 1600 2 Max. 38 ch / card.
12 MP 16.67 960 2 Max. 38 ch / card
2 MP 5.90 1920 1 Max. 64 ch / card
3 MP 7.06 1920 1 Max. 64 ch / card
4 MP 9.44 1600 1 Max. 64 ch / card
H.265
5 MP 7.52 1920 1 Max. 64 ch / card
8 MP 9.83 1280 1 Max. 64 ch / card
12 MP 9.85 1280 1 Max. 64 ch / card
1.3 MP 32.36 1920 3 Max. 22 ch / card
2 MP 44.96 1920 4 Max. 16 ch / card
3 MP 38.73 1280 4 Max. 18 ch / card
MJIPEG 4 MP 40.35 960 4 Max. 17 ch / card
5 MP 30.48 640 3 Max. 22 ch / card
8 MP 58.52 1600 6 Max. 12 ch / card
12 MP 65.98 960 6 Max. 11 ch / card
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Note: The network requirements may vary depending on the bitrate of the streams.

1.1.5 Installing GV-VMS

Before You Start

For optimal performance, please refer to the following recommendations before installing GV-VMS:

o Itis highly recommended to use separate hard disks; one for installing Windows OS and GV-VMS

software, while the other for storing recorded files and system logs.

. When formatting the hard disks, select NTFS as the file system.

. When GV-VMS is running, it is not recommended to perform disk defragmentation at the same

time.

. Since the size of transmitted data from IP cameras may be quite large and reach beyond the

transfer rate of a hard disk, you should note the total of recording frame rates that you can assign,

as listed below:

Frame rate limit in a single hard disk

H.264 H.265
Video Resolution Frame Rate Bitrate Frame Rate :
(fps) (Mbps) (fps) Bitrate (Mbps)
1.3 MP (1280 x 1024) 660 5.05 N/A N/A
2 MP (1920 x 1080) 660 7.01 660 5.90
3 MP (2048 x 1536) 440 10.48 660 5.35
4 MP (2048 x 1944) 330 11.65 550 7.74
5 MP (2560 x 1920) 220 16.48 660 6.73
8 MP (3840 x 2120) 550 14.13 440 9.83
12 MP (4000 x 3000) 330 14.47 440 9.85

Note: The data above was determined using the bitrate listed above, hard disks with 7200 RPM
at least and average R/W speed above 110 MB/s.

The frame rate limit is based on the resolution of video sources. The higher the resolutions, the lower

the frame rates you can assign to a single hard disk. In other words, the higher the frame rates you

wish to record, the more hard disks you’ll need. For detailed information of recording frame rates, refer

to the user’s manual of the IP camera that you wish to connect to.
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Installing GV-VMS

1. Download GV-VMS by selecting Primary Applications from the drop-down list and clicking

A
Download &=& of GV-VMS on GeoVision’s website.

2. Ifyou are using a USB dongle, insert the dongle to your computer. See 1.1.1 Licnese for
connections requiring dongle license(s).

3. Toinstall USB driver, select Drivers, F/W, Patch from the drop-down list, and click Download icon
Ak
i@ of GV-Series Card Driver / USB Devices Driver.

o To verify the driver is installed correctly, go to Windows Device Manager and expand
DVR-Devices. You should see GV-Series USB Protector.

> & Audio inputs and outputs
- (M Computer
» =g Dlisk drives
. B Display adapters
4 EF DVR-Devices
EF GV-Series USB Protector
> Wz Human Interface Devices
» g IDE ATA/ATAPI controllers

Figure 1-1

1.2 Getting Started

When you run GV-VMS for the first time, the system will prompt you for a Supervisor ID and Password.
1. Type the desired ID, Password and a Hint to remind you of the password.
2. Optionally set up the following functions
B E-Mail List: Enter e-mail addresses used to receive the password when forgotten.
B Auto Login: Allows auto login as the current user every time when the system is launched.
B Allow removing password System: It is recommended to select this option allowing
removal of the password database once you forget passwords. For details, see the same
option in Account and Password later in this chapter.
u : Click to open the onscreen keyboard to enter the login information.
3.  Click OK. The main screen of GV-VMS and a dialog box appears.

4. To choose how to save your system database, select Microsoft Office Access Database or
Microsoft SQL Server and fill out the required fields.

5. Upon first-time starting of GV-VMS, you are prompted with the Automatic Setup dialog box to
assist you in quickly adding IP devices to GV-VMS.


http://www.geovision.com.tw/download/product/GV-VMS

Configuring Main System

1.2.1 Main Screen

Login ID Hom Toolbar

Version Information
| Storage Space
|

Figure 1-2

Name Description

Version Info  Click to display the version of the GV-VMS installed.

Displays the remaining storage space. When an HDD error occurs, an exclamation

Storage Space —
mark is displayed on the storage icon 57 |

Login ID Click to manage accounts and passwords for accessing GV-VMS.
Audio Click to control the volume of your PC.

Home Shows the live view of connected cameras.

ViewLog Shows a timeline of recorded events for playback.

Brings up these options when Home is selected:

e Monitor: Start / Stop monitoring, I/O monitoring and schedule monitoring

¢ Network: Enable Webcam Server and connection to other GeoVision software.
Toolbar e Tools: Show / hide volume indicator and set up Object Index.

e Configure: Set up camera, recording, system, schedule, video processing and I/O

devices.
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e Content List: Access live view layout, camera and I/O device lists and panorama

view.
Brings up these options when ViewlLog is selected:

e Display Play Panel: Display or hide the ViewLog timeline. This function is grayed

out when the Pinned button is selected in the bottom-right corner.
e Tools: Manage event search, system log, event backup and event export.
e Configure: Apply video effects and text overlay during playback.

e Content List: Manage playback layout and access camera list.

Exit Click to minimize or exit GV-VMS.

1.2.2 Adding Cameras

To add cameras to GV-VMS, click Home M > Toolbar ﬂ.- > Configure n’ > Camera Install.
When the camera list is empty, the Automatic Setup dialog box automatically pops up.

Click Automatic Setup to search for IP cameras on the LAN. Then select / deselect the desired

cameras listed and click Apply.

Automatic Setup o]
Network adapter - |IP[192.168.4.223] Realtek RTL8168C(P)/B111C(P) Family PCI-E Gigab + Port: 15000
Automatic Setup Progress :

Name IP Address Port MAC Address Brand

GV-CAW120 192.168.4.95 10000 0013E204FCOD GeoVision_GW-CAW120

GV-MFD520 1921685115 10000 0013E2054F24 Geovision_GV-MFD520_

GV-BX2500 192.1685.125 10000 0013E208C3F3 GeaoVision_GV-BX2500

GV-PT23200D 192.1685.168 10000 0013E20550C5 GeaoVision_GV-PT320D

] m v
Check All | | Uncheck Al { Apply ] { Cancel

Figure 1-3

1. The default login ID and password of connected cameras is admin / admin. To specify a login
credential, double-click the camera. If you select Apply All, the login info will be applied to all
selected cameras.

2. When cameras are added for the first time, they are automatically assigned to the live view grid.

To manually add cameras, see Adding IP Cameras in Chapter 2.

10
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1.2.3 Accessing Live View

After adding cameras, you can access camera live view by dragging the camera in the Content List to

the live view grid.

e O ]|
Click Home M > Toolbar E&2 > Content List HM. Then click Camera in the content list to see
the list of cameras added, and drag the desired cameras to the live view grid.

M Layout v
W E-Map v
A Camera (4) ~
—T&

 Coveras

o Camerad

™ cameras

I camera 10
= Panorama v
1/0 Device (0) v
POS v
B sip v

Figure 1-4

See Live View and Layouts later in this chapter for details.

1.2.4 Enabling Recording

P o
To start recording, click Home M > Toolbar &2 > Monitor g > Start All Monitoring.
Alternatively, select the cameras you want to start monitoring.

By default, every camera records with the following settings:

Default Recording Settings

Recording Mode Motion Detection

Resolution / Codec | The camera’s current resolution / codec will be used.

® To change recording mode, see Recording Settings later in this chapter.

® To change resolution and codec, see Configuring Video Settings in Chapter 2.

11
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1.2.5 Playing Back Video

Instant Playback

You can instantly play back the recorded video of a single camera from the camera live view by clicking

the Instant Playback button.

T
13:17:20

Figure 1-5

ViewlLog

For comprehensive playback functions, click ViewLog on the top-right corner.

For details, see Video Playback in Chapter 4.

12
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1.3 Recording Settings

To configure the recording setting of the cameras, click Home u > Toolbar in.- > Configure n’
> System Configure > Record Setting. The Recording Setting dialog allows you to configure the

following settings:
1.3.1 Setting up Global Recording Settings for All Cameras
1.3.2 Setting up Recording Settings for Individual Cameras

1.3.4 Setting up Motion Detection

By default, the system has the following recording storage settings.

Default Data Storage Settings

Storage Location | Recorded Files D:\Record\<camxx or audxx folder>.

Event Database Files | C:\GV-VMS\CameraDBs\

Storyline Files C:\GV-VMS\StoryLine\

Recycle Function Enabled with recycling threshold set to 32 G.

Note: A storage folder is created automatically upon assigning the camera ID. For example, camera
of ID 1 will be saved in the folder D:\Record\CamO1.

13
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1.3.1 Setting up Global Recording Settings for All Cameras

You can configure global recording settings to be applied to all cameras, such as maximum length of

each video clip, recycling function and the actions to take upon recording errors.

Video Record
Max Video Clip: |5 ~ | Min 22 ElhEEG R
E\CameraDBs\
Recycle []Use Digital Watermark Protection
[JRegister Event
Stonyline =
Record Error Process : ™
Camera E‘/
Camera Name Record Type | sStorage o Stream o Advanced B | motion %
BX2700-FD Round-the-clock v Storage 1 Main Stream v A >
G\-5D220 Round-the-clock w Storage 1 Main Stream v g Mg
Cameralf Event Detection v Storage 1 Main Stream v g Mg
Cameral? Event Detection v Storage 1 Main Stream v A >
Add Log Location [ Apply Partition to Record v oK Cancel
Figure 1-6

[Video Record]
B Max Video Clip: Specifies the maximum time length of each recorded file (from 1 to 5 minutes),

i.e. if you select 5 Min, a 30-minute event will be chopped into six 5-minute event files.

B Recycle: When selected, the oldest recordings will be deleted when the system requires storage
space for new files. If not selected, the system will stop recording when disk space is full. Select

Register Event if you want to recycle registered events from the System Log.

[Storyline]
B Keep Image Ratio: Keeps the image ratio of the recorded storyline videos.

B Resolution: Specifies the resolution of the recorded storyline videos.

B Path: The default storage path for Storyline is at C:\GV-VMS\ Storyline\. Click E to specify a

new storage path.

Note: To record a storyline, see Storyline later in this chapter.
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[Record Error Process] Define which actions to take when a recording error occurs.
B Invoke Alarm: Activates computer alarm by playing the selected sound file.

B Invoke to Send Alerts: Sends e-mail notifications. For details, see Setting up E-mail Notifications

later in this chapter.

B Register Event: Records errors to the System Log.

B Output Module: Triggers the selected output device. To configure output devices, see Chapter 6
I/O Applications.

]

[Database Folder] The default storage path for Event Database (.db files) is at

C:\GV-VMS\CameraDBs\. Click D to specify a new storage path. Note that the storage path of
recorded videos is specified in the Add Log Location option. For details, see Setting up the Video

Storage Location later in this chapter.

[Use Digital Watermark Protection] Watermarks all recordings. For details, see Watermark Viewer in

Chapter 9.
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1.3.2 Setting up Recording Settings for Individual Cameras

You can configure the recording mode and video storage location for the selected cameras only.

Record Setting
Video Record
MaxVideoClip: |5 | Min IEEIEEE ALIE
DiCameraDBs\
HRecycle [JUse Digital Watermark Protection
[ Register Event
Storfline ¥
Record Ermror Process : >
Camera i i i i B
Camera Name Record Type B | swage [ Stream B | Advanced B Motion ¢
Camerai Round-he-clock v Storage 1 Main and Sub Stream w ¢ g
Camera2 Round-he-clock v Storage 1 Main and Sub Stream w " 4
Add Log Location = Apply Partition to Record [+ =]
Figure 1-7

1. Select the camera you want to configure.

2. Under Record Type, select Disable, Event Detection or Round-the-Clock.

3. If there are more than one storage locations, select Storage to specify where to store the
recordings. For details, see Setting up the Video Storage Location later in this section.

4. Select the Stream you want to record. By default, Main and Sub Stream is set to record both
streams simultaneously. Select Main Stream to record high-resolution videos. Select Sub Stream

to record lower-resolution videos.
5. Under the Advanced:
[Sync recording from camera SD card when reconnected] When a camera is reconnected to

GV-VMS after a disconnection, the function retrieves and restores recorded files from its SD card.

ViewLog's Timeline displays recordings that have been synced from SD cards in yellow.

Note: To sync a camera’s recordings back to GV-VMS, it is required to enable related settings on
both GV-VMS and a compatible camera. For details on compatible cameras and instructions, see the

technical notice.
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[Pre-Record] Configures post-recording and pre-recording.
B Post-Rec: Keeps on recording for a set period of time after an event stops.
B Pre-Rec: Records video for a set period of time before an event starts. Specify the number of
video clips to pre-record and specify the number of seconds per video clip. For example, if

you specify 3 video clips and 5 seconds, 15 seconds of recording, 3 files of 5 seconds each,

before each motion or input event are recorded.

B Urgent / General Event: Select Urgent Event to record full frame rates or select General

Event to record key frames only.

6. Under the Motion, set up the advanced motion detection settings. For details, see 1.3.4 Setting up

Motion Detection.

Note:
1. You can define the frame rate of Urgent Event and General Event. For details, see the Record
Frame Rate Control option, Configuring General Settings in Chapter 2.

2. Main and Sub Stream recording is not supported by fisheye cameras.
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1.3.3 Setting up the Video Storage Location

Add Log Location

You can create a maximum of 24 storage groups with different storage locations. The default storage

location is D:\Record\.

1. Onthe Recording Setting dialog box (Figure 1-6), select a camera and click ™ nextto Add Log

Location. This dialog box appears.

Add Log Location [~ Apply Partition to Record [+ el

Add Log Location

+ + |0

&3 Storage 1 Path Total Space Slze Power on hour
¥ D’Record\ 6971368 49.22GB 31308

~] DiskFull Process []Keep Days @
> DiskLostProcess Enlarge Recycle Threshold: | 32 ‘GE

| DiskAbnormal Process

Figure 1-8

2. To add a new folder in the first storage group, click above Path and select a folder. Only 1
folder can be assigned as storage folder per partition (e.g. only 1 folder in D drive).

3. To add a new storage group, click in the top-left corner and repeat the step above to assign at
least one folder to the storage group.

4. Select Keep Days and specify the number of days to keep the video files in storage.

5. Inthe Enlarge Recycle Threshold field, adjust the recycle threshold (minimum 5 GB; maximum

999 GB) if needed. Recycle threshold is the file size at which the recycling begins.

6. To specify the actions to take for different statuses of hard disks, click ' next to Disk Full

Process / Disk Lost Process / Disk Abnormal Process.
B Invoke Alarm: Activates computer alarm by playing the selected sound file.

B Invoke to Send Alerts: Sends e-mail notifications. See Setting up E-mail Notifications later in

this chapter.

B Register Event: Records errors to the System Log. (Not available for Disk Abnormal

Process).
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B Output Module: Triggers the selected output device. For how to set up I/O devices, see

Chapter 6 I/O Applications. (Not available for Disk Abnormal Process).

7. Click OK.

Note: If the designated storage space is not big enough to keep all video files for the defined days,
the Recycle Threshold setting will override the Keep Days setting.

Apply Partition to Record

GV-VMS can automatically configure recording paths for numerous camera channels. After you
configure the storage locations, each of your cameras will be evenly dispersed throughout the given

recording paths.

1. On Recording Setting dialog box, click Apply Partition to Record.

2. Select the desired recording paths (at least one) to store camera recordings and click OK.

1.3.4 Setting up Motion Detection

The motion detection settings apply to both Round-the-Clock and Event Detection recording types.

The following features are available to prevent false motion detection:

® Object Size: Set minimum and maximum object sizes to detect only those within the range.
® Sensitivity: Set up to 10 levels of motion detection sensitivity for each outlined area.

® Mask Region: Mask off unwanted areas for monitoring, such as cloud and tree movement.
® Noise Tolerance: Ignore video noise under poor or changing lighting conditions.

® Ignore environmental changes: Ignore changes such as rain, snow and tree movement.
® Minimum Duration: Set the minimum duration for motion to trigger an alarm.

® PVD: detect only human and/or vehicle movement.

Note: To enable up to 64 PVD channels, ensure your PC has GV-Al Accelerator Module installed and

meets the system requirements. See 1.1.2 Minimum System Requirements for details.
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1. On the Recording Setting dialog box (Figure 1-6), select a camera and click button under
Motion. The Advanced Motion Detection Setup dialog box appears.

Camera

Camera Name

Record Type [ e

Storage [

Stream | )

Advanced [,

Motion ¥4

r

[V Noise Tolerance

[CJignore environmental changes

[3 ] second

[JProcess Video in Lower Resolution

* ] Minimum Duration

[]Enable Camera's Built-in Motion Detection

[[] Enable Smart Motion Search
M Record Motion v
Video Record Type
Urgent Event v @&
PVD
Max : 16
[[JEnabe People or Vehicke Detection
Selected 0
l Sensitivity: 3 Setting
Trigger
(] E-mail [[JRegister Mation Event
] Output Module [ Invoke Alarm
Mod.1 Pnt
—— ace

8 8 88

Figure 1-9

GV-5D220 Round-the-clock v Storage 1 Main Stream W ﬁ
C
Cameralé Event Detection v Storage 1 *Main Stream W ¢ ¢
Advanced Motion Detection Setup
Camerall v
i
[JUser-gefined
Define Object
Min Object Size
(® Setregion @
Sensitivity: 9
]
(O Mask region @ '

2. By default, the camera's built-in motion detection is used. Optionally deselect Enable Camera's

Built-in Motion Detection to use GV-VMS's software motion detection rather than the camera's.
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Note: By default, the cameras connected to GV-VMS V18.2 or later use the camera’s built-in motion
detection, except GV-QSD series, GV-QFER series, and ONVIF cameras, which use software

motion detection when connected.

The following steps 3 ~ 6 define software motion detection for GV-VMS:
3. You can refine motion detection by setting either Object Size or Region Sensitivity.

B Define Object: Limit motion detection to objects within a given size range. Select

User-defined and set the Min. Object Size and Max. Object Size from the drop-down lists.

B Set Region Sensitivity: Set different detection sensitivities for different parts of the camera
image. Uncheck User-defined, click the Add/Cut Mask @ buttons to create several
areas. To adjust the sensitivity level for individual area, right-click the detection area and move
the slider. By default, the entire image is set to sensitivity level 9.

B Mask Region: To ignore motion in a certain area, click Mask Region, and drag an area on the

image.
4. The following options are available to further reduce false alarm:
B Noise Tolerance: Enable to ignore video noise.

B Ignore environmental changes: Ignores environmental changes such as rain or snow. When
selected, objects moving steadily and repeatedly in the same direction for over 1.5 seconds

are filtered out and ignored.

B Minimum Duration: Sets the minimum duration for motion to trigger an alarm. Specify the

minimum duration in seconds (up to 60).

5. Toreduce CPU load, optionally select Process Video in Lower Resolution. When enabled,
GV-VMS compresses live view to a lower resolution before detecting motion, which reduces CPU

load but may compromise accuracy.

6. To be able to search for the recordings based on defined regions of interest, select Enable Smart

Motion Search. For Smart Motion Search, see 4.2 Object Search.
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The following features will apply to both software motion detection and camera’s built-in motion

detection:

[PVD]

7.

To set the recording type and frame rate, enable Record

B Record: Select Motion to record any motion or PVD Motion to only record people and/or

vehicle movement.

B Video Recordy Type: Select Urgent Event for full-frame recording or General Event for

key-frame recoridng.

To set PVD recording, enable PVD and select People Detection, Vehicle Detection or both to
only detect specific motion. You can also define the sensitivity level of detection. The PVD function

only supports up to 16 camera channels for free.
Optionally, click Setting to configure the following options:
B Confidence: Set the detection confidence for different objects from 1 to 95.

B Size Filter: Set the detection size for people or vehicles. When the object is smaller than the

set size, it will not be detected. This function helps prevent false alarms.

B Mask: Click the + /- buttons to add or remove the masks for blocking out certain areas to

prevent detection. A maximum of 10 masks are appplicable.

[Trigger]

10. Inthe Trigger section, select the actions to take when motion is detected.

B E-mail: Send e-mail notifications. See Setting up Email Notifications later in this chapter.

B Output Module: Trigger an ouput device. See Chapter 6 1/0 Applications to set up I/O

devices.
B Register Motion Event: Register motion events to the System Log.

B Invoke Alarm: Activate computer alarm and plays the selected sound file.

11. Click OK.

Note:

1. You can only enable motion detection either by sensitivity or by object size at a time.

2. By default, the entire camera view is set to a sensitivity level of 9 with Noise Tolerance and
Process Video in Lower Resolution functions enabled.

3.  You can define the frame rate of Urgent Event and General Event. For details, see the Record
Frame Rate Control option, Configuring General Settings in Chapter 2.

4.  To enable PVD motion detection, it is suggested to use the PC equipped with 11th Gen Intel

CPU or later versions.
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PVD Motion detection sends motion events only when people or vehicles are detected. Our
algorithms can identify a person or vehicle based on a detection threshold. High confidence
sends fewer events, but they’re more likely to contain vehicles or people. The detected PVD
motion type, confidence, and size will be displayed on the Al Event Table. See 1.9.2 Viewing

System Log for details. Based on detection results, try different PVD settings (Confidence, Size

Filter) to determine the confidence level that works best for your camera and application.
AT Event Table

Image Time Object Event Camera hote

5/3(2023 18:54:11  People People and Vehide Motion ~ Old Barn 18 People Motion, conf(54, 54), size(1/75, 1/75)

The ratio for the minimum object size to the video image is 1/80 for both People and Vehicle
Detection. For example, for the video image that is set to 1920 x 1080, the minimum PVD

object size should be 24 x 24 pixels.
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1.4 Live View and Layouts

This section describes the functions on the camera live view and how to create new live view layouts.

1.4.1 Utilizing Live View Functions

Live View Icons

Place the mouse cursor on the camera live view to see the icons below.

Figure 1-10
Icons Functions
Instant Play ] Plays back the video recorded.
Snapshot O] Captures a snapshot of the current live view.

Talk Back Toggle / | Talk to the surveillance site. For details, see [The behavior of the talk back

Push-to-Talk 3 button], Configuring General Settings later in this chapter.

Tools ‘% Includes the following options:
B Monitor: Starts monitoring the camera.
B Properties:
© Show Caption: Shows camera name on live view.
© Keep Image Ratio: Locks aspect ratio of the camera image.
B Close: Removes the camera from the layout grid.

The following options are available when related function is enabled or
supported:
B Set to Wave Out: Enables live view audio. (See Configuring Audio Setting

in Chapter 2)
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B PTZ Control: Enables PTZ functions. (See PTZ Camera later in this
chapter)

B Add to bookmark: Bookmarks a scene to watch later in ViewLog player.

The function is only available when the channel is recording.

B Storyline: Records a sequence of short video clips of a specific incident.

(See Storyline later in this chapter)

Switches the live view to full screen. If there is a designated Zoom window,
Zoom

clicking the Zoom button will display the live view in the zoom window instead.

Volume Display an audio volume indicator on the top-left corner of the camera live

Indicator E

view. Click Home &l > Toolbar kil > Tools B > Audio > Show Volume
Indicator. When the channel is actively recording, the volume indicator is

displayed in orange.

Note: When PTZ Control is enabled on a PTZ camera, double-clicking the live view will make the

camera zoom in instead of switching to full screen.

Functions on Live View and Content List

The live view screen can be controlled using the actions below.

Actions Functions
Mouse scroll Zooms in or out on the live view.
Double-click Displays the live view in full screen.

In the Content List (Home M > Toolbar &2 > Content List), right-click a camera to access the

following options, when enabled or supported:

Monitor: Starts monitoring the camera. See Start Monitoring later in this section.
Video Process: Opens the Video Processing dialog box. See Chapter 3 Video Analysis.
Set to Wave Out: Enables live view audio. See Configuring Audio Setting in Chapter 2.

Talk Back Toggle: Talks to the surveillance site from the PC. See Configuring Audio Setting in
Chapter 2.

Focus View Setup: Creates up to 7 closed-up views in a camera. See Setting up Focus View

later in this section.
PTZ Setup: Enables PTZ functions. See PTZ Camera later in this chapter.

Fisheye Settings: Opens the Fisheye Settings dialog box. See Fisheye View in Chapter 3.
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Audio Broadcasting

When necessary, the GV-VMS operator can broadcast audio to multiple cameras simultaneously with

the speaker function.

Note: This function is not supported by cameras connected through RTSP protocol.

1. Click Home =& > Toolbar % > Tools ] > Audio Broadcast. This window appears.

X

Figure 1-11

2. Click the Down arrow button to select the cameras you wish to broadcast audio to.

g )
3. To start audio broadcasting, press and hold the Push to Broadcast button -/ while talking to

the microphone connected to the computer of GV-VMS.
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1.4.2 Arranging Live View Layouts

1. Inthe Content List, click Layout.

B |ayout v

P Camera (3) v

= Panorama v

1/O Device (0) v
Figure 1-12

2. To add a layout, click Add © and click Add Layout. The Add New Layout dialog box appears.

3.  Name the new layout and select one of the three available methods under Layout Setup to define

a layout and click OK.
4. If you select Customize in the step above, the Customize Layout dialog box will appeatr.
a. Click Reset to specify a dimension for the grid if needed.
b.  Select multiple squares and click Merge to create a larger square.
c. Click OK when you are done.

A message appears. Click Yes if you want to automatically assign the cameras to the new layout.

Tip: You can right-click a layout in the Content List to access other functions to arrange the layout.

1.4.3 Setting up Zoom Window

You can designate a Zoom Window to quickly see a close-up view of the camera image without

changing the rest of the live view layout.

Note:
1. Up to two Zoom Windows can be created on each live view layout.

2. When there are two Zoom Windows, GV-VMS will alternate between the first Zoom Window

and the second Zoom Window each time you click the Zoom button of a camera.

1. Inthe Content List, select Layout, click Windows and drag Zoom Window to a live view grid.
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2. Move the mouse cursor to a camera live view and click Zoom in the top-right corner. The
camera live view is displayed in the Zoom Window.

3.  Toremove the camera from the Zoom window, place the cursor on the live view, click Tools X
and select Close. To change the live view grid back to a normal window, repeat this step again to

close the Zoom Window.

1.4.4 Setting up Scan Window

You can assign multiple cameras to a Scan Window, and each camera will be shown in sequence for

the Scan Interval specified.

Note: Up to four Scan Windows can be created on each live view layout.

1. Inthe Content List, select Layout, select Windows, and drag Scan Window to a live view grid.

2. Drag multiple cameras into the Scan Window.

Seah Windiw

/_\ N ™ camerat
/ N ™ Camera7
/ \,ﬁ Camera8

B Layout &

QW &

= [l Windows

Zoom Window

W Dpefault Layout
M new layout

 Camera (3) FS

[+ e

= Panorama v

@ 1/0 Device (0) v

Figure 1-13
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3.  Move the cursor to the Scan Window, click Tools %, and select Properties. This dialog box

appears.

Mscan Properties 1 -

Mame Scan Interval
Cameral 5
Camera? 5

Camera8 5

[
Default Scan Interval:
5 = sec.
[¥] show Caption
[ keep Image Ratio
[ oK l I Cancel
Figure 1-14

4.  To adjust the order of a camera, select a camera and click the Up and Down arrows.

To specify how many seconds to show the live view of each camera, click and adjust the Scan

Interval of each camera. Optionally click the Finger to apply this Scan Interval to all
cameras.

6. To show camera name on live view, select Show Caption.

7. To lock the original aspect ratio of the camera image, select Keep Image Ratio.

8. Click OK.

1.4.4.1 Creating a Camera Group

You can also add multiple cameras to a group and the created group can be dragged into a live view
grid directly or Scan Window for display. At least 8 cameras are required in the camera list for this

function to work.

1. Click Camera in the Content List, click Add © , and click Add Group. Rename the group if
necessary.

2. Drag the desired cameras from the camera list to the group created.

3. Drag the created group either into a live grid or Scan Window. For details on setting up a Scan

Window, see Setting up Scan Window earlier in this chapter.

29



Q GeoUision:

1.4.5 Setting up Popup Window

You can designate a Popup Window to display live images of cameras, upon events, on a separate

monitor. For this function to work, you must first create a live view layout on another monitor.

1. Inthe Content List, click Layout > Add © > Add Layout to create a new layout.

2. After clicking OK, select a desired monitor from the Apply to... list to activate the layout on the

designated monitor.

3. Inthe Content List, click Windows > Add @ > Add camera popup window to select the
cameras to be displayed in the Popup Window.

4. Drag the Popup Window from the Content List to the layout created.
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1.4.6 Setting up Focus View
You can create up to 7 close-up views per camera and place these created close-up views inside the

live view grid.

1. Inthe Content List, right-click a camera and select Focus View Setup. This dialog box appears.

S [ e

Monitor

Talk Back Toggle

Video Process.

Color: )

Focus ViewArea:

Figure 1-15

2. Click Enable and draw a box on the camera view to create a focus view. You can create multiple

focus views if needed.
3. You can change the color of the box if needed.
4. Click OK. The created focus views are listed under the camera.

5. You can now drag the focus views to live view grids.

Note: This function is not supported for Fisheye Cameras and PTZ Cameras.
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1.4.7 Automatic Switch among Different Live View Layouts

You can have different layouts automatically alternated at a specified interval.

1. Create and group several layout templates under the Content List.

2.  Right-click the group to configure its Scan Setting to specify the scan interval.

[ windows

P
Scan Setting
BE Default Layout

Default Scan Interval:

Scan start

B Layout1 Scan Setting 10 : Sec.
M Layout 2 Rename ] | |
oK Cance
M Layout 3 I
Figure 1-16

To start the automatic switch, right-click the group and select Scan Start. In the example above,
Layout 1, Layout 2, and Layout 3 are automatically switched among each other every 10 seconds, with

the currently displayed layout highlighted in orange.

1.4.8 Adding GV-IP Decoder Box for Remote Monitor Display

Only available on GV-VMS V18.1 or later, users can add GV-IP Decoder Box to GV-VMS to be

assigned the desired camera channels for remote monitor display. For details, see Chapter 6

Integration to GV-Software in Il3V—IP Decoder Box Ultra User’s Manual,

1.4.9 Setting up SIP 2-way Audio Communication for Dial-out

Only available on GV-VMS V18.2 or later, users can connect GV-VMS to a SIP server for dialing out

to and communicate with devices connected to the same SIP server.
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From the Content List, select SIP > Add Q > Add SIP Server.

@ Content List Add SIP cerver X

Name: ||

QW &
Figure 1-17

Type a desired hame and the IP address of the SIP server, optionally modify the port if

necessary.

Within ID and Password, type a desired ID number for GV-VMS to be recognized as on the

server and a desired password for protection. Click OK.

Select SIP > Add @ > Add SIP Client.

Name: |I|1l:ercom
[+] o
D: |03
Add SIP server
Figure 1-18

Type a desired name for the client device and its ID number, as assigned on the SIP server. Click

OK.

To add multiple client devices, repeat Step 5.

Once all the desired client devices have been added, users can right-click on any of the clients

and select Call to dial out to that client device for 2-way audio communication.

o m &

& B 192.168.9.17

call

Configure

Figure 1-19

To modify the name and/or the ID number of a client device, right-click on it and select

Configure.
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1.5 Start Monitoring

After setting up the following functions, it is important to start monitoring in order for the functions to

start: Recording, Video Analysis, Motion Event Trigger and Schedule.

To start monitoring, click Home M > Toolbar W&l > Monitor g and select one of the options:

Llss O & &

Start Schedule Monitoring

Start All Monitoring
I/O Monitoring

Camerad

Camera20

Figure 1-20

B Start Schedule Monitoring: If you want to start running a created schedule, select Start
Schedule Monitoring. The schedule takes precedence over the current settings, and these
functions will start and stop according to the schedule: Recording, Video Analysis, I/O, PTZ Auto
Functions, Motion Event Trigger and Network Connections with Center V2 / Vital Sign Monitor. For
details, see Schedule later in this chapter.

B Start All Monitoring: Starts monitoring on all cameras to initiate recording and related functions.

B |/O Monitoring: Starts I/O monitoring to activate 1/O functions. /O Monitoring is only available
after at least one I/O device is set up. For details, see Setting up I/O Devices in Chapter 6.

B Camera#: Starts monitoring of selected cameras. You can also start monitoring individual

cameras by right-clicking the camera in the Content List and select Monitor.

Note: Motion detection and input trigger will only be registered in the System Log if monitoring is
started. You will also need to enable Register Motion Event in the Advanced Motion Detection

Setup (Figure 1-9) and Register Input Event in the I1/O Application Setting (Figure 6-10).
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This section introduces system configurations.

1.6.1 Configuring General Settings

Configuring Main System

Start configuring General Setting by clicking Home M > Toolbar lfl > Configure ﬂ >

System Configure > General Setting. This dialog box appears.

General Setting

Related Actions
| Zoom Camera

Location Mame

| WIN-CIDKMHVL3G]

Monitor Option
[ ] start Defay: 6 | Sec.

[serice Mode  [E)
Exit Option
Display

[w] Enable DirectDraw

The behavior of the talk back button
) Talk Back Toggle

® push to talk

[]Auto enable wave out
Auto togale talk back

[v] Auto switch PTZ mapping

[ |Auto Restart Windows

oK

Cancel

Figure 1-21

[Location Name] The given name (maximum 14 characters) is displayed in the main screen as the

name of the server.

[Monitor Option]

B Start Delay: Start recording x second(s) after Start All Monitoring or Start 1/O Monitoring is

selected.

B Service Mode: Under Service Mode, GV-VMS starts automatically upon PC startup and runs in

the background without logging into Windows.
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[Display]
B Enable DirectDraw Scale: Enabled by default to enhance image quality. For some graphics cards,

DirectDraw can result in blurred images. To avoid the issue and maintain DirectDraw, change the

image quality to Standard of the camera in Video Setting (Figure 2-6).

[The behavior of the talk back button]

B Talk Back Toggle: Click the ] button on live view to talk to the surveillance site and click the
button again to stop talking.

B Push to talk: Click and hold the Y button on live view to talk to the surveillance site and release
the button to stop talking.

[Zoom Camera]

B Auto enable wave out: Automatically enables Wave Out function of the camera in Zoom Window
or in full screen. Note that the Wave Out function needs to be enabled in the Audio Setting page of

the camera first.

B Auto toggle talk back: Automatically enables Toggle Talk Back function of the camera. Note that

the Toggle Talk Back function needs to be enabled in the Audio Setting page of the camera first.

B Auto switch PTZ mapping: This function only applies to GV-Keyboard connected to GV-VMS.
When selected, PTZ control by GV-Keyboard will be applied to the mapped PTZ camera. When

not selected, GV-Keyboard can only control the first available PTZ camera..
[Exit Option]

B Auto Restart Windows: Restarts Windows OS after exiting GV-VMS.

B Auto Shut down Windows: Shuts down Windows OS after exiting GV-VMS.
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1.6.2 Customizing Startup Settings

To configure GV-VMS to enable certain features upon startup, click Home edl > Toolbar &l >

Configure L * P8 System Configure > Startup. This dialog box appears.

Startup >
General
Show Style Metwork
(] webCam Server
Light Style e [ Mobile Service
Auto Monitoring [ Remote ViewLog Service
[ control Center / ERM Service
Monitor Al > [] Remote Desktop Service
[] Auto Run when Windows Starts [] Connect to Centerv2
(] Connect ta VSM
[]Startup and Hide into System Tray (] connect to GV-Cloud
[ Backup Center
Advanced
GPU Decode

0K Cancel

Figure 1-22
[General]
B Show Style: Change the color scheme of GV-VMS.
B Auto Monitoring: Select one of the following monitor control modes upon startup:
®© Monitor All: Starts monitoring of all cameras and I/O (if available) upon system startup.

® Schedule Monitor: Starts monitoring of cameras by schedule. See Schedule later in this

chapter.
®© 1/0O Monitor: Starts monitoring of all I/O devices upon startup.
©® Camera Monitor: Enables all cameras for monitoring.
B Auto Run when Windows Starts: Automatically runs GV-VMS after Windows starts.

B Startup and Hide into System Tray: Hides GV-VMS in Windows system tray after Windows

starts.

[
R )= si4sPM

¥

Note: Startup and Hide into System Tray and Auto Startup Login cannot function at the same
time. When both are enabled, Auto Startup Login will not be applied. For details, see Setting up a
Startup Auto Login User later in this chapter.
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[Advanced]

B GPU Decode: Enabled by default, GPU (Graphics Processing Unit) decoding lowers CPU loading
and increases the total frame rate supported by GV-VMS. But if your PC does not meet the system
requirements as listed in GPU Decoding at the beginning of the manual, you can disable this
function to optimize system operations. It is required to restart the system for the change to take

effect.

[Network] Automatically enables connection to the following applications upon startup: WebCam
Server, Mobile Service, Remote ViewLog Service, ERM Service, Remote Desktop Service,
Center V2, VSM, GV-Cloud, Backup Center, Control Center Server

1.6.3 Customizing Display Position and Panel Resolution

You can customize the display settings of GV-VMS by clicking Home w > Toolbar d >

Configure L * RN System Configure > Set Position. This dialog box appears. The right half is only
available when multiple monitors are installed.

Main Panel ViewLog
Select Monitor Select Monitor
[User Define [Monitor 2

Position: Position:
0 -1280

Panel Resolution: Panel Resolution:

1920 X 1280 X

Figure 1-23

B Select Monitor: Select the monitor you want to configure from the drop-down list.
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B Position: Offsets the position of the main window (panel) relative to the upper-left corner of the
screen. The default position is 0, 0. A position of 100, 60 will place the main window 100 pixels to
the right and 60 pixels below the upper-left corner. This function is only supported when the main

window does not take up the entire screen.

Position:
100, 60

Position:
0,0

Figure 1-24

B Panel Resolution: Sets the Panel Resolution of GV-VMS.

1.6.4 Setting up E-mail Notifications

E-mail notifications can be triggered by the following events: Video Loss, Recording Error, Disk Full,
Disk Lost, Disk Abnormal, Motion Detection, I/O Trigger, Intruder Event, Crowd Detection, Advanced
Unattended Object, Advanced Scene Change Detection, Advanced Missing Object, and Face

Detection.

1. To receive e-mail notifications when an event occurs, click Home il > Toolbar 4 >
Configure & System Configure > Send Alerts Approach Setup. The Alert Approach dialog

box appears.

2. To enable the e-mail server, select Send Email > Email Setup. This dialog box appears.

E-Mail lﬁ
Mail Setup
SMTP Server geovision.com.tw Hail Content E:;v
E-Mail From admin@geovision.com.tw Alert Motification
E-Mail To admin@geovision.com.w
Subject Security Notice

? Test Mail

Attach Image Setup Alert Setup
E-Mail Alerts Interval

[ Attach i 320x240 1
e Min. 0 Sec

SMTP Mail Server requires authentication SMTP Server @ 531

SMTP Port 5 -
i@

Account TS
Domain name from DONS

Passwaord
O

[ E-mail in Text-Mode [ ok ][ cancs

Figure 1-25
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3. Under Mail Setup, type the host name of your outgoing mail server (SMTP), the sender’s e-mail

address, the recipient’s e-mail address, and a subject for e-mail notifications. For multiple

recipients, add a semicolon between each e-mail address.

4. Click the Test Mail button to send a test e-mail and see whether the setup is correct. If the e-mail

fails to send, you may need to check the following settings:

SMTP Mail Server requires authentication: If the SMTP mail server needs authentication for

login, select this option and type your account name and password.

SMTP Server: Keep the default port 25 which is common for most SMTP servers. However
webmail providers such as Gmail, Yahoo, and Hotmail generally use different SMTP port. In
this case, check your e-mail provider for the SMTP port number. Select SSL or TLS if your

e-mail server requires the SSL/TLS authentication for connection.

5. Complete other optional settings as needed:

Mail Content: Type the e-mail content that will be included in all e-mail notificaitons.

Attach Image Setup: Select Attach to include up to 6 snapshots in the e-mail. The image
format and size are selectable. Note the actual size can be either the main stream or the sub

stream depending on the On Demand setting. See On Demand Display later in this chapter.
Email-Alerts Interval: Specify the time interval (0-60 seconds) between e-mail alerts to
prevent e-mails from being sent too frequently. The default interval is 5 minutes.

Domain Name from DDNS: This option generates URL links in sent e-mails for remote video
playback. For this function to work, type GV-VMS’s fixed IP address or domain name and

enable WebCam Server.

E-mail in Text Mode: When WebCam Server is enabled, e-mail notifications are sent in

HTML format. Select this option if you want to send the e-mail in plain text.

Note: To enable WebCam Server, click Home 4 > Toolbar ks > Network -Eqi > WebCam
Server.
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1.6.5 System ldle Protection

The System Idle Protection automatically log off and/or start monitoring after GV-VMS is idle for a set

period of time.

1.

Click Home k&l > Toolbar 4 > Configure ® > System Configure > System Idle
Protection Setting. This dialog box appears.

System Idle Protection Setting l&

System Idle over: 30 Sec,

Auto Logout or Switch to Startup Login User if available

lSuper\r'Lsor v]

[Monitor All v]
[] Auto Metwork Service of Startup Setting

Figure 1-26

To automatically log out or switch to Startup Auto Login User, select Auto Logout or Switch to
Startup Login User if available and select the type of account to log out from the drop-down list.
If you have set up a Startup Auto Login User, GV-VMS will switch to the Startup Login User instead
of logging out. See Setting up a Startup Auto Login User later in this chapter.

To automatically start monitoring, select Auto Monitoring, and use the drop-down list to select
Monitoring All, Schedule Monitoring, /O Monitoring or Camera Monitoring. When Monitoring

All is selected, both 1/0O Monitoring and Camera Monitoring will be enabled.

B Select Auto Network Service of Startup Setting to enable network connections to the

applications predefined in Startup. See Customizing Startup Settings earlier in this chapter.
In the System Idle Over field, type an idle time between 10 and 14400 seconds.
Click OK.

Note: The feature can monitor keystrokes, mouse clicks and actions from IR Remote Control and
GV-Keyboard.
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1.6.6 Configuring Fast Key Lock

1. To enable/disable certain fast keys, click Home el > Toolbar 4 > Configure L* JBS System
Configure > Fast Key Lock Setup. The Fast Key Lock Setup dialog box appears.

2. Select one of the four tabs: General, ViewLog, PTZ Control and Network.

3. Clear the checkmark for the fast keys you want to disable. To restore the fast keys, select the

checkbox again.

4. Click OK to apply your settings.

1.7 Account and Password

The password setup allows you to assign permission and rights to accounts. You can create up to
1,000 passwords. Only Supervisor-level accounts are pre-set with access to password settings. Click

the account ID on the top right of the main window, click Password Setup > Local Account Edit to
start.

T e o BT @ -

Change User (L)

L]

Logout (Q)

Password Setup > Local Account Edit
Remote Authentication Setup

Startup Auto Login

Figure 1-27

1.7.1 Creating an Account

To create a new account, click the New button on the lower-left of the Local Account Edit dialog box.

You can create three types of accounts Supervisor, Power User and User.
. Supervisors have permissions over all system settings.

. Power Users have the same permissions as Supervisors, except that they cannot edit user

accounts and delete the password system (described later).

. Users are restricted from all system settings and have limited access to certain functions.

If you want to enable the guest account, click Guest and deselect the Disable Account option. Guests

will only be allowed to watch live view.
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Note:

1. Toincrease security, your new password should be at least 8 characters long. It must contain
three of the following character categories: uppercase letters (A-Z), lowercase letters (a-z),
digits (0-9), or special characters (I _,+{}{]=).

2. When connected from GV-Control Center V3, the special character @ is not supported for the
account ID and password of GV-VMS.

1.7.2 Configuring Account Settings

You may find these options to the right of the account list depending on the authorization level.

o Guest Disable Account [ Time Setting
o User D admin
PowerlUser
E| Supenisor Password : eesse
[ R admin Hint : il
Card Number Field: 190-53790

[TJUser cannot change password
[ Force password change at next login

Disable account if user does not log in after (days)
Export this ID for IR Remote Control (GV-Keyboard)
[ send password by E-mail E]

[] Login this ID automatically (Single user mode)

Figure 1-28
B Disable Account: Select if you want to disable this account.

B Time Setting: The account will expire and be disabled automatically after a set number of days.
Click Time Setting, and select Expire in (days). Specify the number between 1 and 9999.The

number you set will count down automatically.

B Card Number Field: Users are allowed to automatically log into their accounts by inserting the
card in GV-PCR310 Enroliment Reader. Manually type your card number in the field, or insert your

card in GV-PCR310 Enrollment Reader and the card number will be shown in the field

-

< to attach the card number to the user account.

automatically. Click

B User cannot change password: The user is not allowed to change the set password.
B Force password change at next login: The user must change the password at next login.

B Disable account if user does not login after xx day (s): When the user does not log in the

system after a set number of days, its account will be disabled automatically.

B Export this ID for IR Remote Control: Allows you to log into the system using GV-Keyboard

instead of using the general keyboard and mouse. See GV-Keyboard User’s Manual.

B Send password by Email: Allows you to retrieve passwords through e-mails. To specify e-mails,

click the [...] button. See Changing or Retrieving Password at Login later in this chapter.
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B Login this ID automatically (Single User Mode): Automatically logs into this account after you

click Login at startup.

At the bottom of the dialog box are global settings, which are applied to all accounts.

Mew Remove Search VMS

[ Allow removing password system
Make ID and passwords case-sensitive
Enable double password

[JEnable PowerUser account lagin

Figure 1-29

B Allow removing password System: Enables the password removal utility. The option is critical if
you forget or are unable to retrieve any Supervisor password. With this option selected, you can
run the password removal utility PassUNINStall from the GV folder and remove the password
database. Otherwise, you can only remove the password database by reinstalling Windows

operating system.
B Make ID and passwords case-sensitive: Select to make all ID and passwords case-sensitive.

B Enable double password: When selected, after starting ViewLog, you will need to type the
passwords from one of the combinations below:
®  Supervisor + Supervisor
®  Supervisor + Power User

® Power User + Power User

B Enable Power User account login: Select to enable Power User accounts to be used for the

Double Password function.

Note:

3. Before running the utility PassUNINStall, you need to disable Service Mode on GV-VMS
(Figure 1-21) and then close the system. After running the utility, restart GV-VMS.

4.  The loss of passwords can be solved in the following two ways:

° Retrieving password through e-mails.
° Removing password database by using the utility PassUNINStall and rebuilding all
accounts.

However, if both Send Password by Email and Allow Removing Password System options are
not selected in advance, it is required to reinstall Windows operating system once you lose the
passwords.
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1.7.3 Changing or Retrieving Password at Login

You can change or retrieve passwords of GV-VMS through e-mail upon login.

Changing Password
1. Inthe Login dialog box, click Change Password. The Change Password dialog box appears.

2. Type a new password, and click OK.

Note: Only Supervisors can change the password.

Retrieving Password through E-mail

The password retrieval works in the following ways after you click Send Password in the Login dialog

box.

e If you are a supervisor but do not remember your ID, separate passwords will be sent to all

supervisor e-mail accounts after you click the Send Password button.

¢ If you remember your ID but forgot your password, enter your ID and click Send Password. The

password will be sent to your e-mail account.

1.7.4 Preventing Unauthorized System Termination

1. To restrict a non-supervisor account from exiting or restarting the system, click the account ID on
the top right of the main window, click Password Setup > Local Account Edit. The Password

Setup dialog box appears.
2. Select a user from the user list to display its properties.

3. Select the VMS tab at the bottom, and clear the Exit System option to restrict the user from

quitting or restarting the system.

[[Video Atribute ] - AT
[Clobject Tracking L | | | camera5
Edit Password [ [ Camera
[CIMinimize or Logout | | c 5

napshot L L | amera
[] [ ] cameraz

Cal ayout Setlp | | | | Cameral

[FLive Text Overlay Camera3 v

[¥Isearch POS Data

b

~

WMS I\-"lewlog I Webcam,/Mobile I Fast Backup and Restore | Cortrol Certer | Privacy Mask | Cther |

Figure 1-30

45



Q GeoUision:

1.7.5 Setting up a Startup Auto Login User

The function is to automatically log in a user account with limited access rights after system startup.

1. Click the account ID on the top right of the main window, click Password Setup > Startup Auto
Login and select Startup Auto Login Setup.

2. Type the ID and Password of an existing account you want to use for the auto login.

3. Click OK.

If you have selected Auto Logout or Switch to Startup Login User if available in System Idle

Protection Setting dialog box (Figure 1-25), GV-VMS will switch to the Startup Auto Login account after
it is idle for the set period of time.

1.7.6 Setting up Limits on Playback Time

1. To restrict playback time of camera channels, on the Local Account Edit dialog box, select a

account, click the ViewLog tab, and click the Play Time column you wish to configure.

Execute EventlLog X .
Export Al udio Play Time Camer...
Delete EventlLog Unlimited Camera3
Browse SystemLog Unlimited | Camerad
Backup EventLog
Display detected faces Unlimited Camera5
Unlimited Camer.
< >
Al Guardebcamecbl\e Control Center  Privacy Mask  Other

Figure 1-31

2. Select Limited Playback Time and specify a time limit. If you click E the time limit will be
applied to other cameras.

Note: The Setting Limits on Playback Time is based on the time when the user logged into the
account. To reset, please log out and log in again.
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1.8 Schedule

You can create schedules to enable and disable the following functions at specific times of a day and
apply the schedules to a weekly, monthly plan or a specific date.
® Recording
Alert upon motion detection
PTZ object tracking
PTZ Auto functions
Video Processing

1/0 monitoring

Network connections to GV-Center V2, GV-Vital Sign Monitor, WebCam Server, Mobile Service
and GV-Edge Recording Manager.

Click Home &4l > Toolbar ki > Configure ¥ > schedule Edit. The Schedule window appears.
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1.8.1 Creating a Schedule with Setup Wizard

The Setup Wizard is an easy way to create a new schedule.

1. Inthe Schedule window, click Schedule and select Setup Wizard.

2. Specify when to apply the schedule plan and click Next.
B Weekly: Applies the schedule plan to the selected days each week.
B Special Day: Applies the schedule plan to a specific date.
B Monthly: Applies the schedule plan to a specific day each month.

3. Name the schedule plan.

Setup Wizard

2 3elect schedule plan

@ 1. Create new plan

Weekdays|

2 Use current plan

A—

Figure 1-32
4. Click Next. This dialog box appears.
Setup Wizard
28 e %
Application
Camera
AP 9.1.3.3.4.2.8.7.8.9. 00011213 141516 17 18 19,30, 21,22 23 34
?Round the Clock Reco...
IO Monitoring ™ Eyents Recording
»F.C\Iarm Trgger
St & Enable Webcam Conn...
PTZ Object  Enable ERM
Tracking
Figure 1-33

5.  When the Include button is selected, you will start with an empty timeline. Click the Add

button and drag across the timeline when you want the function to be enabled. Use the

Erase button @ when you want to disable the function.

6. You can also click the Exclude button and start with everything disabled. The Add button
is now used for disabling the function instead and the Erase button EI is now used for

enabling the function.

7. Four categories are available on the left.
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B Camera:

® Round-the-Clock Recording: When highlighting the timeline, select the frame rate
settings of General Event or Urgent Event which will be applied once the schedule

monitoring is started.

® Events Recording: When highlighting the timeline, select Al Event Detection (triggered
from Al-capable GV IP cameras) or Motion Detection. For Motion Detection, you can
further select different Sensitivity levels, User Define to apply the sensitivity level set in
Advanced Motion Detection Setup (Figure 1-9), or PVD to enable people / vehicle

detection.

Start Time : 3:30 0.1.4.3.4.2.8 7.8 9 0012713141316 17 7819202312233 2
End Time : 15:00,ck Reco...

}E\rents Recording |
Alarm Trigger

I Enable Webcarn Conn...

& Enable ERM

Events Recarding *

] Al Event Detection
Motion Detection

12. PVD ~

User defined
Sensitivity 1
Sensitivity 2
Sensitivity 3
Sensitivity 4
Sensitivity 5
Sensitivity &
Sensitivity 7
Sensitivity 8
10. Sensitivity 9

11. Sensitivii 10

Figure 1-34

W NS B bl

® Alarm Trigger: When highlighting the timeline, select E-mail, Output Module, Invoke

Alarm, and/or Register Motion Event for the desired actions upon alarms.

Start Time : 00:00 0.1.2.3.4.9.6..7.8.9. 00111213 14 15 16 17 18 19 20 21 22 23 24
End Time : 12:30 Hk Reco...

&Motinn Detection Rec... H
&Alarm Trigger | E

B Enable Webcam Conn..
B Enable ERM Alarm Trigger >
[+ E-mail

Output Module
Invoke Alarm
Register Motion Event

Cancel

Figure 1-35
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® PTZ: When highlighting the timeline, select a PTZ Auto function to be enabled during that

time.

® Enable Webcam Connection: Only available on GV-VMS V18.1 or later, grant streaming

access for WebCam Server within the time periods highlighted.

© Enable ERM Server: Only available on GV-VMS V18.1 or later, grant streaming access
for Edge Recording Manager within the time periods highlighted.

B AVP: Enables the video processing functions within the time periods highlighted.

Note: For IPC VA (Al event), it is required to enable Record in the IP Cam Video Analysis dialog box
for the scheduled monitoring to work. See Figure 3-81, Video Analysis by Camera in Chapter 3.

® |/O Monitoring: Enables 1/0O Monitoring within the time periods highlighted.
B Server: Enables network connection to Center V2, Vital Sign Monitor (VSM) or Mobile within
the time periods highlighted.
8. To apply the Camera and AVP schedules to specific cameras, use the camera drop-down list
above the timeline or click the Advanced Setting button .

9. Click OK. The schedule plan created appears on the days specified.

Ef Schedule Ié]
Plan Schedule
\
B Weekedays = 2014 Jul Today - 201407110
SUN MON TUE WED THU FRI SAT
1 2 3 4 5
Weekedays  [Weekedays  |Weekedays Weekedays
6 7 g 9 10 11 12
Weekedays  |Weekedays  |Weekedays  |Weekedays Weekedays
13 14 15 16 17 18 19
Weekedays  |Weekedays  |Weekedays  |Weekedays Weekedays
20 21 22 23 24 25 26
Weekedays  |Weekedays  |Weekedays  |Weekedays Weekedays
27 28 29 30 kal
Weekedays  |Weekedays  |Weekedays  |Weekedays
oK

Figure 1-36

Tip:
1. Youcan drag the created plan from the left pane to the calendar on the right and the plan will be
applied to the date.

2. To edit a schedule, simply double-click a plan in the calendar.
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1.8.2 Creating a Schedule Manually

1. Inthe Schedule window, click Plan > Add.
2. Name for the plan and click OK.
3. Click Schedule and select an option below:

B Edit Special Day: Applies the schedule plan to a specific date each year. Select a Date and a
Plan and click the Add button.

B Edit Weekly: Applies the schedule plan to the selected days each week.

B Edit Monthly: Applies the schedule plan to a specific date each month. Select a Day of the

month and a Plan, and click the Add button.

4. Double-click the Plan to edit the schedule timeline. For details, see Creating a Schedule with

Setup Wizard earlier in this section.

1.8.3 Exporting and Importing Schedules

Schedule plans can be exported into an .xml file, and imported back later or to another GV-VMS.
1. Inthe Schedule window, click Schedule > Export or Import. A dialog box appears.
2. Specify a path to save the .xml file. Or, specify where the exported .xml file has been stored.

3. Click OK.
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1.9 System Log
The System Log provides historical information that helps you track events, system problems and
object counting data.
1.9.1 Setting up System Log

In the System Log Setting, you can specify which events to record, the interval time to write events into
the system, and the number of days to keep the logs for. Click ViewLog L=l > Toolbar k& >

Configure # > System Log Setting. This dialog box appears.

System Log Setting *
[ Monitor Event Backup AI Event
[ General Event Delete AT Counter
[4] Login/Logout Event CMS
[ Counter Event [ Playback
[ Merge Notification

Interval of Motion Event: Sec.

Interval of Input Event: Sec.

[ Always Keep Live Log

Import Previous Days of Live Log Browser:
[Jkeep Days: 20 ]

[ Enlarge Recycle Threshold: ‘;: GB @

Log Path

Available: 19.63 GB

[ c\Gv-vmsy

AIImage Path

Available: 19.63 GB

[ c\ev-vmsy | ] ..

Database Type Cancel

Figure 1-37

Select the type of event to register in the System Log:

B Monitor Event: Registers motion-triggered and Input-triggered events. For this function to work,
need to enable Register Motion Event in Figure 1-9 or Register Input Event in Figure 6-10.

B General Event: Registers system startup/exit, network server start/stop, and monitoring

start/stop.
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B Login/Logout Event: Registers login or logout events of local users to the system and WebCam
Server.

Counter Event: Registers counting results.

Merge: Registers the merging of recorded videos.

Backup: Registers the backup of recorded videos.

Delete: Registers the deletion of recorded videos through remote connection.

CMS: Registers the events of central monitoring services.

Playback: Registers playback of recorded videos.

Notification: Registers e-mail notifications.

Al Event: Registers the Al analytics events triggered from Al-capable GV IP cameras.

The following settings are also available:

B Interval of Motion Event: Specify the log interval between motion-triggered events, which
prevents the system to record events too frequently when motion triggers are intensive.

B Interval of Input Event: Specify the log interval between input-triggered events, which prevents
the system to record events too frequently when input triggers are intensive.

B Always Keep Live Log: Display the latest logs in the System Log tables (see Viewing System
Log later in this chapter). When the option is disabled, the logs of events selected in the ViewLog
timeline will be displayed if available.

B Import Previous Days of Live Log Browser: Specify how many days of data to be loaded into
the System Log.

Keep Days: Set the number of days to keep the logs.

Enlarge Recycle Threshold: Set the threshold (5 to 999 GB) for the system to delete old Al
images and Al logs to make space for newer files when the space of assigned Al Image Path is
below the threshold. The default threshold is set to 32 GB.

B Log Path: Specify a storage path for system logs. By default, it is at :\GV folder\. The available
free space of the storage path will be displayed.

B Al Ilmage Path: Specify a storage path for Al event images. By default, it is at :\NAI\. The available
free space of the storage path will be displayed.

B Database Type: Select Microsoft Office Access Database or Microsoft SQL Server as a

database, and fill out the required connection information.
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1.9.2 Viewing System Log

To view the System Log, click Home K - Toolbar k& > Tools D > System Log. The following
options are available: Monitor Table, POS Table, CMS Table and Al Event Table.

Monitor Table

This table displays local events in the system.

Monitor  System Login  Counter Merge Backup Delete Notfication IO AL Counter  Playback

Time Device Infarmation Event MNote
12/3/2022 11:58:41 Cameral Motion
12/3/2022 11:59:26 Cameral Motion
12/3/2022 11:59:45 Camerad Camera Connecting
12/3/2022 12:00:05 Camerad Camera Connecting
12/3/2022 12-00-43 Cameral Motion
Figure 1-38

[Monitor] Shows events related to camera connection and motion. Double-clicking an event can play
back its recording if available.

[System] Shows system startup/exit, network server start/stop, and monitoring start/stop.

[Login] Shows whom and when has logged in and out of GV-VMS and WebCam server.

[Counter] Shows the information and results of the Counter functions.

[Merge] Shows the merging events of recorded videos.

[Backup] Shows the backup events of recorded videos.

[Delete] Shows the deletion of recorded videos through remote connection.

[Notification] Shows email notifications.

[I/0] Shows the events of I/O trigger.

[Playback] Shows the playback events of recorded videos.

POS Table

See Point-Of-Sale (POS) Application in Chapter 10.
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This table displays the connection status, login activities and service started/stopped of central

monitoring services (CMS).

CMS Table

CMS

Time

02014 10:32:39
TM0/2014 10:32:39
TH12014 2:10:02
12014 2:10:04
TH12014 2:12:23
12014 2:12:37
TH12014 2:12:38
TH12014 2:12:58

Event

Start Service
Start Service
Start Service
Start Service
Start Service
Start Service
Stop Senvice
Login Failed

Service

Remote ViewLog
Bandwidth Control
Remote ViewLog
Bandwidth Control
Contral Center
Remote Deskiop
All Services
Access Control

IP Address

192.168.577

Al Event Table

Figure 1-39

This table displays the captured Image, Time, Object (people / vehicle), Event Type and Camera of the

Al events triggered from Al-capable GV IP cameras. When PVD Motion is enabled, the set motion

detection type, confidence, and size will be displayed in the Note column. Double-clicking an event can

play back its recording.

Event Table :

Image Time Object Event Camera ]
- 10/6/2022 11:07:22 Vehicle Peopie and Vehicle Motion Cameras Vehide Motion, conf(82, 82)
- 10/6/2022 11:06:58  Vehidle People and Vehicle Motion ~ Camera8 Vehide Motion, conf(83, 83)
- 10/6/2022 11:06:38 People People and Vehicle Motion ~ Cameras People Motion, conf(91, 99), size(1/36, 1/16)
- 10/6/2022 11:06:33  Vehide People and Vehicle Motion ~ Camera8 Vehide Motion, conf(84, 84)
- 10/6/2022 11:06:13  People People and Vehicle Motion ~ Camera8 People Motion, conf(99, 99), size(1/16, 1/16)
v
Figure 1-40

To filter events based on set criteria, see Advanced Log Browser in Chapter 4.
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1.10 Other Functions

1.10.1 Popping up Live View

To set up a popup live view, which overlays the entire main screen, upon events, click Home = -

Toolbar ki > Configure £ > camera Popup Setting. This dialog box appears.

Dwell Time: Sec.
Interrupt Interval: Sec.

Select the events you want to popup:

&= ccor

Clex2700-FD
[Jev-sp220
[Icamerals
JCameral7

[CIHurman and Vehicle Motion

[Ointrusion

[Ccross Line

[CLeave Area
[Clenter Area

Input Invoke
4 *

Mod. 1 ~ Clear Al

Inputl
[JInput Invoke

BX2700-FD

Cancel

Figure 1-41

Dwell Time: Specify the amount of time a popup view to remain in the foreground.

Interrupt Interval: Specify the interval between popup views, which prevents frequent popup
alerts when multiple cameras are activated at the same time.

Events: Select the camera channel to pop up upon motion and event detection.

Input Invoke: Select Input Invoke and assign a camera to the defined input device. Whenever
the input is triggered, the live view of the assigned camera will pop up. For this function to work, it

is required to enable 1/O monitoring along with camera monitoring.

Tip: You can use the Mask Region function in the Advanced Motion Detection Setup (Figure 1-9) to

mask off certain areas on the camera image where motion will be ignored.
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1.10.2 Adjusting to Daylight Saving Time

GV-VMS can automatically adjust to Daylight Saving Time (DST). If you are in a time zone that uses
DST, make sure DST is enabled. In Windows’ Control Panel, go to Date and Time, click Change Time

Zone, and make sure Automatically adjust clock for Daylight Saving Time is selected.

In the System Log, DST events are labeled with clock icons") in the Time column.

Monitor Table

Monitor | System | Login | Counter | Merge | Backup | Delete | Notification | 10 | Playback |
Time Device Information Event Note 7
¥ |11/1/2015 1:06:48  Camera 14 Motion
11/1/2015 1:06:50 Camera 14 Motion
11/1/12015 1:06:58 Camera 14 Motion
Figure 1-42

In ViewLog, click the Camera Date Viewer and click Search Event in DST.

(.
Camera Date Viewer X

4 July, 2014 Search event in DST
Sun Mon Tue wed Thu Fri Sat
< | B 72014 | " > 13 14 15 16 17 18 19
Cameral 20 21 22 23 24 25 26
Layout Cameras 27 28 29 30 31
00:00:00 | () (@ O ) | %7
Figure 1-43

Note: Videos recorded during DST periods start with “GvDST”, e.g. GvDST20140722.avi, to

differentiate from regular video files that start with “Event”, e.g. Event20081022.avi.
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1.10.3 Setting up Network Failure Detection

The Network Failure Detection triggers an output device when the network connection between

GV-VMS and the specified network host has failed.

1. Click Home &4l > Toolbar 44 > Network && > Network Failure Detection. This dialog box

appears.
Reference IP:
Interval: 3 Min.
Action

[] output Module:

[Mod. 1 ~|[pin.1 -

["1Register Event

Figure 1-44

2. Under IP Address, type the IP address or domain name of the remote host.

3. Nextto Interval, type the time interval between each ping in minutes ranging from 1 to 999. If the
interval is 5 minutes, GV-VMS will ping the network host every 5 minutes to check if the

connection is still active.
4. Under Action, enable Output Module and select the output module and pin number.
5. Enable Register Event to record errors to the System Log.

6. Click OK.

The selected output device will be triggered when the network host does not respond to GV-VMS’s

ping message.

58



Configuring Main System

1.11 PTZ Camera

With the PTZ control panel, you can control PTZ functions, e.g. pan, tilt, zoom, focus and preset points.

1. Move the cursor to the camera live view of a connected PTZ camera and click Tools 7%.

Set to Wave Out

PTZ Control

Properties

Close

Figure 1-45
2. Click PTZ Control to enable PTZ function.
3. You can control GV-IP Speed Domes using the following actions:
B Double-Click: The camera will center on the spot you clicked.
B Drag: You can select Random Move or Center Move after right-clicking the live view.

©® Random Move: Drag a line on the live view and the camera will move toward the

direction you dragged.

® Center Move: Drag a box on the live view and the camera will zoom in on the area you

dragged.

Tip: Alternatively, you can disable the PTZ functions of a PTZ camera by right-clicking it on the IP

Device Setup page and selecting the Disable PTZ Operation option.

Status  Server address Port Video Resolution
1 [ ] 192.168.4.236 10000 4000X3000(H264) / 1024X768(H2

Remote camera setting
I Disable PTZ Operation I
Select PPTZ Camera »

Q ©

Figure 1-46
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1.11.1 Accessing PTZ Control Panel and Auto Functions

After PTZ Control is enabled, move the cursor to the live view to see the PTZ control panel. Note that

the PTZ control panel is hidden when live view resolution is less than 240 x 180.

Note: From GV-VMS V16.10.3, ONVIF PTZ cameras no longer support Iris Open / Close function on
the PTZ control panel.

Cameral4

Zoom In / Out
Home
Focus In / Out

Figure 1-47

In the PTZ control panel, click Home ™ {0 access the advanced PTZ functions below. The options

available may differ depending on the model of your PTZ camera.
B Home: Returns the camera to Home position.

B Iris Open / Close: Adjusts the camera iris. The iris Control buttons are only available for GV-IP

Speed Dome.
B Auto Focus: Adjusts the camera focus according to the subject.
B Auto Iris: Adjusts the iris opening according to amount of light in the environment.

B Auto Go: Allows you to enable Cruise, AutoPan, Auto Tracking, Sequence and Tour functions.

You can click Stop Auto Go to stop the Auto function you have enabled.
B Auto Set: Allows you to set up AutoPan and Cruise functions. See the section below for details.
B Preset Go: Moves the PTZ to a preset point by clicking the preset number.

B Preset Set: Allows you to configure up to 256 PTZ preset points. Move the camera to the position

where you want set a preset point and then select a preset point number here.
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Auto Pan

The PTZ camera will continuously move between two horizontal positions. You can configure up to 8

sets of Auto Pan mode.

1. Move the camera to the start position of the AutoPan.

1t

2. To mark the start position, click the Home button in the PTZ Control Panel, select Auto Set,

and select Start AutoPan1.

3. Move the camera to the end position of the AutoPan. Any movement in the vertical direction will
not be included in the AutoPan.

1t

4. To mark the end position, click the Home button , Select Auto Set, and select End AutoPan1.

5. To create another Auto Pan mode, repeat the steps above using a different Auto Pan number.

ft , select Auto Go, and select the AutoPan number

To enable the AutoPan, click the Home button
created. To stop the AutoPan, simply click a Pan/Tilt button in the PTZ Control Panel to interrupt the

t

AutoPan, or you can click the Home button , Select Auto Go, and select Stop Auto Go Function.

Cruise

You can set up a route consisting of different directions, angles, and zooms for the PTZ camera to

follow. Up to 4 Cruises can be created.

1. Move the camera to the start position of the Cruise.

1t

2. To mark the start position, click the Home button in the PTZ Control Panel, select Auto Set,

and select Set Cruise 1.

3. Move the camera according to how you want the camera to move during the Cruise. The camera

positions, zooms, and speed of the movement will all be recorded for the Cruise.

1t

4. When you are finished with setting up the Cruise, click the Home button , Select Auto Set,

and select Set Cruise Stop.

5. To set up another Cruise route, repeat the steps above and select a different Cruise number.

ft , select Auto Go, and select the Cruise number

To enable the Cruise route, click the Home button
created. To stop the Cruise route, simply click a Pan/Tilt button in the PTZ Control Panel to interrupt

1

the Cruise function, or you can click the Home button , select Auto Go, and select Stop Auto Go

Function.
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1.11.2 Setting up Ildle Protection and Advanced Functions

In the Content List, right-click the PTZ camera and select PTZ Setup. This dialog box appears.

PTZ Configuration w0
Model
Camera Name Camerab
PT Speed 4 w
Tracking Pause [Z) S5sec "
Advanced Setup
Idle Protection
Enable
Idie Time(Sec.) 30 sec w
@ Preset 1234567 %
O Auto Go Cruise 1
(O Muttiple Position Tour Sohin
() Schedule Setup
Cancel
Figure 1-48

B PT Speed: Adjust the speed of pan and tilt movements.
B Tracking Pause: Define the pause time, from 5 sec to 60 sec, for the PTZ that stops tracking.

B Advanced: Click Setup to access advanced functions, such as image attributes, sequence, tour

and Home position. Consult the manual of the connected PTZ model for details.

[Idle Protection]

When the PTZ camera remains stationary for a certain period of time, the PTZ can automatically move

to a Preset Point, enable an Auto function, begin a Multi Position Tour or start a PTZ schedule.
1. Click Enable.

2. Setthe ldle Time. The PTZ camera will follow the action selected in the next step after the

specified idle Time.
3. Select Preset, Auto, Multi Position Tour or Schedule as protection mode.

4. Click OK.

Setting up Multi Position Tour

You can create a PTZ tour with up to 64 preset points. The number of preset points supported depends

on the camera’s capacity.
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1. Select Multi Position Tour in the PTZ Configuration dialog box, and click the Setup button. This

dialog box appears.

r Multiple Position Tour @

l Tour Setting

Preset
Dwell Time (Sec.) 5 .

Add Remaove
Mo, Preset Mo. Dwell Time (Sec.)
1 Preset1 5
2 Presets 5
3
Figure 1-49

2. Select a Preset as a start point.
3. Setthe Dwell Time that the camera remains at each preset point.

4. Click Add and repeat Steps 2-3 to create more points in the tour.

112 QView

If there are multiple monitors connected, you can use the QView feature to display full-screen live view

of a camera on a separate monitor.

1. Click Home M > Toolbar ﬂh > Configure 'n' > System Configure > Set Position. This
dialog box appears.

Set Position x

Main Panel ViewLog QView
Select Monitor Select Manitor Select Monitor

Monitor 1 ~ Equal Main Panel ~ Disable ~
Position: Position: Position:

[0 ], | o | 1280 , 0 | | . |
Panel Resolution: Panel Resolution: Panel Resolution:

| 1280 | X ‘ 1024 | 1280 X 1024 | ‘ X ‘ |

Figure 1-50

2. Inthe QView section, select a monitor from the Select Monitor drop-down list for a full-monitor

display and click OK.

3. Double-click a camera view on the main window. The camera view is displayed in full screen on

the designated monitor.

4. To switch another live view to a full-monitor display, simply double-click another camera view.
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To record short video clips on a full-monitor display, see Creating a Storyline in QView later in this

chapter.

1.13 Storyline

With the Storyline feature, you can combine camera images from multiple channels into a sequence of
short video clips of a specific incident, such as gambling fraud, shoplifting and other fraudulent
activities. The recorded videos can be saved and played back later using a media player. This feature

is available in live view, video playback and QView display.

1.13.1 Creating a Storyline in Live View

First, drag the Zoom Window to a live view grid. Any camera views on the Zoom Window will be

recorded as a storyline.

1. Set up the screen division with the camera channels of interest.

2. Inthe Content List, select Layout, click Windows and drag Zoom Window to a live view grid.

3. To display a live view on the Zoom Window for recording, click the Zoom button in the
top-right corner of a camera view.

4. On the Zoom Window, click the Tools icon x> Storyline to start recording. The orange label

indicates that the recording is in progress.

Figure 1-51

5. To record from another camera view, click the Zoom button of that camera view.
6. When you finish, deselect Storyline to stop recording. The Edit Description dialog box appears.

7. Type a name or description for the video clip and click OK.
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Note:

1. The recording duration is limited to 30 minutes per storyline.

2. The resolution of storyline can be set to 1280 x 1024 (default) or 1920 x 1080. To change the
resolution: Toolbar > Configure > System Configure > Record Setting and click the down

button next to Storyline.

I Staryline Ell Storyline x
Record Error Procy
Keep image Ratio

Camers Resolufion: |1280%1024

Car Path: | E\CameraDBs\StoryLine\

BX2700-FD

[J Add Copyright Text
Camera7?

Camera12

Figure 1-52

1.13.2 Creating a Storyline in Video Playback

The procedures of creating a storyline with playback videos are similar to those for the live view.

oy S 1
1. Click ViewlLog Lzl > Toolbar k2dl > Content List ™8 ang drag Zoom Window onto a
playback grid.

2. To display a video on the Zoom Window, click the Zoom button on the top right of a playback
video.
On the Zoom Window, click the Tools icon X > Storyline to start recording.

4. To record another video, click the Zoom button of that playback video.

1.13.3 Creating a Storyline in QView

1. Follow the instructions in QView earlier in this chapter to set up a full-monitor display.
2. On the designated monitor, click Tools x> Storyline to start recording.

3. To record the live video from another camera, simply double-click another camera view.

1.13.4 Accessing a Storyline

Y

After creating the storyline, select ViewLog | = > Toolbar

> Tools O Story Line. Your

storyline will be listed in the window below.

Start Time Description Time Length File Path File Size
1/9/2017 17:51:32 During working time 00:00:26  CI\GV-VMS\CameraDBs\StoryLine\SLive20170109175132 mp4 4.05MB
1/9/2017 17:52:51 Office hour 1 00:00:10  CAGV-VMS\CameraDBs\StoryLine\VLog20170109175251.mp4 863.79KB
1/9/2017 17:55:16 Office hour 2 00:01:40  C\GV-VMS\CameraDBs\StoryLine\WWLog20170109175516.mp4 12.48 MB

Figure 1-53
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Right-click a storyline on the list to access more features, such as playback, changing the file path and

editing the description. You can also use the Filter button & to search for the desired storylines.

1.14 GV-VR360 Dewarped View

GV-VMS provides two dewarped modes for GV-VR360 under Content List (Home W > Toolbar
i
I8 > Content List ==).

‘Oiu‘uﬂl i’il iui _‘ <

® Layout v
N E-Map v
# Camera (1) ~
o w

1, GV-VR360
VR 360 V1

VR 360 V2

Figure 1-54

B GV-VR360: The original image of GV-VR360.

B VR 360 V1: A dewarped mode of GV-VR360 that allows manual control to view all angles of the

image. Click and hold on the image to adjust the angle of view and click to zoom in.

B VR 360 V2: A dewarped mode of GV-VR360 that automatically pans around the image 360°

endlessly. Click 1 or to adjust the speed of the auto pan and click &1 to zoom in.

Camera2 - VR 360 V2

Figure 1-55

Note:

1. To view the dewarped image of GV-VR360 on GV-VMS, the graphic card must support DirectX
10.1 or above.

2. Upto 2 GV-VR360 can be connected to GV-VMS with a total frame rate of 24 fps.
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IP Camera Setup

2.1 Adding IP Cameras

There are several ways to connect IP devices to GV-VMS, and the procedures may vary depending on

the device. To access the IP Device Setup, click Home u > Toolbar lil > Configure >
Camera Install.

= 1P Device Setup ===

o D Status  Server address port Video Resolution Bitrate Brand settings

2 ) 192.168.6.79 10000 2502X1044(H265) [ 640X480(H264) 1939 / 118 kbps GeoVision_GV-BX5700 74
s | 3 ) 192.168.5.182 10000 1020X1080(H264) / 640X360(H264) 1999 / 384 kbps GeoVision_GV-C51320 24

xS

®/

Figure 2-1

® To manually set up an IP device, click Add Camera O
® To detect for IP devices on the LAN, click Scan Camera & .

® To detect for and automatically add multiple IP devices on the LAN, click Automatic Setup Q.

® To import IP devices from GV-IP Device Utility, click Import Camera B-i=
® To map IP devices through GV-IP Device Utility, click IP Device Utility "-"".
® To license GV-VMS Pro and third-party cameras using software license, click GeoVision

License Activation Tool 59, and see the technical notice for instructions.

For details on Automatic Setup, see Adding Cameras in Chapter 1. For other methods, see the

sections below.
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Third-Party IP Devices

Aside from GV-IP devices, GV-VMS also supports third-parity IP devices, through ONVIF, RTSP
and/or PSIA.

In the event of unbaling to detect a third-party device through Scan Camera or Automatic Setup, the
device can be added through Manual Setup. See Connection through RTSP, ONVIF & PSIA later in
this chapter.

2.1.1 Adding Cameras Manually

1. To manually add IP devices, click Add Camera @ in the IP Device Setup (Figure 2-1).

2. Type the IP address, username and password of the IP device. Modify the default HTTP port 80 if

necessary.

3. Select a camera brand and model name from the Brand and Device drop-down lists, respectively.
This dialog box appears.

GeoVision_GV-BX220D/BX2300_Series ﬁl

Cluery

l Dual Streams l l Cluery l Status : Standby

Camera list
Select

Paort
Port 10000

Stream Type

Codec Type

Resolution

Apply

Figure 2-2
4. Configure the options listed below, which may vary between camera brands.

B Dual Streams: GV-IP Cameras are set to dual streams by default. Select this option to apply
the dual-streaming settings (lower resolution for live view and higher resolution for recording) if

the camera supports dual streams.

B  Query: Detect and apply the current codec and resolution setting on the camera. This function

may not be available for some third-party cameras.

B Camerallist: Select a camera number.
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B Port: Modify the video streaming port of 10000 if necessary.

B Stream Type: You may have the option of Single Stream or Dual Streams depending on

camera models.

B Codec Type: You may have different codec options depending on camera models. If the
selected camera supports dual streaming, the live view codec and recording codec can be set

differently.
B Resolution: You may select the different resolutions for live view and recording.
5. Click Apply to add the IP camera to the IP Device List.

6. To connect the added camera, select the checkbox beside the ID column. The Status icon turns
green upon successful connection, with the video resolution and bit rate being displayed in the

correspondent columns.

] Status | Server address Port Wideo Resolution Bitrate Brand Setting
1 E 192,168.3.151 10000 1920%1080(H264) / 448¥252(H264) 6902/ 51 kbps Geovision_GV-BXS20D/BXS300_Series %
2 [ ] 192,166.6.15 10000 1920%1080(H264) | 448¥252(H264] 6854/ 137 kbps Geotision_GV-BX2200/8X2300_Series %
3 192,168.7.101 10000 Geoision_GV-BL1500 WA
Figure 2-3

7. To change the number of the camera, click the device’s ID and select a desired number. Note this

function is only available for disconnected cameras.

Note: The indication of status icons is as below.

@ Connected The camera is connected.
Connecting GV-VMS is trying to connect to the camera.
@ Connection Failed Unable to connect to the camera. Place the cursor on the red icon to

see the error message.

Inactive Camera The camera is inactive. Select the checkbox to connect to the
camera.
B Started Monitoring The camera is under monitoring.
Pre-Rec Enabled Pre-recording is enabled.

Tips: You can access the camera’s own configuration interface by right-clicking the IP camera and

selecting Remote Camera Setting.
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2.1.2 Scanning for Cameras

IP Camera Setup

1. To detect for IP devices on the LAN, click Scan Camera in the IP Device Setup (Figure 2-1).
The Scan Camera dialog box appears.

2. Click Start Scan. The IP devices detected are displayed.

3. Double-click the IP device you wish to connect to, type its username and password and click OK.

Figure 2-2 appears.

4. Click Apply. The IP camera is added to the IP Device List and automatically enabled for

connection.

2.1.3 Mapping GV-IP Cameras using GV-IP Device Utility

GV-IP Device Utility detects all available IP devices within the LAN and allows users to map detected

cameras to the specified channels. Users can then export the device list and import it into GV-VMS. In

addition, GV-IP Device Utility also lets users to quickly set IP addresses, upgrade firmware,

export/import device settings for and reboot IP devices.

Click IP Device Utility in the IP Device Setup (Figure 2-1). All the available IP cameras on the
LAN are detected and listed in the window.

= GV IP Device Utility
File  Toal

Qi 8O

General settings MR camera settings I

To map IP cameras to the channels of GV-VMS, see 7. Assigning Camera Channels for

Host Mame | Camera ... | IP Address | Mac Addr. cllalelx|e|®
SRO-wINT  Cameral  192.1683.. 0026186..
SRD-win7  CameraZ  192.168.3.. 0028186.. R |
SRD-winT  Camera3  192.1683.. D026186.. Camer... | HostN... | camer.. | IPadd. | Maca. | A
test!66-07.. Cameral  192168.0.. 0001291.. 1
test!B6-0f.. Camers2  192168.0.. 0001291.. = 1=
test!66-07.. Camera3  192168.0.. 0001291.. a
test!66-01.. Cameraé  192168.0.. 0001291.. 4
testi66-07.  Cameras  192168.0. 0001291 5
test!66-01.. Camersb  192168.0.. 0001291.. 6
test!66-07.  Camera?  192168.0. 0001297 7
test!66-01.. Camersd  192168.0.. 0001291.. a
test!66-07.. Camerad  192168.0.. 0001291 q
Figure 2-4

GV-DVR / NVR / VMS in GV-IP Device Utility Guide.

71


https://s3.amazonaws.com/geovision_downloads/Manual/Device-Utility/GV-IP_Device_Utility_Guide.pdf

Q GeoUision:

2.1.4 Adding Cameras of Mobile Devices using GV-Live Streaming

Only supported by GV-VMS V18.1 or later, GV-Live Streaming is a paid mobile app that allows the
camera of your Android / iOS mobile device to connect and stream live view to GV-VMS via GV-Relay.

For details, see GV-Live Streaming Installation Guide.

2.2 Configuring Individual IP Cameras

To configure the IP camera settings such as video, audio and other general settings, click the Setup

button of the connected camera on the IP Device List.

= IP Device Setup
o D Status Server address Port Video Resolution Bitrate Brand Settings
1 192.168.2.101 10000 2048X1944(H264) 15440 kbps GeoVision_GV-FE420/FE4301_Series 54
6 (1] 192.168.5.168 10000 GeoVision_GV-5D220/GV-5D2300/GV-S...
e | 6 102.168.5.168 10000 GeoVision_GV-50220/GV-5D02300/GV-S...
[ ) 2 192.168.4.26 10000 GeoVision_GV-UBX1301_Series
Figure 2-5
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2.2.1 Configuring Video Settings

IP Camera Setup

You can configure video settings such as frame rate, codec type and resolution of the camera.

Settings

[ Video Setting
o) Audio Setting
£ General Setting

H Video Setting

General Setting

Coneatine: [t |

Stream Setting
Main stream v
Codec Selection : |H265 ¥

FPS: |20 v

GOP : El FPS (5 ~ 250)

Quality / Bitrate
@VBR

Quality:  |Standard ¥
Max. Bitrate : Kbps (128 ~ 16384)

5760

[@]: 3

(O Smart Stream

Resolution
169 2
Main stream : | 3840x2160 2l
Sub Stream: | 1280x720 o

Video Lost / Connection Lost
[ Trigger output

Mod. 1 V| |Pin. 1 v

Camera Lens
General

Video Attribute
Brightness:

Contrast:
Saturation:
Sharpness :
Gamma :
Default
Image Orientation
Image Orientation
Normal
Vertical Flip
Rotate 270

Image Orientation By Sofeware

Save

Horizontal Mirror
Rotate 180
Rotate 90

X

Figure 2-6

[Stream Setting] Select a stream from the drop-down list. Settings for Main Stream will be used for

recording. Live view can use either Main Stream or Sub Stream depending on the On Demand

settings. For details, see On Demand Display later in this chapter.

B Codec Selection: Set the codec to MJPEG, H.264, or H.265.

B FPS: Set the number of frames per second.

B GOP: Set the number of seconds between each key frame. For example, when the FPS is set to

30, a GOP of 0.5 means there will be 1 key frame among every 15 frames.

B Quality and Bitrate: When using the H.264 / H.265 codec, you can select between VBR and

CBR.

® VBR (Variable Bitrate): The quality of the video stream is kept as constant as possible at the

cost of a varying bitrate. Set the image quality to one of the 5 standards: Standard, Fair,

Good, Great and Excellent. Set a Max. Bitrate if needed, or select Auto if you do not want to

enable this function.

® CBR (Constant Bitrate): CBR is used to achieve a set bitrate by varying the quality of the

H.264 / H.265 stream. Select one of the bitrates from the drop-down list.
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B  Smart Streaming:

© Static Scene: Set the image quality to one of the 5 standards: Standard, Fair, Good, Great

and Excellent. Set a Max. Bitrate if needed.

©® Dynamic Scene: Set the image quality to one of the 5 standards: Standard, Fair, Good,

Great and Excellent. Set a Max. Bitrate if needed.

© Bitrate Reduction Level: The bigger the value the more bitrates can be reduced in static

scenes, thus saving the recording size.

B Resolution Change the display ratio and resolution.

[Video Lost / Connection Lost]

B Trigger Output: Trigger the specified output module upon video lost or connection lost until the
output device is manually turned off. To configure the output device, see 1/O Device Setup in
Chapter 6.

© Right-Arrow button: Set the counting time between 0 and 1000 seconds to delay the

activation of the specified output module.

[Camera Lens] Select Wide Angle if you want to correct warping toward the edge of the camera

image. For details, see Wide Angle Lens Dewarping in Chapter 3.

If you are using third-party fisheye cameras, select IMV1 Panorama for the camera installed with an
ImmerVision IMV1 Panorama Lens, and select Fisheye for other third-party fisheye cameras. For

details, see Setting up a Third-Party Fisheye Camera in Chapter 3.

[Video Attribute] Adjust video characteristics, such as brightness, contrast, saturation, sharpness and

gamma.

[Image Orientation] Adjust the image orientation by selecting Normal, Horizontal Mirror, Vertical
Flip, Rotate 180, Rotate 90 and Rotate 270 (Corridor format). Check Image Orientation by

Software for GV-VMS to perform the function; otherwise, it's performed by the IP camera.
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Note:

1. Changes made to the Video Setting page will change the settings on the IP camera.

2. When the image orientation is performed by the IP camera, the options for Rotate 90 and Rotate

270 (Corridor format) are only available for GV-IP Cameras that support the function.

3. When over 32 channels are connected, the sub stream frame rate will be automatically set to 15

and GOP set to 30.

2.2.2 Configuring Audio Settings

On the Audio Setting page, you can adjust audio devices and listen to live sound.

Settings

Hf Video Setting
o) Audio Setting
£t General Setting

(43 Audio Setting

Audio setting

Audio Gain

U
Wave Qut
[V]wave Out

al N
Denoise

/| Dengise

Rec Audio

[¥]Rec Audio
By Sensitivity
9 Round-the-Clock Audio

Audio Format

16Kz, 16bit -

B Audio Gain: Increase or decrease the gain of the microphone.

B Wave Out: Select to listen to the audio around the camera.

Figure 2-7

B Denoise: Select to reduce audio noise.

B Rec Audio: Select Rec Audio to record the audio around the camera.

® By sensitivity: Audio recording is activated when the volume reaches the sensitivity level

indicated.

® Round-the-Clock Audio: Audio recording is continuously enabled.

B Audio Format: Select an audio format from the drop-down list. The default is 16 KHz, 16 bit.
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2.2.3 Configuring General Settings

You can configure the general settings, such as for video recording.

Settings

[ Video Setting
o) Audio Setting
#% General Setting

# General Setting

E Network Time Out
45 Second e

Cadhing

[ Frames to keep in ive view buffer
60 v

E On Demand Dispiay

(@) Enable L2x
O Disable

|88 Recording codec format

(O standard codec (®) Geovision codec

E Automaticaly adjust DST

(OEnable (®) Disable

[ video Lost / Connection Lost
] Invoke Alarm

[ video Lost / Connecton Lost

[CInotification

[ MessageBox etting

[CInetwork Congestion

Set codec and resolution sutomatically

Frame rate control for e view decodng
Live view frame rate control (Main stream)

(®) Madmum live-view frame rate, () Live-view key frame only.

Live view frame rate control (Sub stream)

(®) Maimum live-view frame rate, (D) Live-view key frame only.

Recording frame rate control
Urgent Event

(® Maximum record frame rate. () Record key frame only,

General Event

(C)Maimum record frame rate.  (®) Record key frame only.

Reboot IP Camera via POE Switch

Metwork Adapter : | [P[192.168.5.75] Quakcomm Atheros ARB151

Port: | 15000

POE Switch ID : ‘adr'nn

POE Switch Password :

[ set codec and resclution automatically 5can Device Reboot
[@ s device tme with PC Set sub stream frame rate to all cameras
NO v 10FPg ~
==

Figure 2-8
Network Time Out: When network disconnection exceeds the specified time period, the status

icon on the IP Device List (Figure 2-1) becomes yellow.

Live View Decode Postpone Time (Caching): Specify the number of milliseconds to postpone
live view decoding. When the network connection with the IP device is unstable or when the time
length between frames is not evenly distributed, postponing the live view decoding will make the
video smoother. Note this function is only available for configuration when the camera is

disconnected.

Frames to Keep in Live View Buffer: Specify the number of frames to keep in the live view buffer.
When CPU performance is insufficient, you can reduce the number of frames kept in buffer to
achieve a real-time appearance by dropping frames. This setting does not affect the frame rate of

the recorded videos.

On Demand Display: Enable automatic adjustment of live view resolution. For details, see On

Demand Display later in this chapter.

Recording Codec Format: Specify whether to record in standard or GeoVision codec.
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Automatically Adjust DST: If enabled, the time on GV-IP Device’s Web interface will be

synchronized with that on the system when DST period starts or ends.

Video Lost / Connection Lost (Invoke Alarm): Enable if you want to trigger an alarm sound

upon connection lost. Click the Arrow button to select a sound.

Video Lost / Connection Lost (Notification): Enable if you want to receive e-mail notifications
upon connection lost. See Setting up E-mail Notifications in Chapter 1 to configure the e-mail

server.

Message Box Setting: When enabled, the Network Congestion message will pop up under such

a condition.

Live View Decode Frame Control (Main / Sub Stream): Set the live view frame rate for main

stream and sub stream.

® When using MIPEG, every frame is a key frame, so the options of Max. frame and Key only

are grayed out.

® When using H.264 / H.265, only one key frame is transmitted per the specified number of
frames, so you can select Key only to decode key frames only and omit all intermediate

frames or Max. frame to include all frames.

Recording Frame Rate Control: Set the recording frame rate for Urgent Event and General
Event. This function allows you to set different recording frame rates for motion, non-motion and

other alarm events. See Setting up Recording Settings for Individual Cameras in Chapter 1.

® When using MIPEG, every frame is a key frame, so the options of Max. frame and Key only
are grayed out. You can specify the recording frame rate for Urgent Event and General

Event respectively.

® When using H.264 / H.265, only one key frame is transmitted per the specified number of
frames. You can select Max. frame for Urgent event and select Key only for General event.

Set Codec and Resolution Automatically: If enabled, GV-VMS will resume the configured

codec and resolution when it detects the changes made by the camera.

Sync device time with PC: Disabled by default, GV-VMS’s system time will be synced to the

camera once connected and to be re-synched after the specified time period.

POE Switch Reboots IP Camera: Restart a specified camera via its connected GV-POE Switch

with the Web management functionality. Type the ID and PW of the switch to start rebooting.

Set sub stream frame rate to all cameras: When connected to over 32 channels, GV-VMS
automatically adjusts the sub stream frame rate of all cameras to 15 fps. Select from the

drop-down list to manually adjust the sub stream frame rate for all cameras at once.
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2.3 Connection through RTSP, ONVIF & PSIA

To add IP devices compliant with RTSP, ONVIF or PSIA protocol to GV-VMS, follow the steps below.

1. To add through the abovementioned protocols, click Home M > Toolbar k&l > Configure
'o' > Camera Install.

2. Click Add Camera @ to manually add an IP camera. This dialog box appears.
3. Type the IP address, username and password of the IP camera. Modify the default HTTP port if

necessary.
4. Select Protocol from the Brand drop-down list.

5. Select the protocol that is supported by your IP camera from the Device drop-down list.

Select Brand gl
Server |P | 192.168.4.109 v|
HTTP Part - | 80 |

User narme | adrmin |

Password | enne |

Brand : |F‘r0t0c:0| V|

Device | |Please select the brand of IP camera

select the brand of IP camera
G| _GY-HTTP_SDK
Geovision_GV-HTTP_SDK_RTSP
Please check all fields 4 QnwIF
PS5l
RTSF aver HTTF
RTSP over TGP
RTSF aver UDF

hMessage :

Figure 2-9
B GV_HTTP_SDK: For SDK users only. The RTSP protocol uses a HTTP port for data

streaming from the IP camera.

B GV _HTTP_SDK_RTSP: For SDK users only. The RTSP protocol uses a HTTP port for data

streaming from the IP camera.
B ONVIF: This option is for connecting the camera using ONVIF standards.
B PSIA: This option is for connecting the camera using PSIA standards.

B RTSP over HTTP: The RTSP protocol uses a HTTP port for data streaming from the IP

camera.
B RTSP over TCP: The RTSP protocol uses a TCP port for data streaming from the IP camera.

B RTSP over UDP: The RTSP protocol uses an UDP port for data streaming from the IP

camera.
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If you select ONVIF, this dialog box appears after the system confirms that the camera is ONVIF
compatible. Click Dual Stream to enable the second stream if needed, and click the Setting

button [-J next to Stream1 and Stream 2 to adjust the following information.

¥ ~
Profile Select g VE_Default ‘ . [
: - Sngle Stream @ Dual Stream
I Codec : H254 w
Stream1: profile_Default - — Resolution : 320 x 240 v
) »
>
Stream2 : profie2_Default = Quality a1
FramRate : 10
‘ Bitrate {kbps) : 2194
Stream? ‘ ez 32
Codec : H264 Codec : H264
Resolution : 1920 x 1080 Resolution : 448 x 252
i Apply { [ Cancel
Quality : 2.000000 Quality : 2.000000
Frame rate : 30 Frame rate : 60
Gov: 30 Gov 30
Advance oK Cancel
= = — ——

Figure 2-10
B Codec: Select H.264 or JPEG.
B Resolution: Set a resolution.
B Quality: Adjust the image quality. The range of image quality varies for different brands.
B Frame Rate: Set a maximum frame rate. The range of frame rate varies for different brands.

B Bitrate: The current bit rate setting of the IP device will be displayed. You can adjust the bit

rate limit within the device’s supported bit rate range if needed.

B  GOV: Set the number of frames between each key frame. For example, a GOV of 10 means

there will be 1 key frame every 10 frames.

If you select PSIA, a dialog box appears after the system confirms that the camera is PSIA

compatible. Click Apply.

If you select RTSP, select Dual Streams to enable the Sub Stream if needed and type the RTSP

link address.

For the RTSP command, consult the documentation of your IP camera. For instance:

e For an AXIS IP camera, type RTSP://<IP of the IP camera>/<codec>/media.amp

e For a HIKVISION IP camera, type RTSP://username:password@<IP of the IP Camera>

Click OK to add the IP camera to the IP Device List.
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2.4 On Demand Display

For cameras that support dual streaming with different resolutions, you can select the On Demand

Display option to enable automatic adjustment of live view resolution. This option produces good

image quality without causing high CPU usage.

You will need to set a value of X times the resolution of the sub stream as the threshold. When the
camera image on the screen is bigger than the threshold, the system will switch to the higher
resolution streaming, usually the main stream. Such adjustment is enabled when using the view
modes that require higher quality images, such as single view or PIP / PAP mode. The system will
switch to the lower resolution streaming to reduce CPU usage when watching live view in view modes

where higher resolution does not make a difference, such as highly divided divisions.

1. Make sure the IP camera has been added to GV-VMS and you have selected Dual Stream during

setup. For details, see Adding IP Cameras earlier in this chapter.

2. Inthe IP Device Setup (Figure 2-1), click the Setup button 74 of the desired connected camera
within the IP Device List and select General Setting.

3. Inthe On Demand Display field, click Enable and select a value. When the camera image on the

screen is X times bigger than the resolution of sub stream, the system will switch to the higher

resolution streaming.

Settings

B Video Setting
- Audio Setting
L. 4F General Setting

#+ General Setting

[ Metwork Time Out

45 Second A

Postpone live view decoding

Frames to keep in live view buffer

©n Demand Display
(@ Enable

() Disable

Figure 2-11

Note:

1. The On Demand Display function is not supported for Privacy Mask.

2. The On Demand Display function is not supported by GV-Fisheye cameras
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Application Example

The resolution of sub stream is 640 x 480, and a value of 1.2 times the resolution of the sub stream
has been selected for the On Demand Display function.

e Higher Resolution Streaming

1152 x 540 > 1.2 x 640 x 480,
higher resolution streaming will be used

Figure 2-12

The camera image in the middle has a resolution of 1152 x 540, so the higher resolution streaming
will be used, because 1152 x 540 is bigger than 1.2 x 640 x 480.

e Lower Resolution Streaming

640 x 360 < 1.2 x 640 x 480,
lower resolution streaming will be used

Figure 2-13

After switching to 9-channel screen division, the resolution for each channel is 640 x 360, which is

smaller than 1.2 x 640 x 480, so the lower resolution streaming will be used.
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3.1 Object Counting and Intrusion Alarm

Object Counting provides bi-directional counting of objects under the surveillance area. It can count
any moving objects (such as vehicles), people or animals. Intrusion alarm can be set to send

notifications when an object moves into the defined region.

Note: It is not recommended to apply the counter function to Fisheye cameras.

3.1.1 Object Counting

You can select up to 16 cameras to set up Object Counting.

1. Click Home LS. > Toolbar |- > Configure ® > Video Process. The Setup dialog box
appears.

2. From the Video Analysis drop-down list, select Counter/Intrusion Alarm Setting, select the

desired cameras and click Setting. This page appears.

Setup X
Counter Ajamn

Choose Camera

Counter-1/Infrusion Alarm
Setting
Enable Setting

(@ Define Detection Zones

XEM o

(O Define Object Size N o L

2 3 % T
(@) @ \ e
- . -
Test Count Counting Result

Sensitivity - Test In: 0

3 Out 0

Door Demo v
Option
Show Alarm Regions ResetAlert
5 -
[skip Frame m © RouE
O 1 Hour
Demo
==
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3. Select a desired camera under Choose Camera and select Enable Setting to define the counter.
B Define Detection Zones: Select this option to define the detection zones.

a. On the live view, draw at least two boxes to mark the in and out detection zones.

Each detection zone is numbered. Use these buttons to edit the detection zones:

Name Button | Function

Reverse Flips the detection zone.

Switch E Switches to another detection zone.

Delete B] Deletes the detection zone.

Direction Configures the in and out directions. See Step 3-b.

b. Click the button to define the in and out criteria. This dialog box appears.

Direction, Setting g|
Select Detection Zone Set Direction
@ In
0 - = 1 -
" Out
Detection Zones | Direckion
0--=1 In
1--=0 Cuk
Figure 3-2

c. Select In/Out under Set Direction and define the direction in Select Detection Zone.
d. Click Add. The setting is added and appears in the table below.

e. Click OK. The directions are added and indicated by arrows on the live view.

B Define Object Size: Select this option and click @ to pause the live view.
Outline a size matching that of targeted objects on the live view. Click % to resume.

4. To test your counting settings, select Live from the Test Count drop-down list and click the Test
button to start testing. The number in Counting Result should change as objects move through
the detection zone. Optionally use the Sensitivity slider to adjust detection sensitivity as needed.

5. Click OK to apply the settings.

6. Start monitoring to begin counting. The counted objects, people or animals are indicated on the

live view with yellow boxes.
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More options in the Counter dialog box:
B Show Alarm Regions: Displays the detection zones on the preview image.

B Skip Frame: Skips frames to lower the CPU loading, where the system only counts objects

every three frames. This option may reduce the accuracy of counting result.

B Reset Alert: Specify a time interval, between 1 and 1440 minutes, to reset the recorded

counting result in the System Log.

Note:

1. Draw the detection zones as closely as possible to avoid omission of counting when target

objects show up in the unmarked area and move only through one of the two boundaries.

' X

Figure 3-3
2. Toinclude counting results in the recorded files, see Setting up Text Overlay later in this

chapter.

3.  To view the logs for counter events, click Home > Toolbar > Tools > System Log > Monitor
Table > the Counter tab.

4. Optionally create a schedule for counter to be enabled only at the time periods specified. For

details, see Creating Schedules in Chapter 1.
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3.1.2 Intrusion Alarm

Up to 16 cameras can be set up for Intrusion Alarm.

1. To set Intrusion Alarm for object(s) entering a defined region Click Home |24 > Toolbar >
Configure ®¥ > Video Process. The Setup dialog box appears.
2. Select Counter/intrusion Alarm Setting in Video Analysis, select the desired camera, click

Setting and click the Alarm tab. This dialog box appears.

| Counter | Alam |

Choose Camera

‘Cameraﬁ v

Setting
Enahle Setting

(® Define Detection Zones

EBXETN o

(O Define Ohject Size

O Define Image Depth

Sensitivity

Alarm Mode 1 v @

Option

[¥] Show Alarm Regions [CJinvoke Alarm :
[Iskip Frame @) [JoutputMadule :
[[1Never Recycle @
Figure 3-4

3. Select a desired camera under Choose Camera and select Enable Setting to define the

intrusion alarm.
B Define Detection Zones: Select this option to define the detection zones.

a. On the live view, draw at least two boxes to mark the in and out detection zones.

Each detection zone is numbered. Use these buttons to edit the detection zones:

Name Button | Function

Reverse Flips the detection zone.

Switch E Switches to another detection zone.

Delete B] Deletes the detection zone.

Direction Configures the in and out directions. See Step 3-b.
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b. Click the button to define the alarm criteria. This dialog box appears.

Direction Setting [X|

Select Detection Zone Set Direction

’E‘ > m * 1 Direction

" 2 Direction

Detection Zones | Direction
0--=1 1 Direckion

Add Delete | oK

Figure 3-5

c. Select 1 Direction or 2 Direction under Set Direction and define the direction in Select
Detection Zone.

d. Click Add. The setting is added and appears in the table below.

e. Click OK. The directions are indicated by arrows on the live view.

B Define Object Size: Select this option and click .| pause the live view.

Outline a size matching that of targeted objects on the live view. Click % to resume.
B Define Image Depth: When the object moves toward or away from the camera along a path,
for example, a hallway, it appears larger when it is closer to the camera and vice versa.

Rather than using a fixed object size, you can define a maximum and minimum object size

according to the object’s proximity to the camera.

Figure 3-6

a. Select Define Image Depth and select With Image Depth using the drop-down list. A
line 5 & appears.

b. Drag and place the line along the path where the objects will be moving. The larger icon
indicates the point closer to the camera.
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c. Select Define Object Size. Click the larger icon & and click @ to pause the live

view. Use the mouse to outline the maximum size of objects on the live view.

d. Click the smaller icon ﬂ and repeat the step above to define the minimum size of
objects when they are further from the camera.
4. Inthe Setting section, there are two kinds of alarm modes:

B Alarm Mode 1: The alarm sets off when the target object moves through the first detection

zone and touches the second detection zone in the defined direction.

B Alarm Mode 2: The alarm sets off when the target object moves through the first detection

zone and its center moves through the second detection zone in the defined direction.
5. To set up alarm devices, configure any or both of the following options.

B Invoke Alarm: Enable the computer alarm when an object enters the defined region. Click

the button next to the option to assign a .wav sound file.

B Output Module: Enable an installed output device when an object enters the defined region.

Assign the output module and pin number.

6. To test your alarm settings, select Live from the Test Count drop-down list and click Test. When
intrusion objects are detected, the configured computer alarm or output device will be activated.

Optionally adjust the Sensitivity slider as needed.
7. Click OK to apply the setting.

8. Enable monitoring to start intrusion detection. The detected intruding objects are indicated on the

live view with red boxes.

When an intrusion event occurs, the configured computer alarm or output device will be activated, and

the event will be recorded as Intruder in the System Log for later retrieval
More options in the Alarm dialog box:

B Show Alarm Regions and Skip Frame: See the same options in Object Counting above.

B Never Recycle: Alarm-triggered events will never be recycled if selected.
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Note:
1. Draw the detection zones as closely as possible to avoid omission of intrusion events when

target objects show up in the unmarked area and only move through one of the two boundaries.

I8 32
i
T
] i

|]Hl:

Figure 3-7
2. To view the logs for intrusion events, click Home > Toolbar > Tools > System Log > Monitor
Table > the Monitor tab.
3. Optionally create a schedule for intrusion alarm to be enabled only at the time periods specified.

See Creating Schedules in Chapter 1.
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3.2 Object Index

The Object Index feature allows you to view the very first frame of a continuous movement in a video
stream. With Object Index Live Viewer, you may view the most recent 50 frames captured. When
accessing Object Index in ViewLog, you can easily locate and play back events by selecting and

specifying the desired camera channels and time periods.

3.2.1 Setting up Object Index

You can select up to 16 cameras for which their Object Index is kept.

1. Click Home 2. > Toolbar E3- Configure # > Video Process. The Setup dialog box
appears.
2. From the Video Analysis drop-down list, select Object Index, select the desired cameras and click

Setting. This dialog box appears.

Object Index X

[Bx2700-FD
Mask Region

| EE]¥]

Storage
Available: 748.36GB

Set Location

Recycle [“Keep Days

Setup

(® Object Index

(O Face Detection @
(O Video Snapshot

[]Never Recycle @)

[INoise Tolerance

Level:1

Figure 3-8
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4. Select one camera from the drop-down list and configure the following.

Mask Region: Use the mouse to outline a mask area where motion will be ignored.

Set Location: Click the button to assign a path to save the log files and image snapshots.
Keep Days: Specify the number of days the log files will be kept for, from 1 to 999 days.
Recycle: Select to recycle the oldest log files when the remaining disk space is less than 32
GB. When both Keep Days and Recycle are selected, the system reacts to whichever
condition that is first met.

Never Recycle: Log files and image snapshots will not be recycled when selected.

Noise Tolerance: Use the slider to adjust the tolerance level. The higher the level, the more

tolerant the system is to video noise.

5. Click OK to apply the settings.

6. Enable monitoring to start the function.

Note: Optionally create a schedule for object index to be enabled only at the time periods specified.

For details, see Creating Schedules in Chapter 1.

3.2.2 Viewing Object Index

Once set, you can start to view the most recent frames captured, up to 50 frames, through Object

Index.

1. Start camera monitoring. The detected face or objects are indicated on the live view.

2. Click Home LS4 > Toolbar |~ >Tools [J > Live Object Index. The Live Viewer window

appears and displays the most recent 50 frames recorded.
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3. Click the lock icon and select Lock to pause the real-time updating of Object Index.

& Object Index Live Viewer X

TooTO T

Camera7 Camera7
13:10:17 13:10:20

y

Camera7 Camera7
13:10:20 13:10:24

Camera7 Camera7
13:10:26 13:10:27

Camera7 Camera7

13:10:41 13:11:42 v
Figure 3-9

4. With the camera name and recorded time shown below each frame image, double-click an image
to play back its recording. The recording will be displayed in ViewLog, where you can play it back

using the Timeline.

Note: To display the corresponding recording, make sure the layout in ViewLog includes the camera

channel selected.
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H Video Analysis

In ViewLog, you can locate, and instantly play back, the frames of the desired cameras within a

specified time.

1. Click ViewLog L= > Toolbar [ > Tools [J > Object Index.

2. Only available on GV-VMS V18.1 or later, select the desired camera channels at the top and click

Refresh | to display all the event frames of the channels selected, including the ones most

recently recorded.

[J camera1
Camerab
Camera9

- 202088
- 202089
- 2020810
- 2020811
&-ET 20208012
E-E 2020013
-{5) 03:30 ~ 0359
() 05.00 ~ 0529
-{5) 08:00 ~ 0529
-{5) 08:30 ~ 0659
-{5) 07.00 ~ 0729
-{5) 07:30 ~ 0759
() 08:00 ~ 0829
() 08:30 ~ 08:59
-{5) 09.00 ~ 0929
-{5) 09:30 ~ 09:59
-{5) 10,00 ~ 1029
-{5) 10:30 ~ 10:59
-{5) 1100~ 1129

10:51:12.921

10:51:38.515

10:51:5%.242

10:52:40.343

g
Sl oo,

10:51:21.276  10:51:23926  10:51:30.383  10:51:34633

L

10:5140025  10:51:47000  10:51:50300  10:50:50,650

10:51:58.375  10:52:03634  10:52:10981  10:52:15981

10:53:06.85% 105211081 105314452 10:53:19.300

3. Select the desired date and time to display the event frames during that time period.

Figure 3-10

4. Double-click the frame you want to play back. The recording will be displayed in ViewLog, where

you can play back using the Timeline.

Note: To display the corresponding recording, make sure the layout in ViewLog includes the camera

channel selected.
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3.3 Automatic Video Snapshots

The Video Snapshot allows the system to take up to 30 snapshots per second as monitoring starts.

This function allows you to keep the surveillance records as still JPEG images instead of AVI videos

when storage space is limited.

Note: After you start monitoring, the system will start taking video snapshots whether there is motion

or not.

3.3.1 Setting up Video Snapshots

You can select up to 16 cameras to take video snapshots.

1. Click Home LS. > Toolbar |~ > Configure £ > Video Process. The Setup dialog box

appears.

2. From the Video Analysis drop-down list, select Object Index, select the desired cameras and click

Setting. The Object Index dialog box appears.

Object Index

VD8700
Mask Region

m| EEX]

Storage
Available: 748.36GB

Set Location

Recycle Keep Days

Setup

(O Object Index

(@ Face Detection -~ | @
IO Video Snapshot |

[[INever Recycle @

[INoise Tolerance

Cancel
Figure 3-11

3. Select one camera from the drop-down list.
A. Optionally configure the Storage settings. See Step 4, Setting up Object Index earlier in this
Chapter.
B. Select Video Snapshot.
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C. Click [...] after Video Snapshot for further setup.

1 Seconds 2 Frarnes

[ &ave as JPEG file
[1Enahle i3 triger

| Ok |[ Cancel

Figure 3-12

4. Specifies the frequency of automatic video snapshot. By default, the system will take 2 frames

every second when the monitoring starts.

B Save as JPEG file: Saves the images in JPEG format. Otherwise, you can only access the

snapshots using the ViewlLog player.

B Enable I/O Trigger: Takes snapshots only when the assigned input device is triggered.

i

To configure another camera, select a different camera on Step 3.

o

Click OK to apply the settings.

7. Start monitoring to take snapshots.

Note:

1. For details on other settings of the Object Index dialog box, see Step 4, Setting up Object Index
earlier in this chapter.

2. Optionally create a schedule for video snapshot function to be enabled only at the time periods

specified. For details, see Creating Schedules in Chapter 1.

3.3.2 Searching Video Snapshots

1. To locate video snapshots of desired cameras, click ViewLog u.- > Toolbar |-+ >Tools [ >
Object Index. A window similar to that of Object Index appears (Figure 3-10).

2. Select a desired camera channel and click Refresh to display all its event frames, including the

ones most recently recorded.

3. Select the desired date and time to display all the video snapshots captured, along with their event

frames, during that time period.

Note: When Save as JPEG file is enabled (Figure 3-12), you can also view the video snapshots

from the directory specified by Set Location (Figure 3-11).
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3.4 Face Detection

The Face Detection enables the system to detect and record human faces, including individual faces
when a group of people enter the scene. This feature captures human faces only, ignoring other body

parts, objects or background views.

Note: For settings related to Al-capable GV-IP cameras, see Face Detection by Camera later in this

chapter.

3.4.1 Setting up Face Detection

Up to 16 cameras can be configured for this application.

1. Click Home LS. > Toolbar | > Configure £ > Video Process. The Setup dialog box
appears.
2. From the Video Analysis drop-down list, select Object Index, select the desired cameras, and

then click Setting. The Object Index dialog box appears.

Object Index X

VD8700
Mask Region

[ ¥
Storage
Available: 748.36GB
Set Location

Recycle Keep Days
Setup

Object Index
@ Face Detection B ®
(O Video Snapshot
[INever Recycle @

[INoise Tolerance

Figure 3-13
3. Select one camera from the drop-down list.
A. Optionally configure the Mask Region, Storage and Noise Tolerance settings. For details, see

Step 4, Setting up Object Index earlier in this chapter.

B. Select Face Detection.
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C. Click[...] after Face Detection to adjust the sensitivity. The higher the value, the more sensitive

face detection is.

To configure another camera, select a different camera on Step 3

For details on other settings of the Object Index dialog box, see Step 4, Setting up Object Index

5. Click OK.
6. Start monitoring.
Note:
1.

earlier in this chapter.
2.

Optionally create a schedule for face detection to be enabled only at the time periods specified.

For details, see Creating Schedules in Chapter 1.

3.4.2 Searching Face Detection Snapshots

1.

I

Click Home |24 > Toolbar

> Tools [ > Live Object Index to display the Live Viewer

window.
dbiect Index Live Yiewer E] 3]
Camera 1 Camera 1
17:57:08 17:58:25
Camera1 Camera 1
17:58:29 17:58:44
- = =
3 -
< S
Camera 1 Camera 1
17:59:09 17:59:13
Figure 3-14

2. Double-click a desired frame to instantly play back its recorded file.

Note: Consider the following when installing the camera for face detection:

Face contour must be clearly seen

Only faces tilting within the range of 15° vertically and 30° ~ 45° horizontally can be detected.
The face to be detected must cover least 1/10 of the screen.
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3.5 Face Count

The Face Count function allows you to count the number of faces that appear in the image. You can
also select to invoke a computer alarm or trigger an output device when a face is detected or when the
system is unable to detect a face.

The number of faces counted is saved to GV-Web Report which can analyze counting data from

multiple GV-VMS systems. For details, see GV-Web Report User’s Manual.

Note:

1. Up to 16 cameras can be configured for this function.

2. The Face Count results are only available on GV-Web Report V2.2.6.0 or later.

3.5.1 Installing the Camera

1.  Install the camera inside an entrance pointing outward. The Face Count function is designed to
detect front-view faces only, and the area of the detected face must take up 10% to 50% of the
live image.

Camera Selection

[cameras vl

Definition

() Mask Region

(O Detected Face Size ﬂ

= 2010/01/1803:37:41
Setting —— = GEOVISION 2F
Alarm Type

Option

Mask Filter v
‘ ‘ [C]Enahle upon input trigger

Reset at [12 ] orclock
¢ d [[]Save counting results to GV-Weh Report

Sensitivity 3
J' Invake Alarm ]
[[] Output Module
[[]Never Recycle @
@ ( oK || Cancel |
Figure 3-15

2. Avoid installing the camera where it is subjected to direct sunlight or reflections. The lighting of
the entrance where you set the camera should be sufficient but not too bright or dark. Light
should be distributed evenly across faces without too much light coming from one side. Sharp
shadow edges in the camera view may affect the accuracy of face count.
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Click Home (2. > Toolbar s Configure # > Video Process. The Setup dialog box

appears.

From the Video Analysis drop-down list, select Face Count, select the desired cameras and click

Setting. This dialog box appears.
eese——

Camera Selection

| Camera3 v_\

Definition

(® Mask Region

() Detected Face Size @

Setting
Alarm Type

Face Count V\

Enable upon input trigger

Reset at 12 , o'clock
‘ [[]Save counting results to GY-¥Web Report
Sensitivity 3

3 Invoke Alarm
Detection Intervalisec.y 10 QL fodule

@ | oK | | cancel |

Figure 3-16

3. Under Camera Selection, select a camera from the drop-down list to be configured.

4. The following configurations are available:

[Definition]

m  Mask Region: Use the mouse to outline a mask area where motion will be ignored.

m  Detected Face Size: You can adjust the Minimum Face Size and the Maximum Face

Size to instruct the system to only detect faces within that size range. Pause the live

image by clicking @ before configuring.
[Setting]
m  Detection Type

® Face Count: Counts the number of faces. The counting results are only available

on GV-Web Report. To connect to GV-Web Report, see the Saves counting

results to GV-Web Report option below.
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® Face Detected Alert: Detects faces to invoke a computer alarm or triggers an

output device.

®© No Face Detected Alert: Invokes a computer alarm or triggers an output device
when no face is detected after the number of seconds specified in the Detection

Interval.

[ Reset at: Type a counting reset time between 0 and 23. For example, if you type 23, the

number of faces counted will become zero at 23 o’clock daily.

[ Sensitivity: Adjust the detection sensitivity by moving the slider. The higher the value the

more sensitive the system is to motion. The default value is 3.
m  Detection Interval:

® When Mask Filter and Enable Upon Input Trigger are both selected, the
Detection Interval slider specifies the number of seconds you want the system to

detect faces when the input device is triggered.

® When No Face Detected Alert is selected, the system will attempt to detect the

faces for the duration specified for Detection Interval.

[Option]
m  Enable upon input trigger: The system will begin detecting only when the input device

is triggered. Assign an input module and pin number for the device.

m  Saves counting results to GV-Web Report: Saves the face counting results to
GV-Web Report. Type the connection information of GV-Web Report, and click the Test

button to see if the connection succeeds.

[ Invoke Alarm: Activates the computer sound alarm when faces are detected under Face
Detected Alert or when no face is detected under No Face Detected Alert. Click the [...]

button to designate a sound file for the computer alarm.

[ Output Module: Activates the output device when faces are detected under Face
Detected Alert or when no face is detected under No Face Detected Alert. Assign an

output module and pin number for the device.

m  Never Recycle: Prevents recorded events from being recycled when the recycle

threshold is reached.

5. Click the Test button to see if the settings have been configured according to your preference. If

you have set a detection interval, the test will only run for the number of seconds you specified.

6. Click OK to apply the settings.
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7. Start monitoring to run the application. The detected (counted) faces are indicated on the live view

with green boxes.

Note:

1. Events triggered under Face Detected Alert or No Face Detected Alert will be recorded to the
System Log for later retrieval. In the System Log, the events are recorded as Face Count under

the Monitor tab (Home > Toolbar > Tools > System Log).

2. The Face Count results will only be saved when Saves counting results to GV-Web Report is

selected and GV-Web Report is connected.
3. The counter function is not recommended to be applied in fisheye cameras.

4. Optionally create a schedule for face count to be enabled only at the time periods specified. For

details, see Creating Schedules in Chapter 1.
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3.6 Face Recognition

Face Recognition integrates the facial recognition abilities of GV-Face Recognition Cameras and/or
GV-Al FR for the system to distinguish detected human faces. Based on the Face Databases of the
cameras / servers connected, this feature displays the names of the recognized persons on the live
view, while recording the recognition events during video recording. Additionally, the recognition
events recorded can at the same time be used to trigger e-mail alerts, outputs and computer alarms,
run the desired applications and/or send notifications to GV-Notify mobile app upon recognizing

individuals of the face groups specified or for unknown recognition events.

Note:
1. GV-Face Recognition Cameras include GV-VD8700 and GV-FD8700-FR.
2. GV-AI FR is only supported by GV-VMS V18.1 or later.

When GV-Face Recognition Cameras / GV-Al FRs are connected to GV-VMS, their face databases
can be managed by the VMS’s Face Manager. To access the Face Manager, click Home [[2 >

Toolbar | > Configure ¥ - Face Manager.

Face Manager x
o Name P Enrolled Faces Note Host Type
T Cameral1 192.1680.117 202 GeoVision_GV-V..
: == AI-FR 192.168.5.14 185 GV-AI FR
Figure 3-17

¢ All GV-Face Recognition Cameras connected to GV-VMS are automatically added to the Face
Manager.

e For GV-AIl FRs, users can manage their face databases only after adding them to the Face
Manager by clicking Add GV-Al FR ©. See Chapter 5 GV-VMS Integration in GV-Al FR User’s

Manual.
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3.6.1 Enrolling Face Data

n Video Analysis

Prior to using Face Recognition, it is required to create the necessary recognition data via Face

Enrollment — adding photos of the persons to be recognized into the Face Databases of the

GV-Face Recognition Cameras and/or GV-Al FRs connected.

® Enroll faces by adding portrait photos directly into the database of the cameras / servers

connected, see the steps below.

® Synchronize face data from other connected cameras / servers, see Synchronizing Face

Database later in this section.

IMPORTANT:

1.

GV-VMS directly accesses and manages the Face Database of GV-Face Recognition Cameras /

GV-Al FRs, thus all changes made are done directly to their databases.

Photos used as recognition data can be pictures of the persons previously taken or snapshots of

the persons captured by connected cameras.

All photos used for Face Enroll must meet the criteria as specified in No. 3 under Face

Recognition

FAQ.

Select the desired GV-Face Recognition Camera / GV-Al FR on Face Manager and click Face

Enroliment.

Click Add o to define a new Face ID. Alternatively, select or Search for an existing ID from the
Enrolled Face list.

Face Enrollment(192.168.0.117)

No. of Face IDs Enrolled:202 Name Abla
(Max. 10000)

Group Authorized &
1 ~
2 Organization |:|
20
999999 Card Number Field —
By Card Encoding None v
aa
Aaron Access Schedule Personalized v | | >
m Face Image(2/20)
Alex
Alice Yeh 2
Allan
Allen
Alvin.chan
Andersen
Andy \
Andy Chen 2\ 74
Andy Wang
Angel
Anita
Antonio
Antony
Apelido Nombre
Arthur
Atwood
Bettv e DD v
< >

- @
8 8 g b B %2 @
® v
Figure 3-18
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3. Click Add Eb below Face Images to add photos and/or snapshots for the Face ID selected from
your local PC. Optionally crop the image added by selecting it and click Crop Image - .
4. You can also configure the following options for the Face ID selected:

B Name: Type a desired name for the Face ID.

B Group: Select from a list of groups in which the Face ID shall be categorized under. This
setting can be used to trigger e-mail alerts and/or output alarms when persons from a
specified Group is recognized at the surveillance site. See Setting up Face Groups and
Configuring Face Setting later in this chapter.

B Organization: Type a desired organization name for the Face ID.

B Card Number Field and Card Encoding: Only available on GV-VMS V18.1 or later, type
an access card number and select the corresponding card type from the drop-down list to
pair the access card to the Face ID for face recognition-based access management. See
Integrating Face Recognition to Access Control later in this chapter.

B Access Schedule: Select a predefined schedule in which the Face ID is allowed access or
select Personalized and click [=] to define an exclusive schedule for the person. To set up
a schedule, see Defining Access Schedule later in this chapter.

5. Click OK to save.

Note:

1. All changes made here take immediate effect on the Face Database of GV-Face Recognition
Camera or GV-Al FR selected.

2. To batch enroll multiple faces, see Batch Enrolling Faces and Access Cards later in this chapter.
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3.6.1.1 Enrolling Faces from Live View / ViewlLog

Alternative to enrolling face data with photos, you can also enroll with face images captured by any

cameras connected to GV-VMS. Note this function is only supported by GV-VMS V18.1 or later.

1. In Live View / ViewLog, click Snapshot B8 at the bottom of a desired channel and select Face
Enroll Y and click % . The Quick Enroll window appears.

Quick Enroll

Snapshot Image

Import Face

Enrolled Faces
New Envoliment v

Register New Face
Name
Group Authorized v

Select Sync Camera

[ Camera Name A
[] Camera5
[[] Camerat
[[] Camera?
[[] Camerat

7] CameraS Y
< >

Figure 3-19

2. Click and drag on the image to highlight the face you want to enroll as a snapshot.

3. Select New Enrollment, type the desired name under Register New Face to create a new Face
ID and select a Face Group to add it under. Otherwise select an existing one for the face image
to be added to.

4. Select the desired GV-Face Recognition Camera / GV-FR Server for the face enrollment under
Select Sync Camera.

5. Click ¥ tosave.
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3.6.2 Setting Face Groups

Only supported by GV-VMS V18.1 or alter, to add and/or edit the Face Groups of a GV-Face

Recognition Camera / GV-Al FR connected, select the desired camera / server on Face Manager and

click Group Setup @

Group Setup x

Select Group

Authorized ~ +

Group Mame

|Au'morl.’_ed /
/R HEEEENR

Figure 3-20

To add a face group, click Add + .

To edit the name of a face group, select the group from the Select Group drop-down list and edit its
name under Group Name. Optionally select a color for highlighting the recognition events of the face

group selected on the Face ID window. See Face ID — Live Recognition Profiles later in this chapter.

To import the Face Groups of a GV-Face Recognition Camera / GV-Al FR connected, click 3 and
select the desired camera / server.

Once finished, click the V" tosave.
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To synchronize the face databases among multiple GV-Face Recognition Cameras, or among multiple

GV-Al FRs, click Face Database Synchronization @ on Face Manager. The following window

appears.

Note: Face databases of GV-Face Recognition Cameras cannot be synchronized with those of

GV-Al FRs.

Select Source Camera
[camera8(192.168.5.197) v &
Select Sync Camera
[] Camera Name Total Enrolled Faces P
[] cameras 10000
[¥]camerat0 151 19216862
[T]camerals 7 192.168.7.127
[ SyncData J
Figure 3-21

B Select Source Camera: Select the camera you want to synchronize from.

B Select Sync Faces &0, Only available on GV-VMS V18.1 or later, click to select the Face IDs that

you want to synchronize with.

B Select Sync Camera: Select the cameras that you want to be synchronized.

B Sync Data: Click to start synchronizing.
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3.6.4 Defining Access Schedule

Access Schedules are used to specify the time periods in which specific persons (Face ID) are allowed
or denied access of from Monday to Sunday. Whenever a person is recognized outside of his/her
allowed schedule, a schedule alert is recorded, which can be used to trigger e-mail alerts, outputs and

computer alarms, run the desired applications and/or send notifications to GV-Notify mobile app.

The Access schedule can be set in three steps:
° Step 1 Setting 24-hour Schedules
Define the minutes and hours a person is allowed / denied access of in a day.
° Step 2 Setting Weekly Schedules
Define the days a person is allowed / denied access of in a week.
° Step 3 Assigning Access Schedules

Assign the defined schedules to the desired persons in Face Enrollment.

3.6.4.1 Step 1: Setting 24-hour Schedules

Before creating weekly schedules, you need to first define a number of desired 24-hour schedules that
can be used to prepare the weekly schedules. On Face Manager (Home .2, > Toolbar =@ >
Configure ® - Face Manager), click Configure ® and select 24-hour Schedule. In this window,
up to 254 24-hour schedules can be defined, with two default schedules for “Full Access” and “Deny

Access.”

24-hour Schedule =
# & RE O@
PR 0 R FE T8 9 A0 11 12 00 14 10 40 47 48 19,20 31 2. 3 24

0:DenyAccess

255 : Full Access | |
1: Day Shift :
2: Night Shift i

B Access Time

Figure 3-22

1. Click the Add button &¢. An ID number ascending from the lowest existing ID will be

automatically generated. Type a desired name for the new schedule, e.g. Day Shift and click OK.
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2. Click the Add Access Time button @ . Then drag the mouse on the timeline to specify the time
periods of allowed access, e.g. from 09:00 to 19:00.

3. Repeat Steps 1 to 3 to create multiple schedules if needed, e.g. for Night Shift from 00:00 to
09:00 and 19:00 to 24:00 and for Supervisor from 07:00 to 24:00.

4. To remove time periods of allowed access, click the Delete Access Time button @ . Then drag
the mouse over the periods that you want to remove.

5. Click OK to save the changes.

3.6.4.2 Step 2: Setting Weekly Schedules

Once the desired 24-hour schedules are set, click Configure ® on Face Manager and select
Weekly Schedule. In this window, up to 254 weekly schedules can be defined, with two default

schedules for “Full Access” and “Deny Access.”

Weekly Schedule [
& s
255 Full Access Monday Deny Access T -
1:Schedule 1
Tuesday Deny Access Y -

Wednesday Deny Access

4

Thursday Deny Access

Friday Deny Access T .
Saturday Deny Access T v
Sunday Deny Access Y v

U
OK J l Cancel }
==
Figure 3-23

1. Click the Add button &. An ID number ascending from the lowest existing ID will be

automatically generated. Type a desired name for the new schedule, e.g. Rotation and click OK.
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2. Select the desired schedules for Monday to Sunday, predefined from Step 1 earlier in this section,

in each of the respective drop-down lists, as exemplified below.

& &

0 : Deny Access
255 : Full Access

Figure 3-24

3. Repeat Steps 1 to 3 to create multiple schedules if needed, e.g. for Daytime-only and

Weekend-only access.

4. To delete schedules, select the schedule to be deleted and click the Remove button &

5. Click OK to save the changes.

3.6.4.3 Step 3: Assigning Access Schedules

Once the weekly schedules are set, select the desired GV-Face Recognition Camera / GV-Al FR on
Face Manager and click Face Enrollment. Select or search for a desired Face ID and select a

schedule in the Access Schedule drop-down list.

Face Enrollment({192.168.0.117} e
Na. of Face IDs Ennolled:202 Mame Aela
(Maox, 10000)
Group Authorized w
1 -
2 Organization
P L
959999 Card Number Field [
° Card Encoding Hone w
aa
Asron Access Schedule Personalized ~ | | > I
e
Llary
Figure 3-25

Once the Access Schedules are assigned, turn on monitoring of the camera channel to start access

monitoring based on the schedules.
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3.6.5 Setting Recognition Alerts

In this section, you can use Schedule Alerts, Unknown Alerts or the Recognition Events of a specified
Group, e.g. Unauthorized, to send e-mail alerts, trigger outputs and computer alarms, run the desired

applications and/or send notifications to GV-Control Center.

On Face Manager (Home .2, > Toolbar | > Configure ® - Face Manager), click Configure

® and select Camera and Alert Settings. This window appears.

Camera 8 Alert Settings v
GV-AI FR GV-AI FR Mapping :
R server GV-AI FR Name: WMS :
AIFR
VD8700
Camerall
Camera Function : Event Trigger :  Authorized ~
[[Jsend Card ID to AS Controller COM Port [(JE-Mai :
COM Port: COM 1 Address :
Baud Rate: 9600 Interval:  £0 Sec
Data Bits: 3 Ouo:
Output Module :  Module 1 Pin 1
Parity: None

Interval: 30 Sec
Stop Bits: 1
[+ Computer Alarm :

Alarm Sound: bark v

Run Program :

| Browse

[ notify App

Save OK Cancel

Figure 3-26
Select GV-Face Recognition Camera or GV-Al FR for which you want to set recognition alerts for.

B Event Trigger: Select Schedule Alert, Unknown Alert or the Group of Face ID that the alerts
set should be triggered for. For details on using Schedule Alerts, see Defining Access

Schedule earlier in this chapter.

® For E-Mail, set the minimum time Interval allowed, from 0 to 3600 seconds, in between

each e-mail notification.

® For /0, a GV-I/O Box needs to be connected to GV-VMS for the function to work, select

the desired Output Module and Pin number.

© For Computer Alarm, only available on GV-VMS V18.1 or later, select the desired alarm
from the Alarm Sound drop-down list or click Browse to select the desired audio file from

your PC to be used as the alarm sound.

© For Run Program, only available on GV-VMS V18.1 or later, click Browse to select a

desired program to be executed upon trigger.
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© For Notify App, only available on GV-VMS V18.1 or later. Enable this function to send
alerts to GV-Control Center through VMD (Video Motion Detection). See GV-Control

Center User’s Manual for details.

Note: Make sure the e-mail and I/O functions are configured properly before use. For details, see

Setting up E-mail Notifications and Setting up I/O Devices in Chapters 1 and 6, respectively.

3.6.6 Configuring Face Recognition Database

To configure the database of face recognition events, including storage path of the snapshots and log

files of recognition events, click Configure ® on Face Manager (Home .2, > Toolbar — >

Configure ®¥ - Face Manager) and select DB Setting. This window appears.

Database Setting b4

Database Folder

J i amerabBs
= =y o sl ElalL/ DS

Recyde Setling

] Recycle 14l ME

Keep Days: 30

Ok Cancel

Figure 3-27

m  Database Folder: Click the Browse button || to modify the storage path for the snapshots and

log files of recorded Recognition Events.

B Recycle Setting: Enable to recycle the data in the Database Folder upon reaching the volume

threshold set.

B Keep Days: Type the desired number of days that data in the Database Folder should be kept for,
from 1 to 999.
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3.6.7 Backing up Face Database

Only available on GV-VMS V18.1 or later, to back up the face database of a GV-Face Recognition
Camera / GV-Al FR, click Configure ® on Face Manager (Home .o, > Toolbar | < > Configure
& . Face Manager), select Backup Data From... and select a desired host by its IP address. You

can now save the database on your local PC as an *.fdb file.

To import the face database into a GV-Face Recognition Camera / GV-Al FR, Configure ® on Face
Manager, select Import Backup Data To... and select a desired host by its IP address.

IMPORTANT: When a face database is imported into a host, it replaces all of the original face data

contained within.

3.6.8 Face ID — Live Recognition Profiles

Only available on GV-VMS V18.1 or later, the Face ID feature allows users to view the simplified info of

real-time face recognition events, which can be pinned onto the main screen by clicking L.

Note: This function only works when at least one GV-Face Recognition Camera / GV-Al FR is

recording.

To access Face ID, click Home @ , Toolbar i{: select Tools [J and click Face ID. The

following window appears.

Each real-time face recognition event is

= . displayed with a snapshot, his/her enrolled face

2. soooted photo, the name and notes of the Face ID, the
- Camerad8

. face group it is under, the camera channel, the

© 92612020 184526

time of recognition, and his/her gender and age

(when applicable), and is highlighted by the color

¥ an @ 2
28 V5= 2, Asthored assigned to the face group.
O ) - Gmendt7
Q
‘3. \f"\ © 9/26/2020 18:45:24
= Only applicable to events from GV-Al FR when
= Liveness Detection is enabled, faulty face
Figure 3-28 recognition events identified as using inanimate

objects, such as printed photos, are indicated as

Spoofed.

For assigning the desired colors to face groups, see Setting Face Groups earlier in this chapter.
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3.6.9 Viewing and Searching for Face Recognition Events

During recording, all recognition events, along with recognition snapshots, recognition time, and
schedule alerts, when applicable, are recorded in an event log during video recording. To view Face
Recognition in recorded videos, click ViewLog L=l > Toolbar (7 | > Tools O > Face

Recognition. This window appears.

g i
Show Al Total record(s): 10000 [ ] Confidence Score: 67 % £ Q

Event Image Recognftion Result Name Group Camera Name Tme Age Gender Alert Spoofed Notel Note2 Never Recycle

‘ = i
= Unknown NA CGmen24 9/26/2020 7:44:25 PM 2 Ferrale

I .z
= Unknown WA Gmena24 9/26/2020 7:44:16 PM 21 Make

Figure 3-29

B Show All: Select Show All, Show Identified Persons Only or Show Unknown Persons

Only to filter the recognition events displayed.

B Event Image: Display the captured Snapshot of the recognition event. Double-click the

Snapshot to see the recording of the recognition event in ViewlLog.
B Recognition Result: Display the photo of the Face ID the person is recognized as.

B Name: Display the Name of the individual recognized. Written as “Unknown” if

unrecognizable.
B Group: Display the Group the recognized person is categorized under in the Face Database.
B Camera Name: Display the Channel in which the recognition event was recorded.
B Time: Display the Time of the recognition event.

B Age: Only available on GV-VMS V18.1 or later, display the estimated age of the person

recognized.

B Gender: Only available on GV-VMS V18.1 or later, display the gender that the person is

recognized as.

B Alert: Record Schedule Alerts when the recognition event recorded is outside of the person’s

(Face ID) allowed access schedule.

B Spoofed: Only available on GV-VMS V18.2 or later, display Spoofed if the event is identified
as faulty and using inanimate objects, such as a printed photo for recognition, as determined
by the Liveness Detection of GV-Al FR.

B Note 1/ 2: Only available on GV-VMS V18.2 or later, display the Note 1/ 2 of the Face ID

recognized.
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u Export as CSV: Export the logs of the face detection/recognition events as an .csv file

Searching by Face Images

Only available on GV-VMS V18.1 or later, click 'y to search for recognition events by using a face
image from your PC. Optionally drag the Confidence Score to adjust the minimum level of the

similarity of the search results as compared to the face image used.

Alternatively, right-click on the snapshot of a desired recognition event and click Face Search to use it

to search for recognition events.

Unknown 100.00 % N/A Camerad 12/25/2019 4:38:07 PM 45 Female
Playback

Enroll Face

MNever Recycle

Figure 3-30

Searching by Query

Click Query & to filter and search for recognition events by time, camera channel, face group, age,

gender, alert events and/or keyword search.

Note: The Name search in Query functions is a keyword search and is case-sensitive.

3.6.10 Tracking Recognized Faces

Tracking of recognized faces can be displayed on the E-Map when there are multiple cameras with

synchronized Face Databases. To display Face Tracking, see the following for the related settings:
° Step 1 Synchronizing Face Database
To synchronize Face Databases, see Synchronizing Face Database earlier in this chapter.
° Step 2 Creating E-Map(s)
To create E-Map(s) and add the camera, see Creating an E-Map in Chapter 8.
° Step 3 Turning on Monitoring and Viewing

Turn on monitoring for all of the camera channels of GV-Face Recognition Cameras / GV-Al
FRs where the face may be tracked and drag the E-map from the Content List to the live

view screen.

117



Q GeoUision:

Once all the related settings are set, you will see arrows indicating the movements of recognized

persons on the E-Map, with

¥ . Tiffany H

A, 2019/03/06 13:36:48

)

Tiffany H
2019/03/0f ,4:37:02 St . . 2019/03/06 13:38:22
Tiffany H

- : ' L2
o 2019/03/06 13:39:05
~ Z
7,

Figure 3-31

No. Name Description

1 Face Tracking Display the direction of movement of the individual recognized.

2  Latest Recognition Site The end point of the Face Tracking arrow indicates the
surveillance site (camera channel) where the recognized
individual was last seen.

3  Previous Recognition Site The initial point of the Face Tracking arrow indicates the
surveillance site (camera channel) where the recognized
individual was previously seen.

4  Recognition Event Display a live image of the Recognition Event.
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Adjusting the Display Mode on E-Map

To adjust the display mode of the recognition events on E-Map(s), click Tools X and select Face
Recognition for the following options:

Auto Rotate

Icon Options >

Properties Show face only
@ =2 b? Close Hide face
Figure 3-32

B Show face and path: Selected by default, display both Face Tracking and the Recognition
Events on the E-Map.

B Show face only: Display only the Recognition Events on the E-Map.

B Hide face: Do not display any Recognition Events and Face Tracking on the E-Map.

Configuring Face Tracking

For an increased accuracy, you can modify the interval setting of Face Tracking based on your

surveillance needs.

1. In Content List of Live view, click Configure 'a' > General Setting. This window appears.

l Tracking Time

&
¢ Emap Popup Settings ' [0 V] Days [1 V] - [0 '] - [0 ']

General Setting

Figure 3-33

2. Under Tracking Time, select the days (0~31), hours (0~23), minutes (0~59) and seconds (0~59)
to define the time interval in which Face Tracking is effective for. Face Tracking will not be

displayed for any subsequent Recognition Events occurring beyond the set Tracking Time.

3. Click OK to save the changes.
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3.6.11 Integrating Face Recognition to Access Control

Only available on GV-VMS V18.1 or later, VMS extends the face recognition feature of connected
cameras by converting recognized faces into access card data for access control management. Prior
to the integration, make sure the required controller(s) and access cards have both been properly

configured on your access control system, e.g. GV-ASManager.

To configure the controller and access cards, to be paired with Face IDs, see Adding Controllers and

Setting Cards, respectively, in Chapter 4 of GV-ASManager User’s Manual.

3.6.11.1 Pairing Face IDs with Access Cards

Face IDs of GV-Face Recognition Cameras / GV-Al FRs can be paired with GV-AS ID Cards / Key

Fobs or 3-party smart cards to be used for access control regulated by GV-ASManager

To pair Face IDs with access cards, follow the steps below.

——

3. On Face Manager (Home o B Toolbar ﬂ’i > Configure ﬁ > Face Manager), click

Face Enroliment Q
4. Select a Face ID, type the Card Number to be paired with and select its encoding type from the

Card Encoding drop-down list.

Face Enrollment(lQZ.lSS.S.l_ g
.
Total Enrolled Faces:9999 Name Abla_Tsai
(Max 10000) —
Group | Authorized ']
1 -
Aaron_Pena |= Organization AVC
Aaron_Pena_ext
Aaron_Sorkin Card Number Field =
Aaron_Tippin r
e Card Encodin |
Abba_Eban 2 (Wiegand26 -]
Abbas_Kiarostami Access Schedule (Bamcasizadc ‘ = I
Abdel_Aziz_Al-Hakim s
Abdel_Aziz_Al-Hakim_ext Face Image(10/20)

Abdel_Madi_Shabneh
Abdel_Nasser_Assidi
Abdoulaye_Wade
Abdoulaye_Wade_ext
Abdul_Majeed_Shobokshi
Abdul_Rahman
Abdulaziz_Kamilov
Abdullah
Abdullah_Ahmad_Badawi
Abdullah_al-Attiyah
Abdullah_ext

[ Abdullah_Gul
Abdullah_Nasseef
Abdullatif_Sener
Abdullatif_Sener_ext
Abel_Aguilar
Abel_Aguilar_ext v

Figure 3-34
5. Click ¥ tosave.
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Note: To batch enroll multiple access cards and/or import from GV-ASManager, see Batch Enrolling

Faces and Access Cards later in this chapter.

3.6.11.2 Connecting Controller

For GV-VMS to send the paired card number to the connected controller upon face recognition, the

controller must be properly connected, which can be done through one of the following two methods:

H COM Port
C:“*“ RS-485
UsB —I
0 3
N ) ! GV-COM V3

Wiegand

[aYaYaYa¥aYaYuYaYaYaYuYaVaYamysYaYsWyaYayays)

PamYaYaYaYaYaYaYaYaYaYaYaYa g ERaYaYaQwavaYaYya)

anVaVaYaYaYaYaYayayaYayayml B DEDQ
Dﬁzg\ﬂﬂﬂﬂﬂﬁﬂﬁﬂﬂﬂﬁ BHsss S6

aABRBA ABABH BAAA A ﬂBEE\\

GV-VMS

Controller

Figure 3-35

1. Connect GV-COM V3 to a USB port of the PC running GV-VMS.
2. Connect GV-WTR to GV-COM V3 using its RS-485 wires.

3. Connect GV-WTR to the controller using its Wiegand wires.

m TCP/IP

Connect the controller to the same network as your GV-VMS.
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Sending Card Number to Controller by Face ID

After the controller is successfully connected to GV-VMS, configure the necessary settings according

to the type of connection established.

1. In Face Manager (Home ' © > Toolbar .f.. > Configure #¥ > Face Manager), click

Configure @ and select Camera and Alert Settings.

2. Select the desired camera and enable Send Card ID to AS Controller. Then configure the

necessary settings based on the type of connection used.

Camera & Alert Settings
GV-ALFR GV-AI FR Mapping :
- FR server GV-AI FR Name: VMS @
AIFR
VD8700
Camerall
Camera Function : Event Trigger : | Authorized v
Send Card ID to AS Controller | COMPort [JE-Mail :

COMPort: COM 1 v acass:

Baud Rate: s Interval : 60 Sec

Data Bits: 8 v Do
Output Module :  Module 1 Pin 1

Parity: None v
Interval: 30 Sec

Stop Bits: 1 v
[[] computer Alarm :
Alarm Sound: bark
[:] Run Program :
[CINotify App

Save OK Cancel
Figure 3-36
[COM Port]

B COM Port: Check the COM port number of GV-COM V3 connected to the GV-VMS in Device
Manager and select from the drop-down list accordingly. For details, see GV-COM V3

Installation Guide.

B Keep the default values of Baud Rate, Data Bits, Parity and Stop Bits unless they’ve been

changed manually.

[TCP/IP]

B IP: Type the IP address of the controller under the same LAN as GV-VMS.
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3.6.12 Batch Enrolling Faces and Access Cards

Only available on GV-VMS V18.1 or later, the batch enrolling feature of Face Manager allows users to
import a large quantity of face images and access card data to a connected GV-Face Recognition
Camera / GV-Al FR at once.

Batch Enrolling Faces Only

To enroll multiple face photos, save all of the face images to the same folder on your PC and rename

them as exemplified below:

[N]<Face ID Name>[G]<Group No. — 1>[P]<lmage No. — 1>.jpg

For example, [N]JJohn[G]O[P]0.jpg, [N]John[G]O[P]1.jpg, [N]John[G]O[P]2.jpg
The above image files will be added to Face ID John, as the first, second and third images, with the ID

being categorized under Group 1.

» ThisPC » Desktop » Face_lmage
Mame - Type
8| [M]Duke[G]12[P]0.jpg IPG File
[&| [M]Duke[G12[P]1.jpg IPG File
8| [MJJohn[G]0[P10,jpg IPG File
8| [MIJohn[GIO[PI jpg IPG File
|| [MJJohn[G]O[P12.jpg IPG File
8| [M]Kevin[G]1[P10.jpg IPG File
|&d| [M]Tiffany[G]1[P13.jpg IPG File
Figure 3-37

Once all the face images are named properly and saved under the same folder, right-click on the
device you want them to be batch enrolled into on Face Manager (Home | © > Toolbar ﬂ >

Configure #F¥ > Face Manager) and click Batch import from Face Images to locate and select

the folder.
Face Manager X
Name IP Enrolled Faces Note Host Type
0 1© Cameral 192.168.0 _GV-V...

Face Enroliment

=1 192.168.2 e onnect
Batch import with Face Images
Batch import Face Images + User Data

Figure 3-38
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Note:

1. <Group No. — 1> indicates the desired group number minus one.
2. <Image No. — 1> indicates the order of the images minus one.

3. All photos used for face enroliment must meet the criteria as specified in GV-Face Recognition
Camera FAQ.

Batch Enrolling Faces + Cards

To enroll access card data along with multiple face photos from GV-ASManager to GV-Face

Recognition Camera / GV-Al FR simultaneously, follow the steps below:

Note: Before batch enrolling user data and photos from GV-ASManager, make sure of the following:
A. The Display Names of users on GV-ASManager, which will be used as Face ID names, must not
contain any spaces.

B. Photos of users on GV-ASManager must meet the criteria as specified in GV-Face Recognition
Camera FAQ.

1. From the Card List of GV-ASWeb, make sure the proper card data are contained within,
namely Card Number, Card Code, User and Photo, then click Export and select TXT > This

Page.
Card List -l
-y & Card List
Filter «h| | @ New v (= Card User Defined Fields Setting |Exporty. | View Mode v
- |Card Card Number Card Code User Photo T v Al
Card Namber: s 1 074-00084 Wiegand26 Kevin 8 HTML » ‘
Card Code: = 2 050-38724 Wiegand26 Lisber a Excel b
3 088-59300 Wiegand26 Johnn > HTML (ZIP) »
Card Type: v g Y 8 (z1P)
4 049-20068 Wiegand26 Walter a PDF 4
Card Status: ™ s L=
5 112-32068 Wiegand26 Invers }:’(
Privilege: N
Access Group: v
Card Area: v
Activation Date - Start Date: 4
End Date: O
Deactivation Date - Start Date: |
End Date: 3
Seanch Gleay Page| 1 of1 2 Displaying 1-5 of 5
Figure 3-39
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A. Forthe Card List to contain the proper data, open ASWeb Field Configuration (under Tools
on GV-ASManager), click the Card List tab and select Card Number, Card Code, User and
Photo.

ASWeb Field Configuration X

System Log User Action Log Card List UserList Vehicle * | *

e P A

MCard Numb
[ Card Code
[]Card Type

[]Card Status
[JActivation Date

[[]Deactivation Date

[JPrivilege

[[JAccess Group

[JSupported Devices

[[Disable Lock Card / Disable APB / Allow Access during |
[[]Card User Defined Field 01 (Cards)

[[]Card User Defined Field 02 (Cards)

[[]Card User Defined Field 03 (Cards)

[[]Card User Defined Field 04 (Cards)

[[]Card User Defined Field 05 (Cards)

[[]Card User Defined Field 06 (Cards)

—~ [

< >

[m] Select All Reset

Cancel Apply

Figure 3-40

B. Inthe Card List, select to display the fields of Card Number, Card Code, User and Photo

by clicking one of the arrow buttons and deselect all other fields.

A\ i’ D

Alarm Log Patrol Log Gender

Birthday

o B

V| Photo
Fingerprint
GV-FR2020 Features

Address (Home)

) New «
Card Number
1 00005-55555
2 000-12345

=|)Card User Defined Flelds Setting
Card Code User Photo
HID32 Anderson

-~
-
Wiegand26 Alvin P-4

Card »

User +

Zip Code (Home)
Phone (Home)

Fax (Home)

Mobile (Home)

Web Page (Home)
E-Mail Agdress (Home)
Notes (Home)
Company

Hire Date

Figure 3-41
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2. Save the exported TXT file, exemplified below, under a specific folder.

File Edit Format View Help

"074-00084", "Tiegand26", "Kevin", "00015% Eevin.jpg"

"050-38724", "Tiegand26", "Lizber", "00018 Ligher.jpg"
"089-59300", "Tiegand26", "Johnny", "00020 Johnny.jipg"
"049-20068", "Tiegand26", "Talter", "00023_Walter.jpg"
"112-32068", "Tiegand26", "Invers", "00024 Invers.jpg"

Figure 3-42

3.  Copy the photos of the users to be enrolled from the GV-ASManager directory

(default:\ASManager\Photo) and save them under the same folder as the TXT file.
4. Once all the face images are saved within the same folder as the TXT file, right-click on the
device you want them to be batch enrolled into on Face Manager (Home | ©. > Toolbar _

> Configure #F > Face Manager) and click Batch import Faces Images + User Data to

locate and select the folder.

Face Manager »

o Name IP Enrolled Faces Note Host Type
ho 1 192.168. VV...
4 Camera 21684 Face Enrollment ‘n_G
=1 192.168.2 Reconnect Br

Batch import with Face Images
D | Batch import Face Images + User Data |
Figure 3-43
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3.7 Face Detection by Camera

Only available on GV-VMS V18.1 or later, specifically designed for Al-capable GV-IP cameras, the
Face Detection (FD) feature allows you to easily track, record and search for all of the face detection

events by these cameras, within the parameters set.

3.7.1 Configuring for Al-Capable GV-IP Cameras

1. Click Home | ©. > Toolbar .1 >Configure %F¥ > Video Process.

2. Inthe Setup dialog box, select IPCVA, select the camera(s) from which you want to track and

record face detection events and click Setting.

Setup e
Q Camera list Video Analysis
Camera1l IPCVA (Video Analy v
M camera2
[] Camera4
ClearAll
Figure 3-44

3. Select the desired camera from the drop-down list at the top and enable Face Detection.

IP Cam Video Analysis X

Camerall v

IP Cam video analysis
People Count

[Jintrusion >
[[JCross Line >
[[JLeave Area >
[CJEnterArea >
[JPeople Count >

Missing Object

Unattended Object

Loitering

Tampering Alarm
[AFace Detection >
[[] Crowd Detection >

Flame Detection
3rd Party Events
Setting

M Record
Video record frame Urgent Event v

Record Time 5 Sec

Live Draw Rect

Cancel

Figure 3-45
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4. Enable Live Draw Rect under Setting (Figure 3-45) to highlight detected faces upon face

detection.

5.  Click the arrow button next to Face Detection (Figure 3-45) and enable Blur to allow

GV-VMS to censor all faces tracked and recorded during face detection.

Face Detection o

[IBtur
Cancel

Figure 3-46

Note: GV-VD8700 and GV-FD8700-FR face recognition cameras do not support the Face Detection

function.

3.7.2 Face List — Live Face Detection

To view real-time face detection events tracked and recorded by GV-VMS, click Home | © s

Toolbar [.4| > Tools J > Face List. This window appears.

Wi Camera2l ¥ Camera21 ' Camera21 ¥ Camera2l

© 9/2/2019 13:35:19 © 9/2/2019 13:34:58 © 9/2/2019 13:34:22 © 9/2/2019 12:57:58

< >
Figure 3-47

Each face detection event is represented by a snapshot image, along with the camera channel and the
time in which the event occurred. Double-click on a snapshot to play back the video recording of that

particular face detection event.

Note: All face detection events are also recorded as unknown face recognition events on GV-VMS.
To search for face detection events, see Viewing and Searching for Face Recognition Events earlier

in this chapter.
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3.8 Privacy Mask Protection

The Privacy Mask can block out sensitive areas from view, covering the areas with black boxes in both
live view and recorded clips. This feature is ideal for locations with displays, keyboard sequences (e.g.

passwords), and for anywhere else you don’t want sensitive information visible.

You can also choose to retrieve the block-out areas during playback. The retrievable areas will be

protected by password.

Note: No motion will be detected in the areas set up with Privacy Mask. To have Privacy Mask and
motion detection functions together, you need to use built-in motion detection function of the camera
instead (Home > Toolbar > Configure > Video Process > IPCVA > Setting > Motion Detection), as well
as enabling motion detection on the camera.

3.8.1 Setting up a Privacy Mask

1. Click Home LS. > Toolbar |- > Configure £ > Video Process. The Setup dialog box

appears.

2. From the Video Analysis drop-down list, select Privacy Mask Setup, select the desired cameras,

and then click Setting. This dialog box appears.

Privacy Mask Setup

Camera11 v

Mask by Mosaic

(® Un-recoverable @

(O Recoverable @

Cancel

Figure 3-48

3. Select a camera from the drop-down list.
4. Optionally, select Mask by Mosaic to apply the mosaic privacy masks.
5. Select Un-recoverable and/or Recoverable.
B Un-recoverable: The block-out area(s) will not be retrievable in the recorded clips.

B Recoverable: The block-out area(s) will be retrievable with password protection.
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6. Drag on the area(s) where you want to block out on the image. You will be prompted to click Add
to save the setting. The Un-recoverable region is marked in black, while the recoverable region is
shown in red.

7. Click OK to apply the settings.

Note: Optionally create a schedule for Privacy Mask to be enabled only at the time periods specified.
For details, see Creating Schedules in Chapter 1.

3.8.2 Granting Access Privileges to Recoverable Areas

By default, only a Supervisor account is granted access to see the block-out areas on recorded videos.

To grant access rights to Power Users and Users, follow the steps below.

1. Click the login user button E8ii | on the main screen, select Password Setup > Local
Account Edit. The Local Account Edit dialog box appears.

2. Select one account, click the Privacy Mask tab, select Restore Recoverable Video and select

the camera to grant the privilege.

Local Account Edit (==l

Guest Disable Account Expire in (days]
User In: fdin
Powerllser

= Supervisor frmmes PO
it

Level : Supervisor

admin

] User cannot changs password
[ Foree passwerd change at next login

Disable accourt if user does not log in after (days
[ Export this 1D for IR Remots Control (GV-Keyboard)
[ Send password by E-mail [
[l Login this ID automatically (Single user mods)
[#IRestors Recoverabls Video |
Video | Camera Name
Camera2
Camerad

Remove [ VS [ Viewlog | Webcam | Fast Backup and Restors CnmmlCemarI Privacy Mask IOther

[ Allow remaving password system

Enable double password

7] Make 1D and passwords cass-sensitive

Figure 3-49

Note: If you open the event files (*.avi) directly from local disks, the valid ID and password are also
required to access the block-out areas. For details on retrieving the block-out areas in the exported
files, see Merging and Exporting Video in Chapter 4.
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3.9 Panorama View

A panorama view joins multiple camera images together and allows you to monitor a large area in one
view. The cameras selected for the panorama view will keep the recording in original format. Up to 4
sets of panorama views can be created. There are two ways to create a panorama view:

e  Stitch camera images together by overlapping and matching reference points

® Use the Easy Mode to place camera images next to each other with no overlapping

In Content List of Live view, select Panorama > Configure £} . The Panorama View Setup dialog
box appears.

Note: This function is not available for V18.3.2 or later.

3.9.1 The Main Window

2/ O?G &) o
7 Parforarpa View Jetup E=N B =X

) T

Fanaorama selection

| Easzy mode (Video source must be
the same resolution)

Panorama 1 -

Source

{CameraE -

® 06

e

[

3Selected Source

Figure 3-50

131



Q GeoUision:

The controls on the Panorama View Setup dialog box:

No. Name Description

1 Add Adds an image for automatic splicing.

2 Undo Cancels the settings.

3 Manual Setting Manually splices the images together.

4 Blending Makes the spliced images seamless.

5 Demo Displays the setup procedure.

6 Left / Right Place the selected image to the left or right of the previous image.

7 Top / Bottom Place the selected image on the top or bottom of the previous image.

8 Save Before Exit Saves the created panorama view and closes the dialog box.

9 Exit Closes the dialog box.

10  Preview Window Displays the selected source image or the spliced images.

11 Easy Mode Places camera views next to each other with no overlaps.

12 Panorama Selection Selects the panorama set for the images to be spliced together.
Clicks again to rename the panorama set.

13  Source Selects the source image to be spliced.

14  Selected Source Displays the selected image.

3.9.2 Stitching a Panorama View with Overlapping Areas

To stitch images from different cameras together, follow these steps:

1. Select one panorama set (No. 12, Figure 3-50) from the drop-down list. If you want to rename the

selected panorama set, type the name in the field.

2. Select one camera from the Source drop-down list and click Add. The image will be the reference

image on which other images will be sliced.
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3. Select another camera from the Source drop-down list (No. 13, Figure 3-50) and click Manual

Setting (No.3, Figure 3-50). This dialog box appears.

Panorama View Setup @

Source Reference

Camera § b Camera 4 x

Preview : Spread outthese 3 paints and avaid lining Cancel

them up straight.

Figure 3-51
4. From the Source drop-down list, select one camera as the Source image to be stitched with the
Reference image.
5. To stitch the two images together, click on a significant point in the Reference image and then look
for the same point in the Source image. A dialog box of point selection will prompt you to confirm.

You need to set up 3 points for stitching.

Note: For the best result, position the points in the overlapping areas on both images. Avoid placing
the points in a cluster or lining them up straight.

6. The resulting image is displayed in the Preview window. If satisfied with the result, click OK to exit
the setup dialog box. If not, re-enter the 3 points for stitching.

7. If you want to stitch a third image or more, click Manual Setting and repeat Steps 3 to 5 multiple
times.

8. When you finish stitching images, click the Save Before Exit button (No.6, Figure 3-50) to save

the created panorama view before exiting the Panorama View Setup dialog box.

Note: The resolution of the images to be stitched will be reduced to 320 x 240. A panorama view
has a resolution limit of 1920 x 1080. Once the limit is reached, you cannot stitch more images to
the created panorama view.
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9. This panorama view is saved to the Panorama category in the Content List.

® Content List

&

Figure 3-52

10. Drag the created panorama view to the live view grid for display.

3.9.3 Easy Mode with No Overlapping Areas

When you have multiple camera views covering areas right next to each other with no overlaps, the

Easy Mode allows you to simply place camera views together.

o2 o7 S0 S

Figure 3-53

1. Select Easy Mode (Video source must be of the same resolution) (No. 11, Figure 3-50).
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Use the Source drop-down list (No. 13, Figure 3-50) to select the first camera view to be placed

in the panorama and click the Add &/ button. The first camera view is added to the Preview

Window.
) Panorama View Setup [E
Ot iR EBrHEa
Panorama selection

Easy mode (Video source must be
the same resolution)

Panorama 1 v —

Source

Camera2 v

‘Selected Source

To add a second camera view, select the camera from the Source drop-down list.

Figure 3-54

=
To place the camera view on the left or right of the first camera view, click the ﬂ icon and
select to place the second view on the Left or Right of the first view.

0 Panorama View Setup

[E=NEol

Fancrama selection

the same resolution)

Fancrama 1

Source

Camera‘ -

Selected Source

ook ByvHEa

Easy mode (Video source must be

Figure 3-55
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+f

5.  To place the camera view above or below the first camera view, click the icon and select to

place the second view on the Top or Bottom of the first view.

6. Repeat the steps for any additional cameras.

Note: You will only be able to add additional cameras next to the last camera view added. For
example, when adding a third camera, you can only use the direction buttons S| ] in relation to
the second camera. You will not be able to go back and select the first camera.

[
7. When you finish stitching images, click the Save Before Exit button before exiting.

8.  This panorama view is saved to the Panorama category in the Content List (Figure 3-52).

9. Drag the created panorama view to the live view grid for display.

3.9.4 Accessing a Panorama View

Drag the configured panorama from the Content List (Figure 3-52) to the live view. The panorama view

is displayed on the main screen.

Panorama 1

Figure 3-56
Right-click the panorama view to have these options:
B Snapshot: Save the current panorama view as an image file.

B Zoom: Put the cursor on the live view and scroll your mouse to zoom the live view.
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3.10 Video Defogging

n Video Analysis

Smoky environments and bad weather, such as rain, snow or fog, all affect image quality and reduce

scene visibility. This feature helps to enhance image quality for live viewing.

Note:

1.

This function takes high CPU and memory usage. Make sure at least 1 GB of RAM is installed on

your system.

Defogging is not supported when Heat Map is enabled.

Click Home [2J > Toolbar " > Configure ® > Video Process. The Setup dialog box

appears.

From the Video Analysis drop-down list, select Defog, select the desired cameras, and click

Setting. This dialog box appears.

Camera2 - Demo |sample 1

Original

Refresh Rate

== Low|High == [

OK ][ Cancel ]

Figure 3-57

Use the drop-down list to select a camera.

When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate

by moving the slider bar to optimize system performance.

If you want to view the demonstration of this function, click the Demo button.
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Note:

1.

This function only applies to live view and does not affect the recorded video. To apply defogging
to recorded videos during playback, on ViewLog right-click the desired image > Effects >
Defog.

For better image quality, it is recommended to change the streaming to single stream before you
enable the video analysis effect. This effect does not support On Demand Display for automatic
adjustment of video resolution in single-channel division.

Optionally create a schedule for video defogging to be enabled only at the time periods specified.

For details, see Creating Schedules in Chapter 1.

3.11 Video Stabilization

Images from a shaky camera are jittery or blurry. This feature helps to reduce camera shake, leaving

you with clear and steady images.

Note:

1.

This function takes high CPU and memory usage. Make sure at least 1 GB of RAM is installed on

your system

Stabilization is not supported when Heat Map is enabled.

Click Home .2 > Toolbar s Configure ¥ > Video Process. The Setup dialog box
appears.
From the Video Analysis drop-down list, select Stabilizer, select the desired cameras, and click

Setting. This dialog box appears.

Video Stabilizer Setup @
]

Enhanced

|camerat

Refresh Rate @

<< Low| High »»

Figure 3-58
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3. Use the drop-down list to select one camera. The enhanced view is shown on the right.

4. When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate

by moving the slider to optimize system performance.

5. If you want to view the demonstration of this function, click the Demo button.

Note:

1. This function only applies to live view and does not affect the recorded video. To apply
stabilization to recorded videos during playback, on ViewLog, right-click the desired image >
Effects > Stabilizer.

2. For better image quality, it is recommended to change the streaming to single stream before you

enable video stabilization. This effect does not support On Demand Display for automatic

adjustment of video resolution in single-channel division.

3. Optionally create a schedule for stabilization to be enabled only at the time periods specified. For

details, see Creating Schedules in Chapter 1.

3.12 Wide Angle Lens Dewarping

Camera images can sometimes appear curved toward the edges of the view. This feature helps

correct distortion towards the edge of the camera view.

1. Click Home LS. > Toolbar = > Configure £ > Camera Install. The IP Device Setup dialog
box appears.

IP Device Setup

o v D Status | Server address | Port | Wideo Resalution Bitrate Brand Setting
1 @ 192.168.7.25 10000 1920X1080(H264) [ 448¥252(H264) 7646 f 158 kbps  GeoVision_GW-EXZ2200/Bx2300_Series
2 [ ] 102.168.0.64 10000 1280X1024(H264) 339 kbps GeoVision_GW-FE110_Series >4
(&)
Figure 3-59
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streaming to single stream before you enable wide angle lens dewarping. This effect does not

support On Demand Display for automatic adjustment of video resolution in single-channel

division.

2. Click Settings 74 . This dialog box appears.
’Setling sz
o |
¥ General Setting Zamera Jetking Zamera Lens
Camera Mame : | Cameral | ide Angle
| | wideno Attribute
| | Brightniess : i 50
| | Cortrast ;
| | Satuation J 50
Figure 3-60
3. Use the Camera Lens drop-down list to select Wide Angle
4. Click the button. This dialog box appears.
Wide Angle Dewarping Setting
. Criginal Imae Dewarped Image
Settings
Field of View Angle
J 240 degree I~ apply all ol
Figure 3-61

5. Move the slider to adjust the degree of warping. The adjusted view is shown on the right.

6. Click OK. The dewarping is immediately applied on the live view.

Note:

1. This function only applies to live view and does not affect the recorded video. To apply
stabilization to recorded videos during playback, on ViewLog, right-click the desire image >
Effects > Wide angle lens dewarping.

2. If dual-stream IP channels are applied, for better image quality, it is recommended to change the
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3.13 Crowd Detection

Crowd detection is used to generate an alert when a crowd of people gathers in a specified area and

exceeds the defined time threshold.

Note: Up to 16 cameras can be configured for this application.

1. Click Home [ .2J > Toolbar - > Configure ® > Video Process. The Setup dialog box
appears.

2. From the Video Analysis drop-down list, select Crowd Detection, select the desired cameras, and

then click Setting. This dialog box appears.

Crowd Detection

Camera Selection

Cameral v|

Definition

Alarm Region Eﬂm

Setting
Sensitivity 3
-

v

Ratio of Changes a0 %
-

v

Talerance Time of Alarm {zec.)

(=] 3

Alarm Option

Optian

[] 5kip instant light change

[invoke Alarm
(& Automatically disable alarm Sec.

OAutomatically disable alarm when the crowd [ Output Module

disperses
[ Mever Recycle @
[ Ok l ’ Cancel ]
Figure 3-62

3. Select a camera from the Camera Selection drop-down list.
4. By default the whole camera view is set to be the alarm region. Click the |Z| button to clear the

default setting. Click the IE button to freely draw the alarm region. To cancel the previously
drawn area, click the button.
5. To adjust the Crowd Detection sensitivity, move the Sensitivity slider. The higher the sensitivity

value, the more sensitive the system is to detecting crowds.
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10.
11.

To define the minimum ratio of change (in the alarm region) for the alarm to be activated, move the
Ratio of Changes slider to set a value. The smaller the ratio of changes, the more sensitive the
system is to the changes in the camera view.

To define the minimum time that a crowd needs to stay for the alarm to be activated. Use the

Tolerance Time of Alarm slider to specify a value or type a number in the blank.

Optionally configure the following settings:

B Automatically disable alarm: Triggered alarms are automatically disabled after the specified
time (seconds). The default setting is 30 seconds.

B Automatically disable alarm when the crowd disperses: Triggered alarms are
immediately disabled when no crowds are detected.

B Skip Instant Light Change: Ignores sudden illumination changes to minimize false alarms.
For example, light switches can cause illumination changes suddenly. With the option
selected, the system will ignore significant illumination changes without triggering the alarm
and continue monitoring. See the Note below for possible risk.

B Invoke Alarm: Enables the computer alarm when an assemblage is detected. Click the [...]
button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when a crowd is detected. Select this option and
use the drop-down list to assign an installed output module and a pin number.

B Never Recycle: Prevents the system from recycling the event files of crowd detection when
the recycle threshold is reached.

You can click Test to test your settings. When an assemblage is detected in the camera view, a

flashing box will appear on its location for warning. If an assemblage cannot be detected,

decrease Ratio of Changes to increase the system sensitivity for detection.

Click OK to apply the settings.

Start monitoring to run the application. The detected crowd is indicated on the live view with

blinking red and green boxes.

When a crowd of people gathers in the alarm region for the specified time, its location will be

highlighted on live view, the selected alarm or output will be activated, and the event will be recorded

as Crowd Detection in the System Log for later retrieval.
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Note:
1. For the Skip Instant Light Change option:

e When the option is selected, you may be subject to the risk that the system will not generate

an alert whenever the lens of the camera is covered by malice.
e This option is not recommended for infrared cameras.

2. Optionally create a schedule for crowd detection to be enabled only at the time periods specified.

For details, see Creating Schedules in Chapter 1.

To manually stop all triggered alerts, click the Tools button 7 onthe triggered channel, select
Reset Alert and select Crowd Detection.

B Reset Alert: Disables and resets the triggered alert. After the alert is reset if the crowd remains
gathering over the specified tolerance time, the system will still detect it as a crowd gathering and

keep generating alert.

3.14 Advanced Scene Change Detection

The Advanced Scene Change Detection detects any changes of scene, viewing angle or focus

clearness made by malice in both indoor and outdoor environments.

Note: Up to 16 cameras can be configured for this application.

1. Click Home 2. > Toolbar |- > Configure ®¥ > Video Process. The Setup dialog box
appears.
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2. From the Video Analysis drop-down list, select Advanced Scene Change Detection, select the

desired cameras, and then click Setting. This dialog box appears.

Advanced Scene Change Detection X

Camera Selection

Definition

Mask Region IE!!IE!K]

Setting
Sensitivity 3
Tolerance Time of Alarm (sec.)
N
Option
i

[] Automatically disable alarm 30 sec.

[C] Skip instant light change
Test

[

[Jinvoke Alarm
[] Output Module Mod. 1 Pin. 1

[ Never Recycle @

Figure 3-63

3. Select a camera from the Camera Selection drop-down list, and configure these settings:

B Mask Region: If necessary, mask off the area on the camera view where any scene change

will be ignored.

B Sensitivity: Adjusts detection sensitivity. The higher the value, the more sensitive the system

is for changes in the camera view.

B Tolerance Time of Alarm: Sets the duration of scene change before an alarm condition is

activated. Move the slider or type a value (in second) in the blank.

B Automatically Disable Alarm: Stops all types of triggered alerts, including sound alarm,
flashing boxes and output module after the specified duration. Disabling the alerts will not

disable alert settings and the detection in progress.

B Skip Instant Light Change: Ignores sudden illumination changes to minimize false alarms.
For example, light switches can cause illumination changes suddenly. With the option
selected, the system will ignore significant illumination changes without triggering the alarm

and continue monitoring. See the Note below for possible risk.

B Invoke Alarm: Enables the computer alarm when the scene change is detected. Click the [...]

button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when the scene change is detected. Select this

option and use the drop-down list to assign an installed output module and a pin number.
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B Never Recycle: Prevents the system from recycling the event files of scene change when the

recycle threshold is reached.
4. You can click Test to test your settings. If the scene change cannot be detected, increase
Sensitivity value to increase system sensitivity to changes in the camera view.
5. Click OK to apply the settings.

6. Start monitoring to run the application.

When a scene change is detected in the camera view for the specified time, its location will be
highlighted in live view, the selected alarm or output will be activated, and the event will be recorded as

Advanced Scene Change in the System Log for later retrieval.

Note:
1. For the Skip Instant Light Change option:

e When the option is selected, you may be subject to the risk that the system will not generate

an alert whenever the lens of the camera is covered by malice.
¢ This option is not recommended for infrared cameras.

2. To create schedules for Advanced Scene Change, see Creating Schedules, Chapter 1.

To manually stop all triggered alerts, click the Tools button £ onthe triggered channel, select
Reset Alert and select Advanced Scene Change Detection.

B Reset Alert: Disables and resets the triggered alert. After the alert is reset, if the scene change
remains over the specified tolerance time, the system will still detect it as a scene change and

keep generating alert.

3.15 Advanced Unattended Object Detection

The Advanced Unattended Object Detection can generate an alert when any unattended object stays

within the camera view. This function can be applied to both the indoor and outdoor environments.

Note: Up to 16 cameras can be configured for this application.

1. Click Home L. > Toolbar | > Configure £ > Video Process. The Setup dialog box

appears.
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2. From the Video Analysis drop-down list, select Advanced Unattended Object Detection, select

the desired cameras, and click Setting. This dialog box appears.

Advanced Unattended Object Detection

Camera Selection

§>Camera1 vj‘

Definition
() Mask Region
(O Unattended Object Size

Setting

Sensitivity 3

Tolerance Time of Alarm {(sec.)

— [ Test ]
El I—

Option

[} Automatically disable alarm [Jinvoke Alarm

|2 | sec [ Output Module
[[] Skip instant light change [[INever Recycle @
I 0K ] [ Cancel
o
Figure 3-64

3. Select a camera from the Camera Selection drop-down list.

4. |If necessary, use the Mask Region function to mask off the area on the camera view where

motion will be ignored.
5. Select Unattended Object Size, and click the Camera icon to pause live images.

6. Outline Min Object Size on the camera view, and select Max Object Size from the drop-down list

and outline the maximum object size on the camera view.

7. To adjust the detection sensitivity, move the Sensitivity slider. The higher the value, the more

sensitive the system is for changes in the camera view.

8. To adjust the minimum time required for the alarm to be activated, adjust the Tolerance Time of

Alarm slider or specify a value in the blank.
9. Optionally configure these settings:

B Automatically Disable Alarm: Stops all types of triggered alerts, including computer alarm,
flashing boxes and output module after the specified duration. Disabling the alerts will not

disable alert settings and the detection in progress.
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B Skip Instant Light Change: Ignores sudden illumination changes and avoids false alarms.
For example, light switches can cause illumination changes suddenly. With the option
selected, the system will ignore significant illumination changes without triggering the alarm
and continue monitoring. See the Note in Crowd Detection earlier in this chapter for possible

risk.

B Invoke Alarm: Enables the computer alarm when an unattended object is detected. Click the

[...] button next to the option to assign a .wav sound file.

B Output Module: Enables the output device when an unattended object is detected. Select

this option and use the drop-down list to assign an installed output module and a pin number.

B Never Recycle: With the option selected, the event files of unattended object detection will

not be recycled when the recycle threshold is reached.

10. You can click Test to test your settings. When an object is left unattended in the camera view, a
flashing box will appear on its location for warning. If the unattended object cannot be detected,

increase Sensitivity value to increase system sensitivity to changes in the camera view.
11. Click OK to apply the settings

12. Start monitoring to run the application. The detected crowd is indicated on the live view with

blinking red and green boxes.

When any unattended object is detected in the camera view for the specified time, its location will be
highlighted on live view, the selected alarm or output will be activated, and the event will be recorded

as Advanced Unattended Object Detection in the System Log for later retrieval.

To manually stop all triggered alerts, click the Tools button £ onthe triggered channel, select
Reset Alert and select Advanced Unattended Object Detection.

B Reset Alert: Disables and resets the triggered alert. After the alert is reset if the object remains
unattended over the specified tolerance time, the system will still detect it as an unattended

object and keep generating alert.

Note: Optionally create a schedule for Advanced Unattended Object Detection to be enabled only at

the time periods specified. For details, see Creating Schedules in Chapter 1.
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3.16 Advanced Missing Object Detection

The Advanced Missing Object Detection can generate an alert when any object disappears from the

camera view. This function can be applied to both indoor and outdoor environments.

Note: Up to 16 cameras can be configured for this application.

1. Click Home LS. > Toolbar |~ > Configure ® > Video Process. The Setup dialog box
appears.

2. From the Video Analysis drop-down list, select Advanced Missing Object Detection, select the

desired cameras, and then click Setting. This dialog box appears.

Advanced Missing Object Detection X
Camera Selection
BX2700-FD v
Definition
Define Object Eﬂm
Setting
Sensitivity 3
Tolerance Time of Alarm (sec.)
30

[ =
Option

[[] Automatically disable alarm [Jinvoke Alarm

30 sec [] Output Module Mod. 1 Pin 1
[[] Skip instant light change [INever Recycle @
Figure 3-65

3. Select a camera from the Camera Selection drop-down list.

4. Click the IE button to outline the regions on the objects you want to detect. To cancel a
previously drawn area, click the button and outline the area. To remove all previously drawn
areas, click the IE button.

5. To adjust detection sensitivity, move the Sensitivity slider. The higher the value, the more

sensitive the system is for changes in the camera view.

6. To change the minimum duration required for the alarm to be activated, move the Tolerance Time

of Alarm slider or specify a value (in seconds) in the blank.
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7. In the Options section, configure these settings:

B Automatically Disable Alarm: Stops all types of triggered alerts, including sound alarm,
flashing boxes and output module after the specified duration. Disabling the alerts will not

disable alert settings and the detection in progress.

B Skip Instant Light Change: Ignores sudden illumination changes to avoid false alarms. For
example, light switches can cause illumination changes suddenly. With the option selected,
the system will ignore significant illumination changes and continue monitoring. See the Note

in Crowd Detection earlier in this chapter.

B Invoke Alarm: Enables the computer alarm when an object is detected to be missing. Click

the [...] button next to the option to assign a .wav sound file.

B Output Module: Enables the output device when an object is detected to be missing. Select

this option and use the drop-down list to assign an installed output module and a pin number.

B Never Recycle: With the option selected, the event files of missing object detection will not

be recycled when the recycle threshold is reached.

8. You can click Test to test your settings. When the defined object is missing, a flashing box will
appear on its location for warning. If the missing object cannot be detected, increase Sensitivity

value to increase system sensitivity to changes in the camera view.
9. Click OK to apply the settings.

10. Start monitoring to run the application. The detected crowd is indicated on the live view with

blinking red and green boxes.

When any object, which you have outlined the regions for, disappears from the camera view for the
specified time, its location will be highlighted in live view, the selected alarm or output will be activated,
and the event will be recorded as Advanced Missing Object Detection in the System Log for later

retrieval.

To manually stop all triggered alerts, click the Tools button £ onthe triggered channel, select
Reset Alert and select Advanced Missing Object Detection.

B Reset Alert: Disables and resets the triggered alert. After the alert is reset if the object remains
missing over the specified tolerance time, the system will still detect it as a missing object and

keep generating alert.

Note: Optionally create a schedule for Advanced Missing Object Detection to be enabled only at the

time periods specified. For details, see Creating Schedules in Chapter 1.
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3.17 Text Overlay

You can align camera name, time stamp and triggered input name to different positions for each

channel.

1. Click Home LS. > Toolbar =~ > Configure # > Video Process. The Setup dialog box
appears.
2. From the Video Analysis drop-down list, select Text Overlay Setting, select the desired cameras,

and click Setting. This dialog box appears.

Text Overlay Setting HH
Camera3 -

{Pnnt on video file vI

[¥] Enable
Alignment

A
[

B El

Set Font Cancel

Figure 3-66
3. Select a camera from the drop-down list.
4. In the Options section, configure these settings:
B Print on video file: Displays camera ID, location name, date and time on recorded videos.

B Print on screen (Only for 10 alarm): Displays the name of triggered input device on the
camera screen. For this function to work, it is required to map a camera to an input device,

see Other I/0O Application Functions in Chapter 6.

B Embed Counting Results into Recorded Video: Displays counter results to recorded

videos. For details on establishing a counter alarm, see Object Counting later in this chapter.

B Print ASManager Text on Screen: Displays GV-ASManager data such as the license plate
number on the live view and recorded videos. For this function work, it is required to enable
the text overlay setting in GV-ASManager. See 5.6 Using Text Overlay, Chapter 5, in
GV-ASManager User’s Manual.

Note: Text overlay is not supported when standard format codec is enabled. To change this setting,

select Home | o) > Toolbar |- > Configure £} > Camera Install > Settings 7{ of the

camera > General Setting and locate the Recording codec format field.
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B Alignment: Select how you want the camera information to be aligned on a camera screen.

B Set Font: Click to configure the font, font size, font style and related settings.

3.18 Fisheye View

A fisheye camera allows you to cover all angles of a location with just one camera. The circular fisheye
view can be dewarped into the following four view modes, and you can drag PTZ views to different

angles.

Note: To use the fisheye dewarping function, the graphic card supporting DirectX 10.1 or above is

required.

s

Dual 180 degree: 2 180° views Single view: 1 PTZ view

Figure 3-67
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3.18.1 Setting up Fisheye View

1. To display the dewapred view, from the Content List, drag the fisheye camera (circular source

image) or one of the dewarpped views to the live view grid.

2. To change the dewarped settings, right-click the fisheye camera from the Content List > Fisheye

Settings. The Fisheye Setting window appears.

® Content List

B |ayout

™ Camera (9)

> cv-mFDI301

= ™ GV-FER5303

< Monitor

™ quad View

Talk Back Toggle

™ qQuad_Left-Top

Video Process

™ Quad_Right-To

Fisheye Settings

™ quad_Left-Bottu/

™ qQuad_Right-Bottom

Figure 3-68

3. Right-click on the Fisheye Settings window > Fisheye Option to access the following settings:

Camera Mode: You can choose among four view modes.

©®

O}

Quad view: Composed of four PTZ views.
360 degree: Composed of two PTZ views and one 360° panoramic view.
Dual 180 degree: Composed of two 180° views.

Single view: Composed of one PTZ view. This view mode supports the advanced
Picture-in-Picture (PIP) function, which allows you to have a close-up dewarped view

without missing the entire view of surveillance site.

Camera Position: Select Ceiling, Wall or Ground according to installation scenarios.

Adjust Auto Pan Speed At Top-Left Channel: Select low, medium, or high speed to

enable Auto Pan for the PTZ view at the rotation speed of your choice. This option is only

available in Quad view, 360 degree and Single view.

Zoom: Select Zoom In or Zoom Out and then click on the image.

Show Source Video At Top-Right Channel: Display the circular source image in the

top-right quadrant when Quad view is selected.
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m 360 Object Tracking: Only available in 360 degree view. Track and highlight detected

motion in live view. For details, see Object Tracking later in this chapter.

© Disable automatic zoom adjustment during 360 Object Tracking: Enabled by

default. When disabled, the zoom ratio will be kept at constant as configured.
m  Disable PIP: Disables the PIP function in Single View mode.

®m  Guard Tour Setting: Only available in Single View mode. Enable to set up a virtual PTZ
tour using the defined preset points on live view. For details, see Virtual PTZ Tour later in

this chapter.

m  Settings:
Settings @
Wall Mount 180 View:
[ wide view
Frame Rate Control =] 30 Apply Al
[ oK ][ Cancel
Figure 3-69

® Wide View: Increases the height of the 180 degree view when camera position is set

to wall mount.

Figure 3-70: Wide View Disabled Figure 3-71: Wide View Enabled

® Frame Rate Control: Limits the frame rate of the fisheye live view to a specified rate.

Select Apply All to apply the frame rate to all fisheye views.

4. Drag the dewarped fisheye views from the Content List to live view grids for display. You can drag

and drop PTZ view or 180 degree view to adjust the viewing angle.
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3.18.2 Setting up a Third-Party Fisheye Camera

You can also enable dewarping for 3 party fisheye cameras and access fisheye related functions.

1. Make sure you have connected the fisheye camera to GV-VMS. The camera should appear in the
Content List.

2. Select the camera lens type to dewarp the image.
A. Click Home 2] > Toolbar - > Configure ¥ > Camera Install. The IP Device Setup
dialog box appears. Then click the Settings button % of the desired camera-
B. Forthe camera installed with an ImmerVision IMV1 Panorama Lens, select IMV1
Panomorph using the Camera Lens drop-down list.

C. For other third-party fisheye cameras, select Fisheye using the Camera Lens drop-down
list.

et

| =] ccoseing I Video Setiing
) Audio Setting

¥ General Setting General Setting Camera Lens
CameraName :  Camera0

Fisheye

Video Attribute

Brightness: {1 50

Contrast: [} 0
.....
Saturation: {} 50
Stream Setting .
Sharpness :
Main stream - P I EY
Codec Selection :  [H2s4 - Gamma : { 50
PR Defait ==
Image Orientation
Quality / Bitrate
© Ver [ Normal ) ( Horizontal Mirror )
| uity: [God [ veirip ][ Rowem ]

© R
I 10240 Kbps

Resolution
© 43

Main stream : | 2560x1920 =

Video Lost / Connection Lost
[ Trigger output

[Mod. 1 ~] [pn.1 - ®

Figure 3-72

3. From the Content List, drag the fisheye camera (circular source image) or one of the dewarpped

fisheye images (e.g. Quad View) to the live view grid.

4. To access fisheye related functions, follow Step 2 to 4, Setting up Fisheye View earlier in this

chapter.
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5. To adjust the image alignment for optimal results, follow Steps 2 and 3, Setting up Fisheye View
earlier in this chapter and select Image Alignment. In the dialog box, align the dotted circle with

the outer edge of the camera image, and then align it with the inner edge of the image frame.

Image Alignment

Outer Edge
Inner Edge

Figure 3-73

Note:

1. For GV-Fisheye Cameras, the image alignment function is only available on its Web interface.

2. Regardless of the view mode selected here, the hemispherical fisheye source image will be
recorded. When playing back fisheye events in ViewLog, GV-VMS can convert the source image
to different view modes according to your preference. To play back the events in fisheye view
mode, select ViewLog =| >Toolbar |~ > Content List #8 and select a dewarped view of

the camera.

3.18.3 Object Tracking

You can set up object tracking in fisheye view to track a moving object. The function is only available
when the view mode is set to 360 degree. When motion is detected in the fisheye view, the top-right

channel will start tracking the moving object, which is highlighted in the 360-degree view at the bottom.
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Figure 3-74
1. Set the fisheye view to 360 degree by following Step 1 - 3 in 3.18.1 Setting up Fisheye View and

selecting Camera Mode > 360 degree.

2. On the Fisheye Settings window, right-click the fisheye view > Fisheye Option > 360 Object
Tracking > Advanced Settings. This dialog box appears.

Digital Object Tracking X

Definition

(® Mask Region Iz‘
O Object Size Min Object Size Be
Dwell Time Of Motion Ijl sec. _OK
‘ Schedule [V Disable automatic zoom adjustment during 360 Object Tracking @ m
ance
Figure 3-75

B Mask Region: Use the mouse to outline a mask region where motion is ignored.
B Object Size: Click the -@] button to pause the live view and then use the mouse to outline
the maximum and minimum size of the target object.

B Dwell Time of Motion: When the target object stops moving, the highlighted region and the
top-right channel will remain fixed for the number of seconds specified. Any new motion
detected during the dwell time is ignored to prevent the camera view from frequently jumping

from one region to another.
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B Schedule: Click Schedule to set up the times to start object tracking.

3. To enable object tracking, on the Fisheye Settings window, right-click the fisheye view > Fisheye

Option > 360 Object Tracking > Tracking.

3.18.4 Virtual PTZ Tour

You can set up a virtual PTZ tour to monitor important spots of your surveillance site. Before you start,

make sure your fisheye camera has been set to Single View mode.

1.  Set the fisheye view to Single view by following Step 1 - 3 in 3.718.1 Setting up Fisheye View and

selecting Camera Mode > Single view.

2. Right-click the fisheye camera on the Content List > Fisheye Settings. The Fisheye Settings

window appears.

3. Right-click the fisheye view on the window > Fisheye Option > Guard Tour Setting. The Guard

Tour Setting dialog box appears along with the Fisheye Settings window.

4.  On the Fisheye Settings window, move the live view to a desired starting point for the PTZ tour

by clicking on the inset window at the bottom right.
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5. Enable the settings, type a name for the current view and click Add. This view point (preset point)

appears under Preset ID.

Guard Tour Setting X

[~]Enable

Current Position

Name Home Add

Available Preset Setting

Preset ID Dwell Time
I Home w I | 10 | Sec.
Freview Apply Delete

Guard Tour List

Preset ID Dwell Time
Home 10
View Order
A Remove
W
Demo oK
Figure 3-77

6.  Specify the duration for the live view to stay on this preset point (dwell time). The default is 10

seconds.
7.  Optionally click Preview to see a preview of the preset point.
8.  Click Apply. This preset point is added to Guard Tour Setup.
9. To add more preset points, repeat the steps above.

10. To change the order of the preset points, use the View Order drop-down list to move a preset

point up or down the list.
11. Optionally, click Demo to watch a preview of the PTZ tour.

12. Select OK to start the PTZ tour. To stop the PTZ tour, disable the function on the Guard Tour
Setting.
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3.19 Video Analysis by Camera

You can choose to process video analysis on the camera instead of on the GV-VMS system.

Note:

1.
2.

You can only choose either the camera or the GV-VMS system to process video analysis.

The video analytics events, supported by GV-VMS, from the GV-BX2600 camera, include
Motion Detection, Intruder, People Count, Missing Object, Unattended Object, Loitering, and

Tampering Alarm functions.

The video analytics events, supported by GV-VMS, from the Bosch DINION IP 3000i IR
camera include Object in field, Crossing line, Leaving field, Entering field, Loitering, Condition
change, Following route, Tampering, Similarity search, Crowd detection, Counter, and

Occupancy.

The Al analytics-triggered events are only supported by Al-capable GV-IP cameras. See
Camera’s Al Events Supported by GV-VMS.

To receive video analytics events from cameras, enable Sync device time with PC in

advance; see 2.2.3 Configuring General Settings.

To access the feature, follow the steps:

1.
2.

Click Home | © > Toolbar .4 > Configure &¥ - Video Process.

In the Setup dialog box, select IPCVA, select the camera(s), and select Setting.
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3. Select which video analytics event to be processed by and from the camera. Select 3rd Party
Events to configure the 3 party Al-capable IP camera (Bosch DINION IP 3000i IR).

IP Cam Video Analysis X
Camerall
IP Cam video analysis
[Jintrusion >
[JCross Line >
[ Leave Area >
[A1Enter Area >
[4 People Count >
[[JFace Detection >
[[J Crowd Detection >
Setting
[[JRecord
[[JLive Draw Rect
Cancel
Figure 3-81

Note: Make sure related video analytics functions are also set up on the camera’s Web interface.

For the Al analytics triggered events:

4. Click the arrow

A

>

button (Figure 3-81) for the following configurations:

-

For Intrusion, Cross Line, Leave Area, and Enter Area: Click the arrow button to set

up the output alarm, computer alarm, e-mail or the duration of popup view upon Al events.

>

For People Count: Click the arrow button to set up the detection region and alarm reset

interval or time upon People Count events. Optionally, select Web-report > Setting to set up
the connection to GV-Web Report, allowing real-time data to be sent to GV-Web Report.

-

For Crowd Detection: Click the arrow button to set up the output alarm, computer

alarm, e-mail, object number threshold, alert interval, and the duration of popup view upon Al

events.
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D. For Flame Detection: Select the GV-TMEB5800 (Thermal) channel and click the arrow
button to configure the output alarm, computer alarm, e-mail or the duration popup view

when specified temperature set on the camera is met. To set up the alarm triggers for fire
point detection and temperature measurement events, see 7. Connecting to GV-VMS in
GV-TMEBS5800 Quick Start Guide for details.

>

E. For Face Detection: Click the arrow button, and select Blur to conceal all faces

detected and recorded.

Note: You can view the detected faces on Face List (Home > Toolbar > Tools) and search for the

events from Face Recognition (ViewLog > Toolbar > Tools).

To record the Al events, select Record.
Set Record Frame Rate to Urgent Event (e.g. full frame) or General Event (e.g. key frame), and
define the recording duration in seconds.

To display detection rectangles on the live view, select Live Draw Rect.

Setting
Record
Record Frame Rate Urgent Event i

Record Time : 10 Zar

E4] Live Draw Rect

Figure 3-82
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For the GV-3D People Counter function:

5. Click the arrow

button for further setup.

A. Type the IP address, ID and Password of GV-3D People Counter. Select Test to see if

GV-3D People Counter is properly connected. Select OK to establish connection.

Connect Setting

i

Camera2 :

IP
192.168.0.66

Port
80

D

adrmin

Password

[ Test ]

[

OK

] [ Cancel

Figure 3-85

B. On the live view of the camera, select Tools

—

#% > Monitor. You will see the number of

people going inside and out of the detection area of the camera on the top left corner of the

screen.

Figure 3-84

All video analysis events detected by the camera are recorded in the System Log. For example, if you
enable the GV-3D People Counter function on GV-BX2600, the following counting results of In and
Out appear. For details, see Viewing System Log in Chapter 1.

Monitor  System  Login

Counter  Merge Badwp Delete Notification [0

AL Counter  Playback

Start Time

End Time

6/15/2022 10:40:12  6/15/2022 10:50:01

b/15/2022 20:37:22 6/15/2022 20:38:34

In Out
155 271
23 12

Figure 3-85
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3.20 Heat Map

With the Heat Map feature, you can see the level of motion intensity in a region, which is represented
by different shades of colors. The visualized traffic data will inform you where people go through and

stay often. This feature is available in both live view and video playback.

Note: Stabilization and Defogging are not supported when Heat Map is enabled.

3.20.1 Enabling Heat Map

1. Click Home LS. > Toolbar |~ > Configure £ > Video Process. The Setup dialog box
appears.

2. From the Video Analysis drop-down list, select Heat Map, select the desired cameras, and click

Setting. The Heat Map Settings dialog box appears.

3. Select a camera from the Camera drop-down list.

Heat Map Settings ﬂ
Camera

Setting
[¥] Enable Blending
Color Scheme

© Full-spectral color

| =
Single hue progression
]
Dwell Time (Sec.)
0
Detect Region
[¥] Show Selected Regions Test Time Elapsed
[ [EH [ 00:00:00

Figure 3-86

4. If you want to enable heat map on the live view, select Enable Blending.

Note: If t Enable Blending is unselected, heat map will not be displayed on live view, but heat

map analysis can still be accessed through video playback.
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5.

To specify a certain area for Heat Map analysis, click the plus sign @ and draw an area on the
live view. To exclude a selected area from analysis, click the minus sign , draw and crop the

area. To clear the whole selected area, click the X sign .

Note: To draw a shape, click on the live view and draw a line, move the cursor to a different place

and click again. To complete the drawing, connect the end of two lines.

10.

You can select from two color modes:

| Full-spectral color: The redder the hue, the higher the motion intensity; the bluer the hue,

the less motion intensity.

B Single hue progression: The darker the hue, the higher the motion intensity; the lighter the

hue, the less motion intensity.

Figure 3-87: Full-spectral color mode Figure 3-88: Single hue progression mode

Type the number of seconds under Dwell Sec to determine the number of seconds a motion

remains at an area before the Heat Map analysis starts.

To preview the effects, click the Test button. To clear all the preview results, click the Reset button.

Time Elapsed shows how much time has passed since your testing has started.
Click OK and start monitoring.

To clear the heat map results on the live view, click the Tools button ;] on the channel window

with heat map analysis, click Reset Alert, and click Heat Map.

~/ Monitor

Add to Bookmark

Reset Alert > ’

Properties

Close

Figure 3-89
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3.20.2 Accessing the Heat Map in Recordings

You can freely define a period of time and apply the heat map analysis in recordings.

n Video Analysis

1. On the ViewLog player, right-click the desired image and select Heat Map. This dialogue box

appears.
Heat Map @

Heatmap Mode

@ Full-spectral color progression
| T

Single hue progression

|

Time Span Setup
Start Time :

11/12/2015 05:00
End Time :

11/13/20 09:0 M

S el 15:00 - 16:00 ]

Apply [ Reset ] [ Save
Figure 3-90

2. Select the color mode for the Heat Map analysis under Color Scheme.

3. Select the Start Time and End Time under Time Span Setup. You may move the slider under the

image to see the heat map analysis of each hour.
4. Click Apply to see the preview. To clear all the preview results, click the Reset button.

5. Click Save to save an image of the Heat Map analysis.

Note: The time interval for the Time Span Setup must be less than 24 hours.
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3.21 Event Alert through E-mail Notifications

You can receive e-mail notifications for specific types of alert events. See Setting up E-mail

Notifications in Chapter 1 to configure the e-mail server in advance.

@ | )
1. Click Home === > Toolbar Bf' > Configure & > Video Process.
2. Click the arrow button next to Send Event Alerts. This dialog box appears.

F 3
‘Setup | RS |
Ezh Camera list Video Analysis
[ camerat Object Index -
7] camera2 g‘
Alert Events Setu
ClearAll E-Mail Setting
e 7] Intruder
7| Crowd Detection
| Advanced Unattended ObjectD...
7| Advanced Scene Change Detect...
7| Advanced Missing Object Detect. ..
Face Count
Send EventAlerts m;’ .
:l Heat Map E By Hour
' 1n | 3
Max 16
Select 1 [ DK ] [ Cancel ]
L 3
Figure 3-91

3. Select event types for e-mail notifications.

4. Click OK.
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3.22 PTZ Object Tracking

By combining a PTZ and a stationary camera, you can automatically track and zoom on a single

moving object on live view. You can also use only one PTZ camera for object tracking.

3.22.1 Dual-Camera Tracking

To automatically track an object, you need one PTZ camera set for tracking and one stationary camera
set for a fixed view. Install the PTZ camera and the stationary camera in close proximity of each other

so the focus and the camera view of both resemble each other.

Note: The Dual-Camera Tracking function is only supported by GV-PTZ010D, GV-QSD5730-Indoor /
QSD5730-Outdoor / QSD5731-IR, GV-SD220 Series, GV-SD2722-IR / SD2723-IR / SD2733-IR /
SD2300/ SD2301 / SD2411 / SD4825-IR / SD4834-IR.

[ o |
1. Click Home 24 > Toolbar I > Configure LN Object Tracking Setup. The Object
Tracking Config dialog box appears.
2. Select a PTZ Camera from the left drop-down list and a Fixed Camera from the right drop-down
list.

3. Select Enable Tracking and start the settings.

Object Tracking Config

Object Tracking | Advance Single Camera Tracking|

Selection Live tuning

Track Time(sec)
| b 10 @
Tilt 0 <l Idle Mode
Zoom [1] <= » Presetl | -

Sensitivity 3 {5, Idle Time(sec)

5
Define Detect Region v @
Enable Mask

The priority of Object Tracking is higher than Advance Single Camera Tracking when both functions are enabled simultaneously.

( oK ] [ cancel

Figure 3-92
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4. Use the Pan, Tilt and Zoom sliders to adjust the current PTZ camera view.
5. Specify Tracking Duration in seconds for every tracking movement.
Specify Idle Mode and Idle Time. When the PTZ camera remains stationary for a specified time,
the camera can automatically move to a Home position, a Preset Point, or start an Auto setting.
7. Select Define Detection Region from the drop-down menu. Outline an area on the right (Fixed

Camera) image. You are prompted to confirm Detect Region.

Detect Region

Delete Detect Region

Hlection
ack Time(sec) Cancel

10

Figure 3-93
8. Select Define Object Size from the drop-down menu. Outline the max and min object sizes for
tracking targets separately on the right (Fixed Camera) image. Every time when finishing the

outlining, you will be prompted to confirm Maximum Object Size or Minimum Object Size.

. Maximum Object Size
election
rack Time(sec)
10 Minimum Object Size
lle Mode
. Cancel
fle Timelser)

Figure 3-94
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9. Click Test and move an object through the camera view to see if its movement is tracked or not.
There are two major settings you have to observe in the test. 1) Tracking: Observe if the target
shown in the defined detection region is being tracked with a highlighted mask, and magnified
automatically in the left (PTZ) image. If not, increase the sensitivity degree. 2) Zooming: Observe
if the target is magnified in the left (PTZ) image clearly. If not, use the Live Tuning buttons to
adjust the level of zooming.

10. Click OK to apply the settings.

11. To start object tracking, click Toolbar % , select Tools [ and select Object Tracking Start.

Tip: You can interrupt the PTZ tracking and take over the camera control by using PTZ Control
Panel, PC’s keyboard and GV accessories such as GV-Keyboard, GV-IR Remote Control, and
GV-Joystick. When the controlling device or panel is inactive for over 5 seconds, the PTZ camera will

go back for tracking.

Note: When multiple objects are moving at the same time, the camera will track the object with the

largest area.

3.22.2 Single Camera Tracking

The Advanced Single Camera Tracking can track a moving object using only one PTZ camera. When
an object moves within the view of camera, the PTZ camera will follow its movement. When the object

is out of view, the PTZ camera can be set to return to a designated position.

Note:

1.  The Single Camera Tracking function is only supported by GV-PTZ010D, GV-SD200,
GV-SD220 Series, GV-SD2723-IR / SD2733-IR / SD2300 / SD2301 / SD2411.

2. For GV-SD2722-IR / SD3732-IR, a similar tracking function can be accessed through the PTZ

Control Panel. See Accessing PTZ Control Panel and Auto Functions, in Chapter 1.
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1.

Click Home 24 > Toolbar - > Configure LS Object Tracking Setup > Advanced
Single Camera Tracking tab. This dialog box appears.

Object Tracking | Advance Single Camera Tracking \

Setup Idle Mode

[V]Enable Tracking [Presel vHPresetZ _|= ﬁtp

PT Speed 2 L Idle Time(sec)

Sensitivity 5 " 5

[¥] Support Zoom Function @

Normal i
Enable Mask
The priority of Object Tracking is higher than Advance Single Camera Tracking when both functions are enabled simultaneously.
( oK ] [ cance |
Figure 3-95

Select the camera from the PTZ Selection drop-down list.
Select Enable Tracking to start the following settings.

Select Support Zoom Function to be able to zoom in and out. Select Normal and the camera will
zoom in once on the moving object. Select Deep Zooming and the camera will zoom in three

times on the moving object.

Click the button to adjust the direction and zoom level of the camera.

To set the camera to return to its home position or a preset position when no motion is detected for
a certain time period, specify Idle Mode and Idle Time in seconds. Click the [&] button to
preview the designated position. Note that your camera will need to support home position and

preset position.

To outline an area where motion will be ignored, draw an area on the camera view and select Set
Mask on the dialog box that pops up. To remove the mask, draw an area bigger than the mask,

and click Remove Mask.

Click Test and move an object through the camera view to see if its movement is tracked or not. If
not, move the Sensitivity slider to increase the sensitivity of motion detection. If the tracking
speed is not fast enough, move the PTZ Speed slider to adjust the speed of PTZ movement. If you

have set up a mask, you can select Enable Mask to display the masked area during the test.
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9. Click OK to apply the settings.

10. To start object tracking, click Toolbar > Tools a - Object Tracking Start.

Tip: You can interrupt the PTZ camera tracking and take over the camera control by using PTZ
Control Panel, PC’s keyboard and GV accessories such as GV-Keyboard, GV-IR Remote Control,
and GV-Joystick. When the controlling device or panel is inactive for over 5 seconds, the PTZ

camera will go back for tracking.

Note: When multiple objects are moving at the same time, the camera will track the object with the

largest area.

3.23 Panoramic PTZ Object Tracking

With a single GV-Panoramic PTZ Camera (GV-PPTZ) or a pair of GV-Speed Dome Camera and
GV-Fisheye Camera, you can track moving objects on live view. The fisheye camera allows you to
monitor all angles of a location, while the speed dome can instantly point toward an area with just one
click on the fisheye live view. In addition to that, you can also set up object tracking on fisheye live view
to track a moving object automatically. When motion is detected in the fisheye, the speed dome will

start tracking the moving object in the 360 degree view, and the moving object will be highlighted.
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To use a pair of GV-Speed Dome Camera and GV-Fisheye Camera for the object tracking, it is
required to pair up the speed dome and fisheye camera first. Right-click on either camera on the IP
Device Setup page, click Select PPTZ Camera, and then click the camera you are pairing to. The

speed dome will be grouped under the fisheye camera in the Content List.

=¥ IP Device Setup
o i} Status  Server address Port Video Resolution Bitrate Brand
Remote camera setting
@ 192.168.6.32 80 s GeoVision_GV-0505731-IR
I Select PPTZ Camera I ¥ MNone
x| [ Cameraz(cH 2) |
| kJ

= ,?!r Cameral-Fisheye
M 360 View

™ PP View

™ camera2-Speed Dome

Figure 3-96

Note:

1. To use a pair of GV-Speed Dome Camera and GV-Fisheye Camera for object tracking, install
the cameras in proximity of each other so the focus and the camera view of both resemble each
other.

2. The function is supported by GeoVision speed domes and fisheye cameras only. Refer to our

website for supported models: speed domes and fisheye cameras.

3.23.1 Accessing the Live View

To access the live view of GV-Panoramic PTZ Camera, drag both the fisheye camera channel and
speed dome channel in the Content List to the live view grid. Click on the fisheye live view, and the

camera will turn toward the selected location.

Figure 3-97
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3.23.2 Automatic Object Tracking

The PPTZ Automatic Object Tracking function only works in a 3-division live view. Follow the steps to

create the 3-division live view and to enable the PPTZ Object Tracking in the 360 View.

Figure 3-98

1. Click Home, select Toolbar, and select Content List.

2. Under Layout, click Add @, and select Add Layout.

B Layout o

O W i
. Add Layout

Add Group

[E] Scan Window
BE Default Layout
B Default

B8 3-Division GV-PPTZ7300

Figure 3-99

173



Q GeoUision:

3. Type the name of the layout under Name, select Customize, and click OK.

Name

3-Division GV-PPTZ73200

Layout Setup

e = B

@ Customize...

Figure 3-100

7Y

4. Click Reset ="/ to create a 2 x 2 live view grid, and click OK.

BB

Figure 3-101

[
, and click OK to merge the grids.

5. Select the 2 grids at the bottom, click Merge

=

Meige

=

Figure 3-102
6. When the message “Do you want to assign the cameras to this layout automatically” appears, click

No to assign the camera channels manually instead.
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7. Drag 360 View, SD View, FE View (for GV-PPPZ camera) or 360 View, PIP View, Speed Dome
camera (for the paired fisheye and speed dome cameras) to the live view grid.

B Layout v

N E-Map v

P Camera (1) ~

O

B,%Carmmﬁ

™ 360 View

I FE view

5D view

Figure 3-103

After creating the 3-division live view, go through the steps below to enable the object tracking options.

8. On the Content List, right-click the GV-PPTZ camera or the paired fisheye camera, and select
PPTZ Setup. The Fisheye Settings dialog box appears.

> Camera (1) ~

o o

Manitor

b

Talk Back Toggle
bl

video Process

P pPTZ Setup

Figure 3-104

9. Right-click on the Fisheye Settings dialog box, and select Fisheye Option > Camera Mode > 360
View.

Fisheye Settings

PPTZ Alignment

Camera Mode
Camera Position
360 Object Tracking

Figure 3-105
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10. Select 360 Object Tracking > Advanced Settings to customize the object tracking. For details,
see Step 4 in Object Tracking, Fisheye View earlier in this chapter.
11. Select 360 Object Tracking > Tracking to enable the object tracking.

Fisheye Settings X

PPTZ Alignment

Camera Mode

Camera Position

360 Object Tracking Tracking
3 " Advanced Settings

Figure 3-106
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3.24 Specifications

3.24.1 Features and Notes

Feature Notes
e 1 GB of RAM required at minimum
Panorama View ® 4 sets of panorama view for live view
monitoring
e 35 MB of RAM required per channel at
Defogging minimum
e Maximum of 64 channels
e 34 MB of RAM required per channel at
Stabilizer minimum
e Maximum of 4 channels
Crowd Detection e Maximum of 16 channels
Advanced Scene Change Detection /
Advanced Unattended Object Detection / e Maximum of 16 channels
Advanced Missing Object Detection
e 7 fpsand 6 MB of RAM required per channel at
Object Counting minimum
e Maximum of 32 channels
e 31 MB of RAM required per channel at
minimum
Privacy Mask e Maximum of 250 detection boxes
e The overall size of detection boxes cannot
exceed 102400 bytes.
Face Count e Maximum of 16 channels
. . . e 7 fpsand 16 MB of RAM required per channel
Object Index / Object Monitor / Face .
Detection at m.|n|mum
e Maximum of 16 channels
Object Counting Yellow
Intrusion Alarm Red
. Object Index Blue
Detection
Box Color Face Count Green
Crowd Detection Blinking red and green
Advanced Missing Object Blinking red and green
Advanced Unattended Object | Blinking red and green

Specifications are subject to change without notice.
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Note: To use two or more of the following functions simultaneously, at least 2 GB of RAM is required:
Advanced Video Analysis, Video Analysis, IP Camera and Pre-Record by Memory.

3.24.2 Camera’s Al Events Supported by GV-VMS

For details, see the table.

178


https://dlcdn.geovision.com.tw/Manual/VMS/EN/Camera_AI_Events_Supported_by_GV-VMSV18.pdf

Chapter 4

Video Playback.......ccceecmmmsnmmssnnnsnsnnnnnas 180

4.1

4.2
4.3

4.4

4.5

4.6

Playing back on ViewLog................cooiiiiiiiiie e 181
411 ViewLog WINdOW..............cooiiiiiiii e 182
4.1.2 ViewlLog Control Panel ... 183
4.1.3 Adjusting the Camera VIeW..................coci i 186
4.1.4 Bookmarking Video Events in ViewLog...................ccccooviiiiini 187
4.1.5 Merging and Exporting Video ...................cccoii i 188
4.1.6 Saving, Printing & Copying Images ..................ccccoiiiiiiiiiie e 193
4.1.7 Adjusting Distorted Views ...................ccc oo 194
Object Search....................oo o 195
Advanced Log BroWSer ................coooiiiiiiiiii i 197
4.3.1 Filter Settings ... 198
Remote ViewlLog Service ..., 199
4.4.1 Retrieving Recorded Videos from GV-VMS ... 199
4.4.2 Retrieving Images of Object Index ... 200
4.4.3 Recording BacKup ..............ccoooiiiiiiiii e 200
4.4.4 Exporting and Importing Host List ... 201
4.4.5 Displaying Sub Stream ... 201
SINGIe PIaYer ... 202
4.5.1 The Single Player Window ................ccociiiiiii e 202
Specifications....................... 203

179



Video Playback

Recorded videos can be played back using the following various software applications offered by

GV-VMS. Below summarizes their main characteristic to help you decide which application to use

under a given situation.

Application Description
A full-function player to play back video, search for a video event,
ViewLog merge and export video and more. See Playing Back on ViewLog in

this chapter.

Object Search

A more convenient tool to search video files recorded on motion or

alarm. See Object Search in this chapter.

Remote ViewLog Service

A program to retrieve files from remote GV-VMS and it supports most
functions provided by the ViewLog player. See Remote ViewLog

Service in this chapter.

WebCam Server

A server that remotely accesses live view and play back recordings on
your Web browser without installing additional software. See Remote

Viewing in Chapter 7.

Single Player

A player that plays back the backup recorded files with simple and

easy playback functions. See Single Player in this chapter.
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4.1 Playing back on ViewlLog

The ViewlLog is a video player that plays back recorded videos without affecting the recording in

process. To launch the ViewLog:

1. Select ViewLog > Toolbar |~ > Content List BE . The Content List appears.
2. SelectAdd €@ > Import from Live to import current live views to the playback screen. For
details on configuring the ViewLog layout, follow Step 2 to 5 of Arranging Live View Layouts in

Chapter 1.

B Content List

Add Layout

Add Group

Figure 4-1
3. Optionally drag and drop more cameras from the Content List to the playback screen.

4. On the timeline, click the arrows or click on the date to select a date from a popup calendar.

Camera Date Viewer X

4 O 7282015 » J00 < October, 2014 3
Camera3 sun Mon Tue Wed Thu Fri Sat
All Cameras on Layout 1 2 3 4
‘2:54:1r @ Li_i;'l 5 6 7 8 g9 10 11
1iz) 20 21 22 23 24 25
26 27 28 29 30 31
Figure 4-2

5. Click Play m to start playing back. For details, see ViewLog Control Panel later in this chapter.
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4.1.1 ViewlLog Window

0:20:13.192

13:46:23.000

2

M
V.

V25417 RO A o B
Figure 4-3

No. Name Description

1 Camera Name Indicates the camera name.

2 Camera View Displays the playback video.
Accesses the player’s various settings. From Setup (Toolbar >
Configure), you can enable/disable text overlay, object detection

3 Toolbar rectangles and display sub stream in priority during playback, as well
as configuring the size of the Preview window (see ViewLog Control
Panel later in this chapter).

4 Recorded Time Indicates the time of recording.

c Recording Timeline IndicaFes the recording date and r_efle«.:ts video recordings.
See ViewLog Control Panel later in this chapter.
Contains typical playback control buttons. See ViewLog Control

6 Playback Panel o
Panel later in this chapter.

7 Display All Database Displays the recording timelines of all camera channels.
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o i Select from the pop-up window to display different event types with
8 Timeline Filter ) o
different colors on the timeline.

Displays the background repair progress. See 5.4 Repairing

9 Repair Database ] ]
Damaged File Paths for details.

4.1.2 ViewlLog Control Panel

Preview Window
Move the cursor on the timeline to see a preview of recording. Click on the timeline to pause all

2
channels at the selected time. To change the size of the preview, click Toolbar s - Configure >

Setup.
Preview Window
Motion Event
1/0 Event
Never Recycle Event
Al Event
< 0 122412015 *» 10
Camera8
All Cameras on Layout . .
06:25:50 W@ e = N -—- B T ——— B 8 @& x1 ©
Cursor Position
Figure 4-4
Timeline
Calendar
Focused Camera Al Event Recording
Motion Recordi
All Cameras on Layout .
lAud|o Record
< 0O 1272422095 * 10

Camera8
All Cameras on Layout

06:25:50 W @ o ) = T L =

B _~] e x1 ol

>
>

Playback Time Play Mode Playback Scroll
A to B Mode Playback Speed

Previous Frame Audio
Rewind| Next Frame

Play / Pause
Figure 4-5

Colors in the timeline:

® Red: Motion /10 event recordings
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Blue: Round-the-clock / Audio recordings

Turquoise: Al event / PVD Motion event recordings

Yellow: Recordings retrieved from the SD cards of cameras when reconnecting after a
temporary disconnection

® Green: Never Recycle recordings

Note:
1. Round-the-Clock events are shown as blue, except the following conditions:
- If Register Motion Event or Intrusion is enabled, the timeline interval of the triggered
event becomes red.
- If Webcam Service is enabled, the timeline interval becomes red when users log onto
GV-VMS remotely (such as using mobile applications).
- If Control Center Service is enabled, the timeline interval becomes red when the
connected GV-Software receives events from GV-VMS.
2. When several events occur concurrently, the timeline colors will overlap with one another based
on the following sequence: Al events > Urgent (Motion / 10) > Never Recycle > Recordings

retrieved from the SD cards of cameras.

Tip:
1. Right-click and drag on the timeline to have a quick access to various functions.

2. Click Display All Database = to access the timelines of all camera channels.

Backup
Delete
Save as Avi

Ohbject Search

Mark Never Recycle >

16 17
[ 1 UnhMark Never Recycle 3
I I T

[¥]
L]
=]
w

a[1]m

Figure 4-6

Playback Mode Option

By default, the ViewLog is set to play back video in the Real Time mode. To change playback modes,
click on the ViewLog Control Panel.
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B Frame by Frame (without audio): Plays back video frame by frame without audio; however,

playback can be delayed depending on the bandwidth and computer performance.

B Real Time: Plays back video on real time. Despite saving rendering time, this method drops

frames.

A to B Playback Mode

When playing back videos, you can set a start frame and an end frame for auto-playing:

1. To set the start frame, click ﬂ and double-click a time on the timeline.

2. To set the end frame, click E and double-click a time on the timeline.

3. The start time and end time are displayed besides A and B as illustrated below.

1221:52 14:12:19 [ ar"

Figure 4-7
4. Click E to play back from frame A to B repeatedly.

5. To cancel this playback mode, click [

Changing the Displayed Date on the Recording Timeline

You can directly drag the timeline to search and view recordings of a previous or next day with

recorded events.

1. Scroll the mouse wheel forth to enlarge the timeline. The default display of the timeline is 24 hours.

2. Click and drag the timeline back and forth. The timeline jumps between the recording days.

Date Search

Default
Timeline

Layou

23:54:27

Enlarged
Timeline

235427 O OO O v

Figure 4-8

185



Q GeoUision:

4.1.3 Adjusting the Camera View

To adjust the image quality for the recorded videos, right-click on the camera view or click Tools
to access these settings:

Add to Bookmark

Object Search

Heat Map
Print

Effects

Property

Close

Figure 4-9
B Object Search: See Object Search later in this chapter.
B Heat Map: See Accessing the Heat Map in Recordings, in Chapter 3.
B Effects: Click to apply image effects.

©® To take a snapshot of the current playback image, select Copy and then open a WORD or

Paint file to paste and save the image.

® To undo the last enabled effect, click Undo To Prev Action. To restore to its original video

settings, click Undo All Effects.
B Property:
©® Show Caption: Enabled by default. Shows the camera name.

® Keep Image Ratio: Change the camera view to its original ratio.
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4.1.4 Bookmarking Video Events in ViewlLog

You can bookmark desired recordings on the ViewLog player.

1. Right-click a camera view and select Add to Bookmark.

Y

> Tools [0 >Bookmark. Double-click any
bookmark to move to the corresponding position on the timeline with Playback Scroll.

2. To access all the bookmarks, click Toolbar

W Book-Mark ==l
Camera All =
[ List Mode |

GV-UBX3301

GV-UBL2411

4/15/2015416:48:59
GVHUBX3301 : Boor foresd
OHET 2

Playback Scroll

Figure 4-10

3.  You can select List Mode to present all the bookmarks in a list.

Note: The bookmarked video events will be marked as Never Recycle in the ViewLog.
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4.1.5 Merging and Exporting Video

You can merge several videos into a single AVI or EXE file and export it to the local computer.

Note: The maximum size of the exported file is 2 GB. Any file exceeding 2 GB will be split into

another file. A maximum of 16 channels are supported for merging and exporting multiple videos.

1. Click ViewlLog "=l > Toolbar o2 IS Tools D > Save as Avi. This dialog box appears.

B Save Avi File

Start Time: End Time (24H):
[018 1131 [ |oe:2638 [ 2018/ 131 [~ |[18:1236 [

Timeline —[ 06:26:36 g 18:12:36

Start — %

Export with New Privacy
Mask Region(s)
-Unrecoverable

Export with New Priv
Mask Region(s) ——
-Recoverable

Video Effect and
Camera Setting

Setting — ’( %

Figure 4-11

2. Click Video Effect and Camera Setting to select the camera channel(s) you wish to export.

3. Drag the timeline to define a starting and ending time of the video(s) to be exported.
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4. To configure the saving path and format of the exported video, click Setting 7 This dialog box

appears.

Set Locafion

CWsers\Publiclideos\File20200109000000000.avi

General Setting

B %

Standard Merge Direct Merge (Higher Speed)

& compactMode  ?

Audio Export : v

Date [ Time v
Export Resolution: 7 hd
|

] UseAES Encryption

] saveasExe 7

] Add Copyright Text

Codec Seleclion
Codec: 7 H264 v

Figure 4-12

[Set Location] Click [...] to assign a saving path.

[General Setting]

B Standard Merge: Save a full-length video, containing the images of a single camera or
multiple cameras within the ViewLog, with recorded and non-recorded periods. A blank blue
screen will be displayed during the non-recorded periods. By default, Compact Mode is
selected to merge only the periods with recorded images.

B Direct Merge (Higher Speed): Only available when exporting the videos of one channel. It
speeds up the video merging process and saves the video files in the codec in which it was
originally recorded. By default, Compact Mode is selected to save compact video files by

only exporting the key frames.

Note: When using Direct Merge (Higher Speed), the conversion time is significantly reduced,
but you will not be able to customize the following settings: codec selection, privacy mask

recoverability and digital watermark.
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Audio Export: Select Denoise to remove audio noises from the video, or select Channel
for audio exporting.

Date / Time: Select whether to show date and / or time stamps. You can also select the
stamp position, font type and size and text color on the images.

Export Resolution: Select a resolution for the exported video.

Watermark: Only available when the watermark is applied to the recorded video. Select to
include the watermark in the exported video.

Use AES Encryption: Select and type a 16-digit Secret Key, containing only letters and
numbers, to add additional security protection for the exported video.

Save as Exe: Select to save files in EXE format to auto-play the files with any third-party
player. Enable this feature to play back video at the computer without installing GeoVision
codec.

Add Copyright Text: Only available on GV-VMS V18.1 or later, select to stamp
user-defined copyright texts to the recording being exported.

®  Set Font: Click to set the font type and size as well as the position of the copyright

text on the recording image.

[Codec Selection]

Geo H264: A codec created by GeoVision which provides better image quality, higher
frame rates and smaller file size than other standard codecs. When selected, the GeoVision
codec must be installed on the computer playing the exported video. Otherwise export the
files in EXE format to play the video at any computer.

WMV9, H.264 or MPEG4: The standard codec allows users to play the video with Windows
Media Player or other third-party video players without using GeoVision codec. When

selected, the Privacy Mask you created in Save as AVI will be disabled.

5. Click the Start icon % to start exporting.

Note: Audio is not supported for videos exported in MPEG4 codec.
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To optionally include other features in the exported video, refer to the following:

Configuring Privacy Mask

Video Playback

To configure the Privacy Mask settings for the exported files, click Setting X and change the Codec

to Geo H264 first.

Save AviFile
@ 130000 3 (&) 235959 21| (a4n)

00:00:00

) 2359559

Figure 4-13

u Unrecoverable privacy mask: The block-out area(s) marked in black will not be

retrievable in the exported files.

u Recoverable privacy mask: The block-out area(s) marked in red can be retrievable
with the administrator’s ID and password.

To set up the block-out area(s), click and drag on the image and select Add or Delete.

Combining Special Effects

To combine special effects to the exported video, click the Video Effect + Camera Setting icon s

and select the desired effects for each of the cameras selected.

Camera Setting

‘ Camera name | Defog | Stabilizer [[] ‘ Password
Cameral ] O e pesusery
Camera2 [ O
GV-BX5300 | O

[ De-Interlace

Overlay's camera name and time

Overlay's POS
Figure 4-14
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Retaining Recoverable Block-out Areas

For recorded videos with Privacy Mask settings, by default, you can see the recoverable block-out
area created in Main System when logging in with the administrator account. To retain the block-out
area before exporting recorded videos, type a random ID and password in the fields or leave the fields

blank. For details, see Privacy Mask Protection in Chapter 3.

Camera Setting X
Camera name Defog Stabilizer (] D Password [{3
Cameral l:‘ l:‘ aaaaaaaaaaaaaa
Camera2 O 0O | e
GV-BX5300 O] N — S

De-Interlace
Overlay's camera name and time

Overlay's POS

Figure 4-15

Note: Only the administrator can set up the ID and password to retrieve or retain the recoverable
block-out area(s). To grant access right to Power Users and Users, see Granting Access Privileges to

Recoverable Areas in Chapter 3.
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4.1.6 Saving, Printing & Copying Images

Video Playback

You can take a shapshot and save, print or copy the current camera view as an image while the

recorded video is being played back.

Quick Menu X

n Save Image
\i} Text Stamp and Position ‘
[MHost name

@1 [ cameraname

MiDate
=) MTime
[L‘k: M ransparent e
S [Jwatermark
&+
!Q Position
o o[
o ofd

[

Figure 4-16

1. Click from a camera channel on the ViewLog. The Snapshot Quick Menu appears.

B . = . .
2. Select the Save Image <, Print @1 or Copy Image = tab, to respectively save, print or

copy the snapshot captured.

[Stamp Text on the Image] Select to add text(s) to the image. Selecting Transparent Text will

create the stamps in transparent text.

[Position] Select a desired position, upper-left, upper-right, bottom-left or bottom-right, where the

texts will be added to the image saved.

[Set Font] Click to adjust the font style and/or size of the texts to be added.

3. Click ¥ .

A. For saving image, type a desired name, select a file format, assign the location to save the

image file and click Save.

B. For printing, optionally add a template or change the size of the image and its position on the

page.
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4.1.7 Adjusting Distorted Views

When viewing videos on the ViewLog player, images may be curved near the corners. Correct this

distortion using the Wide Angle Lens Dewarping feature.

1. Click ViewLog '=| > Toolbar -+ > Configure %% > Effect > Wide Angle Lens Dewarping.

2. Select the cameras to apply Wide Angle Lens Dewarping.
3. To adjust the degree of adjustment, click the &3} button. This dialog box appears.

Wide Angle Dewarping Setting

Original Image

Settings
Field of View Angle
D 84 degree

[ OK ] [ Cancel

Figure 4-17
4. Move the slider to adjust the degree of warping. The adjusted view is shown on the right.
5. Select Apply All to apply the setting to all the cameras selected.

6. Click OK. The cameras are immediately dewarped.
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4.2 Object Search

Object Search allows you to define the regions of interest on recorded videos to search for missing
objects, unattended objects and motion events, as well as counting the number of objects entering and

leaving the defined regions.

Note: To use Smart Motion Search, it is required to enable the function on cameras before

recording. For this function, see 1.3.4 Setting up Motion Detection.

1. Select ViewlLog =1, click the desired channel and select Toolbar ~< >Tools O > Object

Search. This window appears.

Just Key Frame

Event Type Sealrch ‘ Setting
| |

| |
Unattended Object W [ I

Event Playing Area

l o~

o i

Occurrence of Event Play / Pause Button Search Result Event Timeline

Figure 4-18

2. Define a time range for search. And click the Play button to display images of the defined time

range.

3. Select an event type from the drop-down list
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4. Click Setting )&

5. Click on the image to add detection regions or define object sizes. You can also adjust the
sensitivity level of the added detection regions. For Smart Motion Detection, draw detection
regions on the image.

6. Click Just Key Frame m to search only key frames if necessary.

7. Click Search il The search results are shown in blue on the timeline.

8. Double-click a frame or click the Play button to view the event.

Corresponding Search Result

Figure 4-19
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4.3 Advanced Log Browser

With the Advanced Log Browser, you can search for log data of events, system activities, user

activities, Object Counting events and more. For live system logs, see System Log in Chapter 1.

1. Click ViewLog |= >Toolbar -+ >Tools [ > Advanced System Log. The Open Database

dialog box appears.

2. Specify a time range and click OK. All events within the specified range are displayed on the

Advanced Log Browser.

Controls on the Advanced Log Browser

| Event §sts Frorh 2013/82/26 toP018/03/28 - Adyanced Log Browger - O X
Fil} Took Vieg Hel

o (T [= . | | | .
5@y V=3 @ @ | Monitor -

ID Time Device Information Event Note LA

1 2018/02/27 10:49:53 Camerad Camera Connecti...

2 2018/02/27 10:49:55 Cameral Camera Connecli...

3 2018/02/127 10:49:55 Camera2 Camera Connecti...

4 2018/02/27 10:49:55 Camerat Video Resume

5 2018/02/27 10:49:55 Camera2 Video Resume

6 2018/02/27 10:50:00 Camera4 Video Resume

7 2018/02/27 10:50:05 Camera4d Camera Connecti...

g 2018/02/27 10:50:13 Camera4 Camera Connecti...

9 2018/02/27 10:50:22 Camera4 Camera Connecti...

10 2018/02/27 10:50:28 Camerad Camera Connecti...

Figure 4-20
No. Name Description
1 Open Opens an event log.
2 Reload Select Reload All Table or Reload Current Table to refresh loaded data.
3 Filter Defines the search criteria. See Filter Settings later in this chapter.
‘ Select All Tables to back up all logs, or select Current Table to back up the
4  Backup
current log table opened. By default, audio and video are enabled for backup.
5 Print Prints the current log table.
Filtering / ) L . .

6 Only available when filtering starts. Click to cancel the filtering.

Cancel Filtering

When Al Event Log is selected as log type, access the advanced filter of Al

events. When Counter is selected as log type, access the counting results from
7  Counter Table ) . ) )

the Object Counting function. The function allows you to query and export the

log data in CSV, HTML or PDF format.

8 LogT Select to display log of the following type: monitor, login, system, counter,
og Type e
merge, delete, backup, 1/0, notifications, playback, CMS, POS, and Al events.
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4.3.1 Filter Settings

You can define filter criteria to search for the desired log data. You can also import pre-defined filter

settings for the log search, or save current filter settings for future use.

1. Onthe toolbar, select the desired log type, click the Filter button (No. 3, Figure 4-20) > Default

Filter. This dialog box appears.

Monitor Filter ®
[v Device [v Informstion [v Event
[camera1 v | | | [mocuie 1 ||| wation =l
v Time
Cose CTme @ soin
srseons v|ooomon I~ [ arsmons o|jemssss pe—
Al Meswy Cotmmancd | | Imgport | Export |
Time Device | Infarmation | Evert | DST
3502003 ~ 3572003 11:58:50 PM Cameta 1 Moacule 1 Motion
1 r
Mote: all commands are operated by '"OR!

Figure 4-21
Define the filter criteria, such as a specific camera, an event and a time rage.
To search for the log data recorded during Daylight Saving Time, select DST Rollback.

To add more filter criteria, click Add New Command and repeat Step 2.

o M w0

Optionally click Export to save the current settings to another location, or click Import to apply
other filter settings.

6. Click OK to display the filter results.

Tip: Next time when you want to use the same exported settings, click the Filter button >

Favorites, and select the name of the exported file.

Note: The default Export path is :\GV folder\Syslog_Favorites\. If you change the saving path, the

name of the exported file will not be listed in the Favorites option.
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4.4 Remote Viewlog Service

You can retrieve the files from remote GV-VMS through the network using the Remote ViewLog

Service.

GV-Remote ViewlLog V2:

® supports most of the functions provided by the ViewLog, such as Backup, Save as AVI, Object
Search, Database Files Backup, described earlier in the chapter.

® s capable of disabling camera connections under heavy network load

® can back up recordings from remote GV-VMS

Note: GV-Remote ViewLog V2 has enhanced user interfaces compared to previous GV-Remote
ViewLog. Currently, not all the features in GV-Remote ViewLog are available on GV-Remote ViewLog
V2.

4.4.1 Retrieving Recorded Videos from GV-VMS

1. On GV-VMS, click Home |24 > Toolbar |-+ > Network & > Control Center Server >

Remote ViewLog Service to allow remote access.

2. Download GV-Remote ViewLog V2 to a PC from GeoVision’s website.

3. Run GV-Remote ViewLog V2 and create a Remote ViewlLog account. After creating an account,
the Add New Host dialog box appears.

4. Inthe Host Type, select DVR / NVR / VMS.

5. Type the Name (for reference), IP Address, Account and Password of mer-VMS. Only modify
the default port 5552 if necessary.

6. Click OK.

For details, see GV-Remote ViewLog V2 Guide.
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4.4.2 Retrieving Images of Object Index

The images of Object Index include the Object Index, Face Detection and Video Snapshot. With the
Remote ViewLog Service, you can retrieve all the Object Index images from a GV-VMS through the

network.

1. Onthe toolbar, select Tools > Search Object Index.

2. On the Object Index Search window, select the desired camera and file date for playback.

[
3. Click the Refresh button | ~* to refresh the date and time.

4. To play images with the ViewLog player, double-click the desired frame on Object Index List.

4.4.3 Recording Backup

Using the Remote ViewLog Service, you can back up files from remote GV-VMS. When the file

transfer is interrupted by a network error, you can even resume backup.

1. To back up the recordings, on the toolbar, select Tools = > Backup.

2. When the backup is interrupted, this message will appear: There are x file(s) couldn’t be backup.
Do you want to keep a log file and backup them later?

3. Click Yes. You will be prompted to save the partial backup file as *Iv format.

4. To resume backup, click the Resume button at the bottom of the Backup dialog box and locate the

partial backup file to continue.

For details, see Backing up Recorded Files in Chapter 5.
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4.4.4 Exporting and Importing Host List

You can export and import the host list to and from another GV-Remote ViewLog. Click the Tools

button under Camera List to access these functions.

™ Camera List A

olmﬂﬁl-x I

= M DVR /NVR VIS

e 1-PC

Figure 4-22

4.4.5 Displaying Sub Stream

To reduce network latency when playing back multiple channels, you can choose to display the sub
stream of smaller image size from the connected hosts if the dual-stream recordings are available. To

do so, on the toolbar, click Display ## > Display Dual Stream First.
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4.5 Single Player

When backing up recorded files, you can choose to include the ViewLog player or Single Player (see
Backing up Recorded Files in Chapter 5). Compared to the ViewLog, the Single Player provides
simpler and easier playback functions. To play back the recorded videos using the Single Player, open

the backup folder and run GVSinglePlayer.exe.

4.5.1 The Single Player Window

Click Files > Open File to select the file you wish to play back. To play back multiple recorded files
together in up to 16 screen divisions, click Files > Open Folder to select the folder that collects

several camera recordings.

GVSinglePlayer

Open File :J—» '”: B Thvi Y ‘.47 Gl = — \- B ” V
L Ay b

Open Folder / / 5 . o S

Exit P, A it

Download y - 4 E * ‘ ’

7 “ Ao

Figure 4-23
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4.6 Specifications

Video Playback

Feature

Notes

Support for Defogging

Yes (64 channels)

Support for Stabilizer

Yes (64 channels)

Support for PIP View

Yes

Support for PAP View

Yes

Support for Panorama View

Yes (4 sets of Panorama View)

Videos Exported as .AVI Files Yes
Object Search Yes
Support for Fisheye View Yes
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Backup, Deletion and Repair

This chapter explains how to back up and delete video/audio files on the hard disk. Video files can be

copied to external storage media, such as CD-R, DVD, MO, or ZIP drives.

5.1 Backing up Log Data

Using the System Log, you can back up all log data or filtered data based on criteria.

3

1. Click ViewLog |=| > Toolbar '+ >Tools [ > System Log > Advanced. The Open

Database dialog box appears.

2. Specify a time range and click OK. Events recorded during the specified range are displayed on

the Advanced Log Browser window.

3. Click Backup 3 on the toolbar. The Customer Database Export dialog box appears.

[Table Option] Select All Tables to back up all log data or Current Table for the log table you

are currently at.
[Export with Video/Audio data] Backs up video/audio attachments with log data.
4. Click OK. The Backup dialog box (Figure 5-1) appears.

5. In the Media section, select the method and destination to back up the log files and click OK to

back up.

Note:

1. To back up the filtered data, use the Filter function to define search criteria first. See Filter

Settings, Advanced Log Browser in Chapter 4.

2. To open the backup data, run EZSysLog.exe from the backup file.
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5.2 Backing up Recorded Files

1. Click ViewLog '=| > Toolbar =+ >Tools [0 > Backup. This dialog box appears.

Backup

IMedia Add time frame

) Using Hard Disk

CISIBKZ20141216\

Backup Folder Mame :

SIBK20141216

EN [ DV-W520GIM :470GB] v]

Burning Software :

]
) Using 05-Burning )
IMedia Information
-Usecl Size : 120.65 MB
Free Size: 458 GB Include Player
Total Size : 470 GB ['\."iewlog v]
Erase Rewritable Disc Add time frame ] OK
Figure 5-1

2. Select a destination media to back up files.
[Media]
B Using Hard Disk: Click the [...] button to select the desired hard disk.
B Backup Folder Name: Type a desired name for the backup folder.
B Using CD/DVD/BD: Click to back up files to the CD or DVD media using the third-party
software.

» Click the [...] button to assign the desired burning software (.exe file). After clicking OK
on the Backup dialog box (Figure 5-1), the system will ask you to paste the backup files
to the CDR-Writer program, and call up the assigned burning software for you to paste
and backup files.

» If Nero software of version 6.6.0.14 or later is installed, you can directly burn the files
onto CD/DVD without assigning the burning software and pasting the backup files to the
CDR-Writer program.

» If Nero software of version 7.0 or later is installed, you can directly burn the files to

blu-ray disc.
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B Using OS-Burning: It burns files using the inbuilt software of the operation system onto the

DVD, CD or blu-ray disc. Note that your hard disk needs at least 1 GB buffer space.
[Media Information] Indicates free and used space on CD/DVD media or the local disk.

Click the Add Time Frame button to define a time period and which files to back up.

-

Select Backup Time
Time Period @ Information

Start Time : ERV 412015 [E)v - 00:00:00 Status Search End
End Time:: 1 412015 [Jv - 23:59:59 2 joiEvent ¢
Total MDB : 0

Total Object Index : 0

Total Bookmarks : 0

Advanced Setting : Used Size : 0 Bytes
Select Camera(s) o ) |
vl Camera 1 0+0 \
Video +Audio Event |

Cancel

Figure 5-2
[Time Period] Specify the time periods for backup.
[Information] Indicates the number of backup files and their total size. (Total MDB refers to the
System Log files.)
[Advanced Setting]: Click to choose which files to back up:
B Database Files: Backs up the System Log files.
B Object Index Files: Backs up the Object Index files.
B Never-Recycle Events only: Only backs up the never-recycle events.

B Unmark these events to be recycled after the backup is complete: After the backup is

complete, the never-recycle events will be unmarked for recycling.

B Include daylight saving rollback events: Backs up the events recorded during Daylight

Saving Time.

B Bookmarked files: Backs up the bookmarked files.
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[Select Camera(s)] Select the camera(s) for backup. The number of video and audio files of
each camera is indicated respectively, e.g. “Camera 1 1+0” means Camera 1 has 1 video file and

0 audio file.

B Video + Audio drop-down list: Select the types of video events for backup.

4. Click OK to add the schedule. You can repeat step 3 to create up to 10 periods of time.

5. Toinclude the player to the backup files, select Include Player at the right bottom of the Backup
dialog box and select ViewLog or Single Player. By default, ViewLog is selected. If no player is
selected, you can only play the backup files at the computer installed with GeoVision codec.

6. Click OK on the Backup dialog box to start the backup.

Note:

1. Ifyou are unable to record a CD, make sure the CD recording is enabled in your CD burner:
open My Computer, right-click the CD Drive icon, click Properties, click the Recording tab,
and check Enable CD recording on this drive.

2. For details on the ViewLog player and Single Player, see Chapter 4 Video Playback.
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5.3 Deleting Recorded Files

1. To delete files using the ViewLog, click ViewLog = > Toolbar |-+ >Tools [ > Delete. This
dialog box appears.

Delete
Time Pericd
Start Time 212014 - |- 00:00:52 =
End Time : 10/21/2014  » - 235853 =
Select Camera(s) =0
Camera(s) Files Status
Camera 1 0+0 Ready
Camera 2 0+0 Ready
Camera 3 0+0 Ready
Camera 4 0+0 Ready
Camera s 0+0 Ready
Camera 6 0+0 Ready
['\."ideo +Audio Event -
[ Include Never-Recycle Event.
[T Include daylight saving rollback events.
Total Event 0
Total Size : 0 Bytes
Figure 5-3

2. Define the time period for file deletion.
Uncheck the cameras, which you don’t want to delete the files of.

4. Use the drop-down list to select the types of events to be deleted, e.g. video, audio or both
together.

5. To delete the never-recycle events, select Include Never-Recycle Event.

6. To delete the events recorded during Daylight Saving Time, select Include Day Light Saving
Time Rollback Event.

7. Click the Delete button.

Note:

1. To view the history of file deletion, click ViewLog =| >Toolbar |+ >Tools [ > System

Log > Monitor Table, and click the Delete tab.

2. To view the storage path and total file size of a camera, right-click the camera and select Event

View on the Delete dialog box.
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5.4 Repairing Damaged File Paths

Use the Delete function (see Deleting Recorded Files earlier in this chapter) to correctly delete video
and audio files. If you move or delete video files using Windows Explorer or Windows File Manager,
GV-VMS will not be able to detect this change. But as long as these files are still stored in the hard
drives and are detectable by Windows operating system, you can use the Utility to restore these
misplaced and missing recorded files back to their default paths. This Utility comes with the installation

of Main System. Follow these steps to repair the paths.

1. GotoWindows Start > All Programs > GV-VMS folder > Repair Database Utility.
2.  When the Select Camera for Repair Database dialog box appears, select the cameras that

require database repair and click OK. This dialog box appears.

% RepairDB - *

Default Path
Dr\Recordh

(O Background repair
(® Immediately repair
Reserve Never-Recycle Flag

Rebuild all information(time requires is depended on the database size)

[] Auto Execute GV-VMS

Use Default Path

Search Hard disk Exit

Figure 5-4

3. Set Background repair for a quick scan of the files needing repairs. This function allows the
utility to repair the files after the scan is completed while GV-VMS continues its operation. Select
Immediately repair to thoroughly repair your recorded files while GV-VMS is closed.

4. If your recorded files exist only in the predefined recording path, click the Use Default Path button
to rebuild the file path in the predefined recording hard drive only.

5. For Immediately repair only: If your recorded files scatter across different hard drives, click the
Search Hard Disk button to allow more time to rebuild these file paths in the hard drives
connected to GV-VMS. You can optionally enable Auto Execute GV-VMS to allow GV-VMS to

automatically restart after Immediately Repair is completed.
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6. Click OK.
Note:
1. The repair and the search function will not apply to the files that have been renamed manually.
2. Use this Utility to repair your database if any of the following scenarios occurs in the ViewLog:
a. Aquestion mark appears right before a video file in the Video Event list.
b. When you select a file and click the Playback button, no video is displayed.
3. To see the Background Repair progress, click ViewLog =! > Repair Database & .

5.5 Repairing Damaged Video Files

If the computer has been shut down improperly, e.g. due to power failure, use this function to repair

damaged video files.

Tip: When a computer has been shut down improperly, the first thing you do before starting GV-VMS

is to run Repair Database Utility. After running the Utility, go to the ViewLog and check video

events. You should be able to play all video files at this step. However, if you see a question mark

after clicking on a file, the problem may be that its recording process was interrupted. To repair the

file, run the AVI Repair Utility and follow the steps below.

1.
&5 AVIRepair

1. Select source file to repair.

Browse

Source File Path

" Auto

D:AGY1480hcam1 7A0304\Event20030304214623017.avi

2. SBelect repair method. (A1 file anly)

Compression Type Resolution

Double-click AVIRepairAPl.exe in the GV folder. This dialog box appears.

X

MPEGA ~| [320 x [240
3. Click "Repair* to start.
Figure 5-5
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2. Click the Browse button to find the damaged video file.

3. If you know the codec and resolution of the file, select Manual, select Compression Type and
type Resolution. Alternatively, select Auto but it takes longer time to repair with this selection.

4. Click the Repair button to start.

5. You may see the distorted image or No Image on view screen if an incorrect codec and resolution

were chosen. Click No for the next combination until a complete image appears.

Distorted Image No Image lete Image

e ®

N ¢

mage

(] = |
Resolution 320%240 Resolution 640x480 Resolution 320x240
Compression Type MPEG-4 Compression Type MPEG-4 Compression Type Geo MPEG4 (ASP)
Do you acceptthis video? Do yau accept this videa? Do you accept this video?
N No | Cancel | Yes ‘ No ‘ Cancel ‘ s No Cancel I
Figure 5-6 Figure 5-7 gure 5-8

6. When a complete image is displayed, click the arrow button to preview the file.
7. Click Yes to start the repair.
8. Click Yes to overwrite or No to save this file to another path. Note if you choose No at this step,

remember to run Repair Database Utility again after exiting this program.
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I/0 Applications

6.1

This chapter describes how to configure and control GV-VMS's I/O devices. I/O applications include

the following features:

Record videos, send e-mail notifications, and trigger output devices upon input trigger

Move PTZ camera to a preset location upon input trigger

Support access control systems of Momentary and Maintained modes

Visual automation to intuitively trigger an output by clicking on the camera view

Setting up 1/0 Devices

To connect the I/O device to the computer of GV-VMS, you may need additional devices: GV-Net,
GV-Net Card, GV-NET/IO Card or GV-I/O Box. For details, visit GeoVision website.

To set up I/O devices on GV-VMS, click Home H > Toolbar &l > Configure L * I
Accessories (if available) > 1/0 Device (if available) > 1/0 Device Setup. This dialog box appears.

1/O Device Setup

[ add | [ Remove

] [woary ]

Module  Device

Description

o] mput1

Name

Signal Type
nfo Njc

+| Output1
Name

Signal Type
nNjo O Toggle
NjC NfC Toggle

Enable

Latch Trigger

NjO Pulse

N/C Puise

Figure 6-1

Note: The Accessories option only appears when GV-Keyboard or GV-Joystick has been set up on

GV-VMS. The I/O Device option only appears after at least one 1/0O device has been added.
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6.1.1 Adding I/O Devices

To add an I/O device to GV-VMS, click the Add button in I/O Device Setup dialog box.

L0 Device Setup
I0BOX (USE) J
" GV IP device
I0BOX (IF)

Figure 6-2

There are three ways to add an I/O device:
B |0 Box (USB): Select if GV-VMS is connected to GV-1/0 Box through USB connection.
1. Select the type of Device connected.
2. Select the COM port used to connect the device.
3. Assign an Addr. number to the device. Start by setting the first device to 1, and then assign a

different address for every new device added.

B GV IP Device: GV-VMS can remotely control the I/O devices connected to GV-IP Devices through

network connection. Select the GV-IP Device with I/O devices installed and click the
button.

B |0 Box (IP): GV-VMS can remotely control the I/O devices connected to GV-1/0 Box through
network connection.
1. Click the Search button to search for available devices under LAN or click the Add button to
manually type the connection information of the device.

2. Select the device and click the button. Type the User Name and Password if
needed.
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6.1.2 Setting up Input and Output Devices

After adding the 1/O device, enable the input and output device. For GV-1/0 Boxes connected through
USB, you can configure the signal type on GV-VMS. For GV-IP Devices and GV-1/0 Boxes connected

through TCP/IP, you will have to configure the signal type on the device’s Web interface.

[Input X] Click the Arrow buttons to select the input device and click Enable.

Sync Web Ul
Select Input | Apply to all Inputs

|1 ]

4w Input 1
Mame I
@ Fre

_ Apply This —
Signal Type Apply Al ‘ ]

NjO NfC -
Figure 6-3

B Name: Name each input pin. Click the left Arrow button and select Apply This to sync the name
of the specified input pin with that on the I/O device’s Web interface. Optionally select Apply All to

sync all names of the input pins with the ones on the I/O device’s Web interface.

B Signal Type: Select a signal type for your input device: NO (normally open), NC (normally close)

or Latch Trigger. For details on Latch Trigger, see Latch Trigger later in this chapter.

[Output X] Click the Arrow buttons to select the output device and click Enable.

Select Output Sync Web Ul Apply to all Outputs
[ |
LI
4+ QOutputi
MName F}
Apply This
Signal Type Apply All
NfO N/O Toggle MN/O Pulze
1 5ec
N/fC N/C Toggle | N/C Pulze

I
Keep Last Toggle Status

Figure 6-4
B Name: Name each output pin. Click the left Arrow button and select Apply This to sync the name
of the specified output pin with that on the I/O device’s Web interface. Optionally select Apply All
to sync all names of the output pins with the ones on the 1/0O device’'s Web interface.

B Force Output: Click to test signal to the selected device.
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B Signal Type: Select a signal type: N/O (Normal Open), N/O Toggle, N/O Pulse, N/C (Normal
Closed), N/C Toggle, and N/C Pulse. For Toggle output type, the output continues to be triggered
until a new input trigger ends the output. For Pulse output type, the output is triggered for the

amount of time you specify in Sec field.

B Keep Last Toggle Status: See Keeping Last Toggle Status later in this chapter.

Note:
1. PTZ camera and I/O devices cannot be assigned to the same port at the same time.
2. To sync all input / output pin names with those on 1/O device’s Web interface, right-click the I/O

device on the list and select Module Pin Name Sync with Web UI.

110 Dewvice Setup *
Add Remave Modify )¢ Iput1
e
Modue  Device Desaription Input1 et
L I[JOBox (IP)  I0BOX-D1(192. 168.5. . —
Module Pin Name Sync with Web Ul "2
« v Dutput 1
Name (]
output 1 [F]Enabie Force Output
Signal Type s
/O Toadle
[ 1 Sec
NiC N/C Toode N/C Pulse
——
Figure 6-5
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6.1.3 Latch Trigger

Instead of constant output alarm in N/O and N/C during the input trigger, the Latch Trigger option

provides a momentary output trigger.

Setting up Latch Trigger
In the 1/0O Device dialog box (Figure 6-1), select Latch Trigger.

[

4| s | Input4
Name ]
Input< Enable
Signal Type r‘:
@ njo Onf
4| Output L E Monitor Input
Name ] : o
Outputt FlEnable [V Rec. Video: 30 Sec. Urgent -
Signal Type [¥] Invoke Alarm:
ONo O NjoToggle @ NoPuse o g Invoke to Send Alerts:
LhEE e L RERr Output Module: [Mod. 3 vl [Pin. 7 v]

[ oK | [ conel Register Input Event

I/O Device Setup I/O Application Setting

Figure 6-6

Application Example

In the above scenario, Input 4 is set to N/O and Latch Trigger. When Input 4 is triggered:

® The camera starts recording for 30 seconds using the frame rate settings for Urgent Event and
stops itself when the next input triggers (see the Rec Video option in the blue box).
Computer Alarm sounds once (see the Invoke Alarm option).
The output (Module 3, Pin 7) is triggered simultaneously based on the Latch Trigger mode (see

the illustrations below).
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The following illustrations can help you understand different output signals (see purple square in the

above dialog box) working with the Latch Trigger option.

1. N/O (Normal Open) + Latch Trigger

Once the input triggers the output, the output will be triggered for a short moment and then turn off

itself.

N/C N/C N/C N/C
Input
Output

N/O N/O N/O N/O N/O N/O

2. N/O Toggle + Latch Trigger

Once the input triggers the output, the output will keep triggering until a new input trigger.

N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O
1st Input Trigger 2nd Input Trigger

3. N/O Pulse + Latch Trigger
Suppose you set the Pulse time to 60 seconds. Once the input triggers the output, the output will

remain ON for 60 seconds before turning off itself.

N/C N/C N/C N/C

60 60
sec sec

Input
Output

N/O N/O N/O N/O
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6.1.4 Keeping Last Toggle Status

This feature can memorize the current output state when the monitoring is stopped or the system is

restarted. For example, if the output device is a light, the triggered light will remain ON when you stop
monitoring.

Setting up “Keep Last Toggle Status”
In the 1/O Device dialog box (Figure 6-1), select N/O Toggle or N/C Toggle, and click the Arrow button
on the right to select Keep Last Toggle Status.

Signal Type F‘:
CINjO (@ NjO Toggle (71 NjO Pulse - o
CINfC (71 NJC Toggle v Keep Last Toggle Status |

Figure 6-7

Application Example

The following two illustrations explain how the input works with the output set to Keep Last Toggle
Status.

1. Input (N/O) + Output (N/O Toggle + Keep Last Toggle Status)

The triggered output remains ON even when you stop monitoring or restart the system.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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2. Input (N/O + Latch Trigger) + Output (N/O Toggle + Keep Last Toggle Status)
When “Latch Trigger” works with “Keep Last Toggle Status”, the output only has a momentary trigger
but also needs to remain ON even when you stop monitoring or restart the system. Therefore under

the two conditions, the output turns off when a new input triggers.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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6.1.5 Setting up PLC 1/O devices

o s
1. To connect a PLC I/O device to GV-VMS, click Home W > Toolbar E&X > Configure # >
Accessories > PLC Device Setup. This window appears.

PLC List v - =X
PLC Device IP Address Port Status
Close J
Figure 6-8

2. Click the Add button to type the name, IP Address, Port, Password, M-Pin Range and select
the Connection Type of the PLC Device. The M-Pin Range supports up to 999999 pins
= D
3. To bind the M-pins, click Home W > Toolbar E&X > Configure # > Accessories, and
select I/O Device Setup, When the 1/0 Device Setup dialog box appears, select the PLC device,
click the Add button and select PLC I/O.

1/0 Device Setup =
Add Remave Modify 4| v Input1(M0)
Mame F}
Module  Device Description Input 1 Enable
PLCIfO 192,168,5.212 (192, 168.5.21. .
Signal Type
NfO N/C Latch Trigger

4+ Output1(M16)

MName F:
Output 1 Enable Force Output
Signal Type
MO N/O Toggle MNfO Pulse
1 Sec
NJC N/C Toagle M/C Pulse

Cance

Figure 6-9
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4. Inthe PLC I/O Module Configuration Dialog, drag the pins on the left-hand side to the I/0O module
on the right-hand side.

Note: Every Input/Output module can only support up to 16 pins. To use other pins, add more /O

modules.

Device:

PLC 170 Medule Configuration Dialog

192.168.5.212 (192.168.5.212:4000,

MCTE: Use 'Drag-and-Drop' to bind the plc pins to the Ij0 module.
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M 0064 A & Tnput 9 (M 0040)
M 0065 &b Input 10 (M 0041)
M 0065 -2 Input 11 (M 0042)
M Oole7 -2 Input 12 |:M 0043:1
M 0088 &= Tnput 13 (M 0044)
M D083 &= Tnput 14 (M 0045)
M 0070 &= Tnput 15 (M 0046)
M 0071 4 Tnput 16 (M 0047)
M 0072 =-{@ Output

@ Output 1 (M 0048)
M 0073 | @ Output 2 (M 0043)
M 0074 /@ Output 3 (M 0050)
M 0075 y @ Output 4 (M 0051)
M NN7A [ e N L W Tt e 1]

Concel
Figure 6-10
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6.2 Advanced 1/O Applications

After adding 1/O devices to GV-VMS, you can configure advanced I/O applications, such as setting
alarm natifications, defining a PTZ camera movement upon input trigger, setting momentary or

maintained mode, and deactivating alarm and alert settings.

Click Home M > Toolbar ﬁ/i > Configure ﬂ' > Accessories (if available) > 1/0 Device (if
available) > I/O Application Setting. This dialog box appears.

I/0 Application Setting >
o

=& Module 1 - =
..... ™ Inputl [1Rec. video: 5 Sec. [P] Urgent Event
..... I t2
_____ g I:EEB [#] Invoke Alarm:
""" = Input4 [Jinvoke to Send Alerts:
----- &= Inputs
..... & Inputs Ol nvoke to Play GV-IP Speaker: [P
----- #z Inputy?
..... &= Tnputs L] output Module:  Mod. 1 Pin. 1 Bl
{{:g gEEEEE é [JRregister Input Event
-{@ OQutput 3
1@ Output 4 f“a
-{@ Qutput 5
{@ OutEut : Clinput Overlay: [P
@ Output 7 PTZ Function by I/O: @
@ Outnt 8 h

PTZ Function by I/O - Alarm On Dwell Time: 10  Sec.

[IMever Recycling Input - Triggered Events

[ 1/0 Error Sound

[ 11/0 Error Alert

(] Deactivate notification when selected pin s ON | Mod. 1 Pin. 1 [B]

() Momentary Mode () Maintained Mode

[ 5tart/Stop Camera Monitoring by I/ Mod. 1 Pin. 1
[ start/stop /O Monitoring by IO Mod. 1 Pin. 1
@
Figure 6-11

Note: The Accessories option only appears when GV-Keyboard or GV-Joystick has been set up on

GV-VMS. The I/O Device option only appears after at least one 1/0O device has been added.
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6.2.1 Setting up Actions upon Input Trigger

You can set up the actions to be performed after an input device is triggered. Select an input on the left,

and then click the Finger button to apply the same settings to all inputs.

I/ Application Setting >
: s
=15 Module 1 ~ -
----- Ll Inputl []Rec. Video: 5 Sec. [P Urgent Event
----- #= Input2 .
_____ &= Tnput3 [ Invoke Alarm:
""" &= Input4 [Jinvoke to Send Alerts:  [I] [B/]
----- #= Inputs
----- &= Inputt [ invoke to Play GV-IP Speaker: [
----- #= Input?
..... &= Tnputs (] output Module:  Mod. 1 Pin. 1 (B
@ output 1 :
Register Input Event
{® output 2 [ Register Input Even

Figure 6-12
[Monitor Input]

B Rec Video: Records one or multiple videos upon input trigger. Specify the recording duration and
click the Arrow button to select which camera to record when an input is triggered. Use the
drop-down list to select whether to use the frame rate settings for Urgent Event or General Event.

For details on setting up Urgent and General Event, see Configuring General Setting in Chapter 2.

B Invoke Alarm: Activates a computer alarm when an input is triggered. You can select the alarm

sound from the drop-down list.

B Invoke to Send Alerts: Sends e-mail notifications when an input is triggered. Click the first Arrow
button to select the associated camera channel for video to be sent. Click the second Arrow
button to specify the recipient’s e-mail address. To attach video to the e-mail, it is required to
enable Attach Image Setup in the email setup. See Setting up E-Mail Notifications in Chapter 1.

B Invoke to Play GV-IP Speaker: Activates the connected GV-IP Speaker to play audio files when

an input is triggered. You can assign a different audio file and play mode for each input pin.

B Output Module: Triggers the specified output module when an input is activated. Use the

drop-down lists to select the output module and pin number.

B Register Input Event: Registers the 1/O trigger events into System Log. Each event is labeled

with ID, time, device name (camera or I/O input), corresponding module of the device, and event

for later retrieval. For details on System Log, see System Log in Chapter 1.

Tip: You can also select one output device to set up the Invoke to Send Alerts function for sending

e-mail notifications upon output trigger.
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6.2.2 Moving PTZ Camera to Preset Points upon Input Trigger

This feature allows you to move the PTZ camera to preset points when an input is triggered. Select an

input number to be set up.

g :EEEE; [T Register Input Event Preset Go by /O S5
PTZ.
[~ Input Overlay: [Pl Camerad -
Preset Go by I/0: +

Alarm On:
- ime: 10 .
Preset Go by I/O - Alerm On Dwell Time Sec [F'reseﬂ vl
[“I Mever Recycling Input - Triggered Events Alarm Off:
[¥]10 Error Sound [F"m" vl

[C]10 Error Alert

. oK l Cancel
[¥] Deactivate notification when selected pin is ON | | nee

Figure 6-13

B Preset Go by I/O: Enable the option and click the Arrow button to select your PTZ camera from
the drop-down list.

B Alarm On: Moves the PTZ camera to a preset point when the input is triggered.

B Alarm Off: Moves the PTZ camera to a preset point when the triggered input is off.

B Preset Go by I/O - Alarm On Dwell Time: Specify the amount of time the PTZ camera stays at

“Alarm On” preset point, before returning to the “Alarm Off” preset point.

Note: Depending on the capability of the PTZ camera, up to 256 PTZ preset points (ranging from 1 to

256) and addresses (ranging from 0 to 255) can be programmed.
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6.2.3 Setting up Momentary and Maintained Modes

) Momentary Mode @ Maintained Mode
Start/Stop Camera Monitaring by I/O [Mﬂd- 1 "”Piﬂ- 1 ']
Start/Stop 10 Monitor by /O [Mod.1  ~|[pin.1  ~

Figure 6-14

[Momentary Mode] Push button switches that are normally open and stay closed as long as the

button is pressed. Momentary switches allow turn-on or turn-off from multiple locations.

For example, certain premises have a designated entry/exit door. When the staff enters the entry door,

the system starts monitoring. When the staff leaves from the exit door, the system stops monitoring.

[Maintained Mode] Push-on/push off button switches that stay open until thrown, and then stay closed

until thrown again. Maintained switches are convenient for only one switch location.

For example, in the business hour when the door is opened, the system stops monitoring; in the

non-business hour when the door is closed, the system starts monitoring.
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6.2.4 Deactivating Alarm and Alert upon Input Trigger

Preset Go by I/O - Alarm On Dwell Time: 10  Sec.

[ Mever Recycling Input - Triggered Events

[¥]10 Errar Sound

[C110 Error Alert

[¥] Deactivate notification when selected pinis ON  [Mod. 1 v”Pin. 1 -

i Ty
Deactivate Motification ﬁ

Trigger by: lMotiun v]

Deactivate Selected Notification
Output

Wave Alarm

Send Alert

oK H Cancel

Figure 6-15
[Deactivate notification when selected pin is ON] When an assigned input module is activated, all
designated alarms and alerts will be disabled. Assign an installed input module and a pin number for

the application.

[Deactivate Notification] Click the Arrow button to select the alert to deactivate.

B Triggered by: Select an alert condition from the drop-down list for the application. For example, if
you choose Motion, all designated alarms and alerts upon motion detection will be deactivated
when the assigned input module is activated.

B Deactivate Selected Notification: Select the alarms and alerts you want to be deactivated, such

as Output, Wave Alarm and/or Send Alert, when the assigned input module is activated.

228



H /O Applications

6.2.5 Other 1/0 Application Functions

In the I/O Device Application dialog box, you can also set up Input Overlay on live view, alert for 1/O

errors, and whether to recycle input-triggered events. Select an Input number to be set up.

&
I [¥] Input Overlay: I
Preset Go by I/O:

Preset Go by I/O - &larm On Dwel Time: 10  Sec.

[T Mever Recycling Input - Triggered Events
10 Error Sound
[T]10 Error Alert

Deactivate notification when selected pin is ON IMOd- 1 '”Pin. 1 v]

Figure 6-16

[Input Overlay] Select to overlay the name of an input device on live video for alert or save the name

to video files upon the input trigger. Click the Arrow button to select the camera to overlay input name.

To overlay the name of a triggered input on live video, click Home M > Toolbar > Configure 'ﬂ' >
Video Process. In the dialog box that appears, select Text Overlay in the Video Analysis drop-down

list, select the camera, and click Setting. Select Print on screen (Only for I/O alarm) and/or Print on

video file. Up to 5 input names can be stamped on one camera channel when inputs are triggered.

[Never Recycling Input-Triggered Events] When selected, the files recorded upon input trigger won'’t

be recycled by the system if disk space is full.

[IO Error Sound] When enabled, the computer alarm will sound if GV-VMS fails to detect the

connected I/O device.

[IO Error Alert] When enabled, e-mail notifications will be sent if GV-VMS fails to detect the connected

I/0 device. To configure the e-mail server, see Setting up E-mail Notifications in Chapter 1.
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6.3 1/0 Devices in Content List

When an 1/O device is added to the system, the 1/O device will appear in the Content List.

. . . G 4 . el
1. To display the Content List, click Home E > Toolbar > Content List HH.

2.  Click I/O Device to see the I/O devices added to GV-VMS. When an input or output is triggered,

its icon will light up in the I/O Device list.

< Content List

= A\ Module 1 = A Module 1
= A nput (8) A Input (8)

B Inputl = £\ output (8)

kM Input2 & outputt
oA

Input3
/& Module 1 B tnp & output2
& Module 2 kM Input4 [ output3
Figure 6-17

3. You can force the output device to be triggered by clicking its icon & Another way to trigger an

output is to select an output and click the Force Output button -!-.

4.  To manually turn off a triggered output, right-click the triggered output in the list and click Reset.
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6.4 Visual Automation

The Visual Automation helps you automate any electronic device by triggering the connected output.
You can then intuitively click on the image of the electronic device, a light for example, to change its

current state, e.g. turning the light on.

1. On the main screen, click Home > Toolbar > Configure # > Accessories (if
available) > 1/0 Device (if available) > Visual Automation Setting. This dialog box appears.

Visual Automation SetUp X
M Enable
‘ Camera7 v

‘ Set Color

| DeleteAll Sets

Figure 6-18

2. Select a camera from the drop-down list, and select Enable.
Drag a region on the camera view. A dialog box appears.
Select the connected module and output device. Type a Note to help you identify the device.

To change the frame color of the set region, click the Set Color button.

o g ~ w

To test the output trigger, click the region on the camera view drawn in Step 3.

On the main screen, move the cursor to the camera view with the Visual Automation settings, click

Tools > 1/O Automation. Next, click the region you set to trigger the connected output device.
You can right-click the camera view and select Show all to see all Visual Automation regions if

needed.

Figure 6-19

231



Chapter 7

Remote VieWing...ccccemmmnmmsnmmsnmmsnmssnnssnnnsnnnsns 233

7.1 Remote Viewing using a Web Browser .........................ccceeeeee 234
7.2 WebCam Server Settings ..., 237
7.21 General Settings ... 237
7.2.2 Server Settings...........coooiiiii 238
7.2.3 Video Settings............cooiiiiiiiiii e 239
7.2.4 Audio Settings.............ooooiiiiii 240
725 JPG Settings ........cooooiiiiiiii e 241
7.2.6 UPNP Settings .........c.oooiiiiiiii e 242
7.2.7 Network Port Information....................ccocii 243
7.2.8 MODIl@ S@rviCe ............ooiiiiiii e 244
7.3 Single VieW VI@WEr ...ttt 245
7.3.1 Adjusting Video Quality ..................ccooiiiiiiiiii 247
7.3.2 Control Panel.................oi 248
7.3.3 Configuring Single View Viewer Options..................ccccoocciiiiinieenn 249
7.3.4 Visual PTZ Control ... 253
T35 O CoNtrol ... 254
7.3.6 Visual Automation ..................cooiiiiii 255
7.3.7 Picture-in-Picture VIieW................ccccciiiiiiii e 256
7.3.8 Picture-and-Picture View ..................cccoiiiiiii e 257
7.4 Multi-Window VIi@WAET .................cccouiiiiiiiiiiiiiiiiiennnennes 258
7.5 JPEG IMage VIieWEr ..............ccoocoiiiiiiiiiiii e 259
7.6 Playing Back Events..................cccooiiiiiiiiiiiiiii e 260
7.6.1 EVeNt LiSt QUEeIY ... 260
7.6.2 Remote Playback .................cocoiiiii 262
7.7 Remote VIieWLOQg ... 262
7.8 Download Center ... 263
7.9 GV-Edge Recording Manager..................cccociuiiiiinniiiiiniininienninnnnn. 264
7.10 Mobile Phone Applications ..................ccccciiiiiiiiiiiiiis 265
7.11 Web Browsers on Smartphones ...................ccccoooviiiiiininnnnn, 265

232



Remote Viewing

With a Web browser, you can remotely view live video, download and play back video files, as well as

controlling PTZ cameras and I/O devices, through the WebCam Server.

The remote computer used to access live view must meet the following minimum requirements:

0S 64-bit Windows 8 /8.1/10/ 11/ Server 2012 R2 / Server 2016 /
Server 2019

CPU 4™ Generation i5-4670, 3.4 GHz

Memory 8 GB RAM

Hard Disk 80 GB

Network TCP/IP

Web Browser IE 7.0 or later

Chrome V38.0.2125.111 or later
Firefox 30.0 or later
Edge V20 or later

DirectX

9.0c

Note: Some remote functions may not be supported by non-lE browsers. However, users can

download the Web Viewer from non-IE browsers to access the full functions of the WebCam Server.
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7.1 Remote Viewing using a Web Browser

GV-VMS has a built-in WebCam Server that allows you to remotely view and manage the camera

images from GV-VMS using a Web browser. Different browsers have slightly different user interfaces.

Note:

1. For Internet connection, GV-VMS must have an IP address or domain name from ISP. If the IP
address is dynamic, you may use the DDNS service to directly change IP addresses to

GV-VMS. For the service, see Dynamic DNS in Chapter 9.

2. Make sure the remote PC used to access GV-VMS meets the recommended system

requirements mentioned above.

3. If arouter or firewall is installed with the GV-VMS system, ensure the following communication
ports required by the WebCam Server are open: Command Port (4550), Data Port (5550),
Audio Port (6550) and HTTP Port (80).

1. To enable the WebCam Server on GV-VMS, click Home edl > Toolbar k& > Network &8 >
WebCam Server. The Server Setup dialog box appears. You can click OK to close the dialog

box for now and modify the default configurations later.

2. On aremote computer, open a Web browser and type the IP address or domain name of

GV-VMS. The Webcam Login dialog box appears.

Note: If the default HTTP port 80 has been changed, type a colon and the port number after the IP
address, for example, Http://192.168.3.199:81.

3. Type the user ID and password of GV-VMS.

4. Click Login. When accessing the remote viewer for the first time, you may need to download and

install different files for different browsers.

a. For Internet Explorer, download and install the plugin from the pop-up window.

Compeonent Downloader - Install_OCX.cab

0%
0%

Figure 7-1
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Remote Viewing

For Google Chrome, Microsoft Edge or Mozilla Firefox, download and run Web Viewer
from the left menu. After the connection to GV-VMS is established using the Web Viewer, you
can enjoy complete functions of the WebCam Server. Optionally, you can also click and
download the Web Plugin from the link below the live view window to access complete

functions on the Web browsers once the connection to GV-VMS is set up.

Live View > 1 Window

te

Camera adjustment

Live View > 1 Window

Camera List

Camera adjustment
Brightness.

Contrast

Saturation

Hue

r System Administrator to enable Mobile Service.

Figure 7-2
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WebCam Server Features

Name

Description

Live View

Accesses different types of live view viewers. See Single View Viewer,

Multi-Window Viewer and JPEG Image Viewer later in this chapter.

Remote Playback

Accesses remote playback options. See Playing Back Events later in this

chapter.

Remote ViewlLog

Accesses the Remote ViewLog. See Remote ViewLog later in this chapter.

Remote eMap

Accesses E-Maps remotely set up at GV-VMS. See E-Map Application in
Chapter 8.

Download

Accesses the Download Center. This function offers optional viewing programs

to be downloaded to the local PC. See Download Center later in this chapter.
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Remote Viewing

7.2 WebCam Server Settings

To enable and configure the built-in WebCam Sever, click Home wedl > Toolbar 44 > Network &
> WebCam Server.

7.2.1 General Settings

ﬁQSemerSetup X
General Server Video Audic  JPG

WebCam Options

[[] Enhance network security @
Enable AES

[JEnable Remate Control
Run Viewlog Server
Run Bandwidth Control Server

[ Run Mobile Senice

Cancel Default

Figure 7-3
B Enhance network security: If enabled, a word verification step is required for each WebCam
Server’s login.

® Enable AES: Select to add an additional security protection for live streaming between
GV-VMS and WebCam Server.

B Enable Remote Control: Select to remotely configure the I/O devices through the WebCam

Server.
B Run Viewlog Server: Select to remotely play back video files through the WebCam Server.

B Run Bandwidth Control Server: Select to enable the Bandwidth Control Server. For details,

see Bandwidth Control Application in Chapter 9.

B Run Mobile Service: Select to enable the mobile function to connect to GV-Eye and GV-Edge

Recording Manager (MAC Version).

Note: When Enhance network security is enabled, JPEG/Mobile applications will be disabled.
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7.2.2 Server Settings

ﬁQSewerSetup >
General Server Video Audio JPG

HTTP Port
Command Port
Data Port
[]Enable S5L

Port 442

Certificate file
Private key file

Password

Enable TLS1.0

Detect UPNP

Cancel Default

Figure 7-4
B HTTP Port: Used to access the Internet. By default, it is 80.
B Command Port: Used to access WebCam. By default, it is 4550.
B Data Port: Used to transfer data over the Internet. By default, it is 5550.

B Enable SSL: Enable the Secure Sockets Layer (SSL) protocol to ensure the security and privacy
of Internet connection. To use your own generated Certificate and Private Key or ones verified by
SSL authority, click the [...] buttons and select the files stored at your computer. Note that the
system will enable both SSL 2.0 and SSL 3.0 as its default; to further enable TLS 1.0 protocol
when using SSL protocol, select Enable TLS 1.0.

B Detect UPnP: For details, see UPnP Settings later in this chapter.

Note: If you want to enable SSL 3.0 on a computer running Windows Vista, it is required to upgrade

your system to Service Pack 1 or Service Pack 2.
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7.2.3 Video Settings

E@ Server Setup *

General Server Video  Audio PG

Max. Channel 120
Max. Image size Mormal w
PTZ

Allowed PTZ camera

Cancel Default

Figure 7-5

B Max. Channel(s): Specify the number of channels allowed to access the WebCam Server, with
the upper limit of 200 channels.

B Max. Image size: Select a maximum resolution allowed for remote access. The default resolution
on the WebCam is Normal (320 x 240). The other options are Large (640 x 480 or 704 x 480) and
the Actual Size of that IP camera.

B Allowed PTZ camera: Controls PTZ cameras at a remote computer. Click the button and select

the desired PTZ cameras to allow for remote access.

Note: To specify the time length allowed for a guest user to access the WebCam Server, click the
account ID at the top of the main page, click Password Setup, and select Local Account Edit. In the
WebCam tab, select the Limit Connection Time option and specify the time length. The time range is

between 10 and 3600 seconds.
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7.2.4 Audio Settings

Connecting Audio Devices

Through the WebCam Server, you can access live audio at a remote site and talk to the server site

when necessary. Before using this feature, make sure all the necessary hardware are in place:

1. To record audio, check the connected IP camera has built-in audio function or an external
microphone connected.

2. Check your sound card is already inside the computer. Connect a multimedia speaker to the audio
output of your computer’s sound card for receiving audio from the remote site.

3. Connect a desktop microphone to the input of the audio extension card (or cable line) for sending

audio to the remote site.

Audio Setup

B2 Server Setup x

General Server Video Audio  JpG

[ server to Client

Max. Channel

Clientto Server

Max. Channel
Port 6550
Cancel Default
Figure 7-6

[Server to Client] Allows a remote computer to access live audio from GV-VMS.

B Max. Channel(s): Enter the maximum number of channels allowed to access live audio, with the

upper limit of 40 channels.
[Client to Server] Allows a remote computer to speak to GV-VMS.

B Max. Channel(s): Enter the maximum number of channels allowed to speak to the server site,

with the upper limit of 20 channels.

B Port: The default audio port is 6550.
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7.2.5 JPG Settings

These settings allow you to send JPEG or GIF files over the Internet.

% Server Setup *

General Server Video Audio PG
[ Create JPEGIGIF file(s)

JPEG Quality

P [

Cancel Default

Figure 7-7

B Create JPEG/GIF file(s): You can access the JPEG images through the WebCam Server, and

adjust the image quality. Bigger number results in better image quality and bigger image file size.
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7.2.6 UPnNP Settings

The WebCam Server supports UPnP technology (Universal Plug and Play) to allow automatic port

configuration to your router. UPnP must be enabled both on your operating system and your router.

Enabling UPnP on the WebCam Server:

1. On the main screen, click Home M > Toolbar nh > Network ia > WebCam Server. The
Server Setup dialog box appears.

2. Click the Server tab and click Detect UPnP. This dialog box appears.

Port Mapping
UPnP-based Router
Realtek RTL&168C(P) /811 1C(P) Family PCI-E Gigabit Ethernet NIC (NDIS 6.20) IP[192.168.4.177]
Mame Port IP Address NOT =
I HTTP 85 192.168.4.177
I COMMAND 4550 192.168.4.177 L
I DATA 5550 192.168.4.177 1
I AUDIO 6550 192.168.4.177
' Mobile 554 192.168.4.177
\_~ Mobile Stream 56000 192.168.4.177 i
4 L} F
Figure 7-8

3. Click Searching to search the UPnP-enabled routers.
4. If your server is installed with multiple routers, select one from the UPnP Router drop-down list.

5. If you server is installed with multiple network adapters, select one from the drop-down list under

the Searching button.

6. Click Configure to automatically configure the communication ports on the router.

Note: If you don’t use the default ports, modify the related ports in the Server Setup dialog box
(Figure 7-4) and then click OK. Re-open the dialog box and follow the above steps to configure your

router.
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Remote Viewing

The Network Port Information is designed for users to view and manage all network ports of remote

applications.

On the main screen, click Home W > Toolbar I’:I > Network i?i > Network Port Information.

This dialog box appears.

56111
1 5552
3388

o

Al

Port

4550
5550
6550
443

5611
5548
5549
5545
5201
5200

Port Settings

Description

HTTP Port: Allows users to connect to the server through a web browser.

Command Port: The port s used to transfer command through a web browser.

Data Port: The port s used to transfer data through a web browser.

Audio Port: Allows users to speak to the server through 2 web browser.

SSL Port: Allows users use SSL protocol to connect to the server through a web browser.
Allows users to connect to the server through the mobile device.

For remote view log.

Command Port: The port s used to transfer command. For Control Center.

Data Port: The port & used to transfer data. For Control Center / ERM / Remoet Desktop etc.

Command Port: For GV-CenterV2.
Data Port: For GV-CenterV2.
Connection Port: For GV-CenterV2.
Device Discovery (TCP/IP)

Device Discovery (Multicast)

Figure 7-9

The controls on the Port Settings:
No. Name Description
1 Filter Select the application type for the port from the drop-down list.

Displays the port value for different applications. Double-click the port to
2 Port modify its port value.

Employs UPnP technology (Universal Plug and Play) to allow automatic
3 Port Mapping

port configuration to the router.
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7.2.8 Mobile Service

Mobile Service allows remote connection and video streaming from GV-VMS by other applications,
namely GV-Eye, GV-Edge Recording Manager — Mac version and the multicast of GV-Control Center.

You can also add additional security protection for live streaming between GV-VMS and the connected

application using AES Encryption

For details on configuring multicast on GV-Control Center, see Multicast Setting, Chapter 9, in

GV-Control Center User’s Manual.

To add AES Encryption:
1.

screen of GV-VMS, click Home e - Toolbar m > Network &d > Mobile Service.

2.

After connecting to GV-Edge Recording Manager / GV-Control Center / GV-Eye, on the main

Select Enable AES Encryption.

Mobile Server Lite

Server Port

56000
Enable Multicast
Multicast Address
224.0.0.0

Multicast Port Start
1000

TTL

5

Interface Address

[Local Area Connection 2(152.168.4 222)

|:| Enzble AES Enctyption |

[ [ ]

Figure 7-10

Note: The AES Encryption functi
[ ]
[ ]

GV-Eye V2.5 or later

on is only compatible with
GV-Edge Recording Manager V1.3.0.0 or later
GV-Control Center V3.5.0.0 or later

GV-VMS (WebCam Server) V17.1 or later

244



https://s3.amazonaws.com/geovision_downloads/Manual/Control-Center/EN/GV-Control_Center_User_Manual.pdf

Remote Viewing

7.3 Single View Viewer

After logging into the WebCam Server successfully, you can see the single live view from GV-VMS.

14:63:46 Play 3 [<] < Information

= Version
1410

= | ocal time
2014707415 03:47:49

= Host time
2014}07115 03:47:49

= Online count
1

= OCX Registration Path
CAWindows\GeoOCXiWebC...

» + 5

—

Figure 7-11

The controls in the Single View Viewer:

No. Name Description

Right-clicking on live view allows you to instantly access some useful
1 Live View functions. The Resolution option can display a resolution indicator at the

bottom right corner of the video.

2 Control Panel See Control Panel later in this chapter.

3 Options See Alarm Natification, Video and Audio Configuration, Server List,
Show Camera Name and Image Enhancement later in this chapter.

4 Change Camera Selects the desired camera for display.

5 PTZ Control See PTZ Control and Visual PTZ Control Panel later in this chapter.

6 I/O Control See 1/O Control later in this chapter.
Switches to full screen view. The maximum video resolution configured

7 Full Screen on the WebCam Server will be applied. See Video Settings in WebCam
Server Settings eatrlier in this chapter.

8 File Save Saves video to a local computer in AVI format.
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9 Change Quality See Adjusting Video Quality later in this chapter.

10 Snapshot Takes a snapshot of the displayed live view.

11  Speaker See Video and Audio Configuration later in this chapter.
12  Microphone See Video and Audio Configuration later in this chapter.
13 Stop Terminates the connection to the remote GV-VMS.

14 Play Connects to the remote GV-VMS.

Displaying Full-Screen Live View on Other Monitors

Using the IE browser, you can display up to 10 full-screen channels with multiple monitors installed.

Right-click the live view and select a designated monitor to bring full-screen live view. The full-screen

live view appears on the designated monitor immediately.

Note: The full-screen display closes at the designed monitor if its Web interface window is

minimized.
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7.3.1 Adjusting Video Quality

To adjust the live view quality to have megapixel resolution in the Single View Viewer:

1. Select Actual Size on GV-VMS. Click Home H > Toolbar nﬁ > Network Eqi!- > WebCam
Server > the Video tab > select Actual Size in the Max. Image Size option.

@ Server Setup @

General[ Server | Video | Audio |JPG

Max. Channel 120

Max. Image size Actual Size -

Figure 7-12
2. On the Single View, click the Change Quality button (No. 9, Figure 7-11). You will have the

option of megapixel resolution now.

Note:
1. Streaming live view in Actual Size requires a lot of bandwidth. It is highly recommended to enable
this function in a LAN environment.

2. To have fisheye dewarping view, you must first follow the steps above to set fisheye camera to
megapixel resolution. Next, right-click the camera view and select Geo Fisheye. For details on the

fisheye settings, see Fisheye View in chapter 3.
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7.3.2 Control Panel

A control panel can be opened next to the live view by clicking the Menu button and selecting any of
the options. To change the pages of the control panel, use the right and left arrow buttons on the panel,

or click the Menu button to directly make selection.

Information

v Information

Video

Audio

Preset Go

/O control

Alarm Notify

Camera adjustment

POS / Wiegand

People Count

= OCX Registration Path
C:\Windows\GeoOCXiWebC...

» +

[

Figure 7-13

Name Description
) Displays the current version, local time, host time and number of channels
Information ]
currently accessing WebCam.
Video Displays the current video codec, resolution and data rate.
Audi Displays audio data rates when the microphone and speaker devices are
udio
enabled.
Preset Go Allows you to remotely move the PTZ to the preset points.
I/0 Control Provides a graphic display of the input and output devices from GV-VMS.
) Displays the captured images by sensor triggers and/or motion detection.
Alarm Notify

See Alarm Notification later.

Camera Adjustment Remotely adjusts image quality by moving the slider to the desired values.

POS/Wiegand Not functional.

Views the counts of Object Counting along with live view. Once the counts are
People Count logged into GV-VMS, In and Out counts will become zero and the system will

start counting those numbers again.
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7.3.3 Configuring Single View Viewer Options

To access the Single View Viewer options, click the Option button located on the right of the live view.

Alarm Notify
Video and Audio Configuration
Change Server

Show camera name

Image Enhance

Figure 7-14

Alarm Notification

Up to four captured images can be shown in the control panel upon motion detection or input trigger.

00:30:37 m « Alarm Notify

2014/07(16 201407116
00:30:21  00:30:26
Motion Motion

% Captured

Images

ClearAll

Figure 7-15

1. Click the Option button, and select Alarm Notify. The Alarm Notify dialog box appears.
B Motion Notify: The captured images are displayed in the control panel of the Single View
upon motion detection.
B 1/O Alarm Notify: The captured images are displayed in the control panel of the Single View

upon input-triggered detection.
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Alert Sound: Activates the computer noise alarm on motion and input-triggered detection.
Auto Snapshot: The program will take a snapshot every 5 seconds on motion and
input-triggered detection.

B File Path: Assigns a path to save the snapshots.

2. Click OK to apply the above settings.

Video and Audio Configuration

To change the video and audio configurations of the connected camera, click the Option button, and

select Video and Audio Configuration.

Video and Audic
Camera Audio Configure |

4)3 ™ Enable

Mormal -
2‘ I~ Enable

Video Codec |Geo MPEG4
Resolution |320a240

Video and Audio

Camera | Audio Configure ]

Quality |E|est Quality

Cancel

Frame Rate

Figure 7-16

[Camera] Change the video codec, quality and frame rate. The resolution options depend on the
maximum image size set on the connected GV-VMS. For details, see Video Settings in WebCam

Server Settings earlier in this chapter.

[Audio Configure] Enable the microphone and speaker for two-way audio communication. Select
Speaker to access live audio from the server site, and select Microphone to speak to the server site.
Ensure the speaker and microphone are properly installed in the local computer, and the audio settings

(Figure 7-6) are activated on the WebCam Server too. There are three options for audio quality:

B Real Time: Transmits simultaneously audio and video but may create sound interruption,

depending on your network condition.
B Smooth: Has a smooth sound quality but without audio and video synchronization.

B  Normal: The default value which has the audio and video effects between Real-Time and Smooth.
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Server List

You can add the connection information of multiple GV-VMS systems to the WebCam Server for quick

access later. Click the Option button > Change Server to display the following dialog box.

Change Server E

Host

Default J Default ‘ New Delete |

Host Name |New Sernver

|P Address |

User Name ||

Passwaord |

Command Port

Data Port
Audio Port

Figure 7-17

To add a GV-VMS system to the drop-down list, click the New button and type its connection
information. Leave all port settings as defaults at 4550, 5550, and 6550 respectively unless otherwise

necessary. Click the OK button. Then the created GV-VMS will appear in the Host drop-down list.

Show Camera Name

To show camera name on top-left corner of the live view, click the Option button and select Show

Camera Name.

Image Enhancement

To enhance the image quality of live view, click the Option button and select Image Enhance.

De-Interlace: Converts the interlaced video into non-interlaced video.
B De-Block: Removes the block-like artifacts from low-quality and highly compressed video.

B Enable DirectDraw: Enabled by default to enhance image quality. Some graphics cards might
not support DirectDraw and can produce distorted frames. In this case, disable the DirectDraw

function.
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7.3.4 PTZ Control Panel

Click the Camera Select button to select one PTZ camera, and click the PTZ Control button (No. 7,

Figure 7-14) to bring up the PTZ control panel.

Single View PTZ Control
Viewer Panel

Figure 7-18

One PTZ camera can only be controlled by one user at a time. If several users are trying to control the
same PTZ camera at the same time, the Single View viewer will give the priority to the first logon user

and then to the next user in queue.

Each user will be given 60 seconds to control the PTZ camera. The Timer at the upper right corner
informs the user of the remaining time of control or the total waiting time. The supervisor is given 666

seconds, which the highest priority to control the PTZ camera.

Click the | button to access additional PTZ functions. The functions available vary, depending

on the PTZ models.
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7.3.4 Visual PTZ Control

Other than the PTZ control panel, you can enable the Visual PTZ Control functions. Right-click the live
view and select Visual PTZ. Next, click the green PTZ button on the top left corner of the PTZ control

window to have these options:

B Random Move: You can move the camera view to any direction by clicking on a desired direction.
When you place the mouse cursor on the live view, a circular PTZ control panel appears. See

PTZ Control Panel and Auto Functions in Chapter 1 for details on the circular PTZ control panel.

Figure 7-19

B Center Move: Only for GV-SD220, you can zoom in and out using the mouse scroll or by drawing

a block directly on the live view.
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7.3.5 1/0 Control

The I/O control panel shows the I/O status and alarm event. Additionally, you can force output, as well
as enable and disable 1/0 devices to the remote GV-VMS. Click the I/0O Control button at the right of

the live view to bring out the 1/O control panel.

ALARM LIST w Enable/Disable 110

ALARM LIST
=R 201400716 Timer

o 01116:28 e —
o-£F- 01:16:29

110 DEVICE

1% Module 1 -
=4 [
&= Inputl
&= Input2
#= Input3
&= Inputd
&= Inputs
#= Inputh
&= Input?
&= Inputd
=@ Output
@ Outputi
. @ Output2
Smgle @ Output3
View @ Outputd
Viewer |@ Outputs
@ Outputd
@ Output?

Camera
'EH Cameras

I/O Control Panel

Figure 7-20

The alarm status shows the triggered inputs. Clicking the Reset button will clear the alarm list.

To force to trigger an output device, click the Enable button, highlight an output and then click the
Output button. The Timer functions the same as in the PTZ control panel. Each user will be given 60
seconds of control time while the supervisor has 999 seconds. Clicking the Stop button will stop the

operation and turn over the control privilege to the next user waiting online.

If you want to enable or disable I/O devices connected to the remote GV-VMS, click the
Enable/Disable 1/0 button. Note that the Enable Remote Control option must be enabled beforehand

in the WebCam Server Setup dialog box (Figure 7-3)
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7.3.6 Visual Automation

If the Visual Automation function is enabled on GV-VMS, you can remotely trigger the connected
output by simply clicking on a designated spot on the live view. For details on setting up Visual

Automation, see Visual Automation in Chapter 6.

1. To access this feature, right-click the live view and select Visual Automation. A green 1/O icon
appears in the corner.

2. To see where the designated visual automation spots are located, right-click the live view again,
select Visual Automation and select Show All.

3. Click the alert areas on the image to force the outputs to be triggered remotely.

Figure 7-2

255



Q GeoUision:

7.3.7 Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a close-up view or zoom in on the

video. This function is useful in providing clear and detailed images of the surveillance area.

1. Right-click on the screen and select PIP. An inset window of the camera view appears in the live

view.

Navigation box

Inset window

Figure 7-22

2. Move the navigation box around in the inset window to have a close-up view of the selected area.
You can adjust the size of the navigation box if needed.
Drag the inset window to adjust its location on the live view if needed.

4. To exit the PIP view, click the camera name and click PIP View again.
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7.3.8 Picture-and-Picture View

With the Picture and Picture (PAP) view, you can create a split video effect with multiple close-up views
on the image. A total of 7 close-up views can be defined. This function is useful for megapixel

resolution that provides clear and detailed images of the surveillance area.

1. Right-click on the live view and select PAP. A row of three inset windows appears on the bottom of
the screen.

2. Draw a navigation box on the image, and this selected area is displayed in one inset window. Up to
seven navigation boxes can be drawn on the image. You can adjust the size and the location of the

navigation box if needed.

‘ \.‘

Figure 7-23

3. To exit the PAP view, right-click the live view and select PAP again.
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7.4 Multi-Window Viewer

The Multi Windows displays up to 16 channels at a time and supports up to 64 channels.

To access the Multi Windows, click Live View on the left panel of the Webcam Viewer page, and select
Multi Windows.

Live View > Multi Windows

Live View

Remote Play Back
(2/16)

Remote ViewlLog

Remote eMap

Download

Figure 7-24
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7.5 JPEG Image Viewer

JPEG Image Viewer is a cross-platform viewer, compatible with Mac OS and Microsoft IE browsers.
Continuously receiving JPEG images from GV-VMS and limited to the single camera view, the viewer

is an ideal tool for the users with limited Internet bandwidth.

Note: To enable the JPEG Image Viewer, Java needs to be installed on the local PC.

To enable the viewer:

1. Click Home M >Toolbar l.’:l > Network Eqi > WebCam Server.

2. Disable Enhance Network Security under the General tab (Figure 7-3), and enable Create
JPEG/GIF File(s) under the JPG tab (Figure 7-7).

3. Access GV-VMS using a Web browser.
4. On the left panel of Singe View page, click Live View and select JPEG Image Viewer. The JPEG

Image Viewer appears.

Live View > JPEG Image Viewer

Saisiso " Camera List [ECEERY i
O 1y

Remote Play Back

Remote ViewlLog

Remote eMap

Download

Figure 7-25
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7.6 Playing Back Events

7.6.1 Event List Query

The Event List Query function on the WebCam Server allows you to remotely search for an event by
defining event type and time. The search results can be displayed in text form or in a chart. You can

also play back events instantly from the search results.

To allow remote access to GV-VMS and remotely play back events,

® Ensure the WebCam Server with the Run ViewLog Server function (Figure 7-3) is activated on
GV-VMS.

1. On the left panel of the Single View page, click Remote Play Back and select Event List Query.

The Query window appears.

2. Onthe top, select one of the following search categories: Monitor, System, Login, Counter,
POS, Merge, Backup, Delete, Notification, I/O, Playback, Al, Al Counter, and CMS. Note that

these categories are based on those of System Log in the Main System.

3. Define the search criteria such as Event Type, Device, Information, Date, etc. The selection of

search criteria may vary, depending on search categories.
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4. Click the Query button ﬂ The search results will be displayed in the text form.

Search categories Video icon
Event List Query
Monitor  Syster ogin 0S Merge Backup Delete Notification o

Event Type Information  Note

Mation

ID Event Device Information Note

DST
Rollback

Figure 7-26
5. To play back the attached video, click the Video icon. For more playback features, right-click on
the video image.
6. To graph the search results, click the Chart icon.

7. To export the search results, select one of the formats and click the Export icon.

7.6.2 Remote Playback

With the Remote Playback (RPB) function on the WebCam Server, you can play back the recorded
files of the connected GV-VMS.

1. To allow remote access to GV-VMS, ensure the WebCam Server with the Run ViewLog Server

function (Figure 7-3) is activated on GV-VMS.

2. Onthe left panel of the Single View page, click Remote Play Back and select Remote Play Back.

The Remote Play Back appears.
3. Select the desired camera, date and time-segment file.
4. Click the Play button to start.

5. For additional playback features, right-click on the image to have the options of Play Mode,

Render and Tools.
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7.7 Remote ViewlLog

Through the WebCam Server, you can remotely play back the recorded files by using the ViewLog

player.

1. To allow remote access to GV-VMS, ensure the WebCam Server with the Run ViewLog Server
function (Figure 7-3) is activated on GV-VMS.

2. Onthe left panel of the Single View page, click Remote ViewLog. Remote ViewLog will be

installed on your PC if it is not already.

Remote ViewLog

Live View

Installing

Remote ViewlLog

Remote eMap

~

56K/Modem 780sec
64K/ISDN 680sec
512K/ADSL 90sec

Download

Figure 7-27

3. Execute GV-Remote ViewLog and create a Remote ViewLog account on the Add Remote Viewlog

Account dialog box.
4. After creating an account, the Add New Host dialog box appears.

5. Inthe Host Type, select DVR / NVR / VMS. Type the Location Name, IP Address, Account and
Password of GV-VMS. Only modify the default port 5552 if necessary.

6. Click OK. The events available will be listed in the Event List.

For details on ViewLog player functions, see Chapter 4.
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7.8 Download Center

The Download Center allows you to download Remote ViewLog, Remote eMap and GV-Edge

Recording Manager.

1. Click Download in the left panel of the Single View page. This page appears.

VE= Resolution File Size Download

iﬂ Remaote Viewlog n

f*f Remote eMap

-
:r"' GV-Edge Recording Manager

File Size

Figure 7-28

2. Check the desired programs. The File Size field will display the total file size of the selected
programs.
3. Click Download and follow the on-screen instructions to install the programs. When the installation

is complete, the message “Install Complete” will be displayed.
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7.9 GV-Edge Recording Manager

GV-Edge Recording Manger is designed for remote live viewing and playback of GeoVision IP devices
and software. GV-Edge Recording Manger brings live view and allows remote control of GV/UA-IP
Camera, GV-Video Server, GV/UA-SNVR, UA-HD DVR, as well as GV-DVR / NVR / VMS and

GV-Recording Server, together under one management interface.

For details on GV-Edge Recording Manager, visit our website:
e GV-Edge Recording Manager (Windows Version)
e GV-Edge Recording Manager (MAC Version)

e GV-Edge Recording Manager (Windows Version): Make sure that Control Center Service and
Remote ViewLog Service are enabled on GV-VMS.
e GV-Edge Recording Manager (MAC Version): Make sure that Webcam Server and Mobile

Service are enabled on GV-VMS.

s

WebCam Server (W)

~ WebCam Server (W)

Mobile Service ~ Mobile Service

Connect to CenterV2 () Connect to CenterV2 (\)

Connect to VSM (G) Connect to VSM (G)

Failover Plugin

Failover Plugin

Control Center Server

Stop All Network Server

Control Center Server

Stop All Network Server

Network Port Information

Network failure detection

Win version

Network Port Information

Network failure detection

MAC version

Figure 7-29
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Note:

1. Mobile Service has the same function as Run Mobile Service (WebCam Server > General
Tab).

2. To add additional security protection of the live streaming between GV-VMS and GV-Edge
Recording Manager through AES encryption, see Mobile Service earlier in this chapter.

3.  For GV-VMS V17.1 or later, optionally enable the Substream FIFO function in the Configure
button ®¥ of CMS Service for reduced CPU usage of GV-VMS and improved streaming
quality at the cost of increased bandwidth. The number of remote connections allowed from a
single GV-VMS depends on the amount of bandwidth available. To access CMS Service, first
enable the service by clicking Network aa > Control Center / ERM Service, and click the

CMS Service icon D from the Windows taskbar at the bottom.

7.10 Mobile Phone Applications

With a smartphone, you can access live view and play back recordings from GV-VMS using GV-Eye

mobile app. GV-Eye can be downloaded from App Store or Android Market.

For details, see GV-Eye Installation Guide

7.11 Web Browsers on Smartphones

Using the browser on your smartphone, you can watch live view, control PTZ live views, and play back

recordings from GV-VMS. By connecting to the WebCam Server, no extra application is required.

Note:
1. Make sure the Mobile Service is enabled on the WebCam Server.

2. Live view control is only available for supported PTZ cameras.
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(® Geovision:

In the following steps, we use the Android smartphone as an example to log onto GV-VMS:

1. Open the browser on your Android device and type the IP address of GV-VMS to log on.

192.168.0.81/Mobile/m... {)

Webcam Login

Pesser!

Remember My ID and
Password

Login

Figure 7-30

2. Click Login. The cameras from GV-VMS appear.

192.168.0.81/Mobile/m... {3

ID: 1 Home

Streaming Type: H264 JPEG

Camera

List Best Quality Low Quality

Cameral

Camera2

Camera3

Figure 7-31

3.  To watch live view, keep H.264 as Streaming Type, and tap a video icon @ Stream 1 will be
displayed when Best Quality is selected and Stream 2 will be displayed when Low Quality is

selected.
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4.  To access the PTZ functions, tap JPEG as Streaming Type. This page appears. You can control

the live view with the direction arrows, zoom in/fout and home position buttons.

Live View

Streaming Type: ® H264 © JPEG

Hn

Figure 7-32
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E-Map Application

The E-Map displays the monitoring area on an electronic map, by which the operator can easily locate

the cameras, sensors and alarms triggered by motion or I/O devices.

The application is available through two programs: E-Map Editor which comes with the installation of

GV-VMS, and E-Map Server applicable on a designed server.

8.1 The E-Map Editor

The E-Map Editor allows you to import a floor plan in BMP, GIF or JPEG formats, and use the icons of

cameras and I/O devices to customize a map.

269



Q GeoUision:

8.1.1 The E-Map Editor Window

The E-Map Editor comes with the installation of GV-VMS. Click the Windows Start menu > Programs,

> GV folder > E-Map Editor. The E-Map Editor window appears.

The controls in the E-Map Editor window:

Fi 13 ap§ Ho!
LB EER Q@@
‘Map View x -
=-Q New Map |
& [
Q vMs2 il
Q £ D
= = = - & i}
[[5] (1] (] ¥ L] [} 1 oW =
b At 4
£
b
= = = - . .
P\ comerat | [[a] ] 1= [(&]] [[=]] [[&]] =D = =
VG (=] ]
= = - 4
[[5] (1] (5] [[5]] 1= =N = ‘ il il
B 4 %
g, 4D
- &) Y = z = = el
5| ¥ (i} [Tl ] (i} il i) i | 1= L8]
= A
A8 4
< =] Il
= @1 I = m N i N i
= = = = B .
Host View x @ - il —
=) TEST-226-PC [ 1 1= = — — L -
(-aly Cameras = s ==
4% /O Devices L (1=
=-@] CA220-Joyce }C = —
-aly Cameras = (5] (=] g g ] W ™
[#-4% 1/0 Devices — —t = = +
| »
File Type: VMS
Figure 8-1

No. Name Description

1 Up Returns to the previous E-Map file.
2  Add Map Adds an E-Map file.

3  Add Host Adds a host folder in the Host View.
4  Load Map Imports a floor map.

5 Rename

Renames an E-Map file and/or folder.

6 Delete

Deletes an E-Map file and/or folder.

270



n E-Map Application

No. Name Description

7 &8 Zoom In/ Out Enlarges / Diminishes the Map View.

9 Fit to Screen Adjusts the Map View to fit the current size of the window.
10  Actual Size Displays the actual size of the imported graphic file.

11 Floor Plan The view of imported graphic file.

12 Map View Tree view of E-Map files.

13 Host View Tree view of hosts

8.1.2 Creating E-Map

1. To create an E-Map, click Add Map ‘% on the toolbar. A New Map file is created in Map View
and the Floor Plan window separately.

i E-Map Editar
File Edit Map Host Miew

L B E4FOR QEEE

Map View =
[-fics. Mew Map Q
B —
Figure 8-2

2. Click the New Map file in Map View, and click the Load Map button (No. 4, Figure 8-1) to import a
graphic file. The file opens in the Floor Plan window.

3. Drag and drop the icons from Host View (No. 13, Figure 8-1) onto the map in the Floor Plan
window.

4.  To change the orientation of the default camera icon, right-click the camera from the Host View,
and select an orientation.

5.  To change the camera / IO icon to your own, right-click the camera / IO from the Host View, and

add your own icon.

Note: Make sure the icon file is of 32 x 32 pixels or smaller.
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Define the condition that the icon appears by selecting No Event or Event and select the
icon orientation using the drop-down list. You can set different icons for an event and
no-event situation. In this example, the icon of IPCam.jpg appears on the map when no
event occurs and when an event occurs, the icon changes to the default one.

Change Icon [
east event east southeast event south -
southeast
1] > > >
event south southwest event west event west
southwest
% EX ; @
_Y _Y o /
northwest event ptz event ptz input =
northwest
@ @ @ (& |
event input output event output | [IRELF0 =
lcon Type Preview
I E v I
@ No Event IPCam jpg Cﬂ
e
() Event Defautt Icon
Add Icon... ] [ Delete Icon ] [ OK J [ Cancel
Figure 8-3

6. Click File in the window menu and select Save to Al Guard to save the file to the GV-Al Guard

folder, or select Save to File to save the file to a desired path.

Advanced Settings

Optionally, you can have the following settings on your created E-Map.

Note: The changes in the orientation of camera icons will not be reflected on the 3D E-Map.

A. View Zone

The View Zone function illustrates the monitored area of each camera on the E-Map.

1. Inthe E-Map Editor window, click to highlight a camera icon, and select Edit View Zone. A

fan-shaped view zone appears.

=

JE— —
Bl | Ch

Figure 8-4

2. Move the mouse to adjust the size and direction of the view zone.
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3. Right-click the map and select Finish to finalize the zone.

4.  You can also adjust the property of the view zone from the Property menu.

Property £
”Name Camera 1
Direction = S

View Angle[Degree] 30
View Radius(Pixels) |222

Figure 8-5

B. Polygonal Map

The Polygonal Map function helps you quickly locate a triggered device. Draw an area on the map and

it will flash when any device within the area is triggered.

1. Inthe E-Map Editor window, click to highlight a map, and select Edit Polygonal Map or Edit
Polygonal 10.

2. Click on the map to start drawing a polygonal shape, indicated by a yellow dotted line.

—

Un‘weVS'\W
place

Figure 8-6

3.  After closing the shape, right-click the map and select Finish.

The enclosed area will be colored in blue. When a device placed within the polygonal map is triggered,

the blue area will flash in blue and red.
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8.1.3 Creating E-Map for a Remote Host

Aside from for the local host (GV-VMS), E-Maps can also be created for remote host(s). Through the
Remote E-Map function, these E-Maps can be accessed and monitored through a Web browser. For

how to remotely access E-Maps, see Accessing E-Maps of Multiple Hosts later in this chapter.

Note: The supported hosts for E-Map include GV-DVR / NVR / VMS, GV-IP Devices, GV-Video Server
and GV-Compact DVR.

1. Click Add Host =1 on the toolbar and select the type of host. A new host is added in Host View.
2. Right-click the created host and select Host Settings. This dialog box appears, which varies

depending on the host.

| Host Settings rg|
Lacatian Mamme: |New Haost | [ 0K ]
Address: |emap.dipmap.com | [ Cancel ]
B of Camneras: webcam
4 of Modules Cornmand Part:
Madule 1 v | Data Port:
# af Inputs: 16 F
# of Dutputs: 16 £ furelm (P

Figure 8-7
3. Type the necessary information, such as IP address and the number of cameras, and click OK.

4. Follow the instructions in Creating an E-Map earlier in this chapter to create an E-Map for the

remote host.
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8.2 Starting E-Map

After an E-Map is created, you can start the E-Map on GV-VMS and monitor through the E-Map. When

any camera and/or I/O device on it is triggered, the corresponding icon will blink as an alert.

1. Onthe Content List of GV-VMS, expand the E-Map folder and drag the created E-Map to the live
view grid. The E-Map is displayed.

T R e e A =

Figure 8-8
2. When any camera or I/O device on the E-Map is triggered, its corresponding icon will blink red.
Hover the cursor over the icon to see the live view of the camera or click the icon to see the full

view.

Move cursor on the
cameraicon to have a
live image

Triggered camera with
blinking icon

Figure 8-9

Note: If you have created the E-Maps for multiple hosts, you can see these map files in the Content
List. However, these maps won’t function on GV-VMS but only work on the Remote WebCam. See

Accessing E-Maps of Multiple Hosts later in this chapter.
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8.2.1 Setting up Popup Map

When multiple E-Maps are being monitored simultaneously, the pop-up function can be enabled for
monitoring convenience. Once any camera or 1/O device is triggered, its corresponding E-Map will pop

up, replacing the current E-Map.

1. Inthe Content List, click the Configure button under E-Map.

< Content List

Figure 8-10

2. Select the desired cameras and input devices for the application, and specify Interrupt Interval for
the duration between event triggers. Any event trigger will be ignored by the system during the

interval to avoid frequent map pop-up.

3. Atthe bottom of the E-Map grid, click E-Map Auto Pop-up E to enable the function.

NS new Map 1st floor
N campus
J4p 1st floor
\# 2nd floor

% == 2 %

Figure 8-11
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n E-Map Application

Note the 3D E-Map function are only applicable to GV-VMS V16.10.3.0 or later.

8.3.1 3D E-Map Display

The E-Map can display the monitoring area in 3D view, meaning you can zoom in and out with the

mouse wheel, and rotate the view as you wish.

1. Create an E-Map by following the instructions in Creating an E-Map earlier in this chapter. To build

o o M w N

multiple layers of maps, create another subfolder under the E-Map folder, as illustrated below.

[’ E-Map Editor

_ o

File Edit Map Host View

Map View

=

LR E+IER QE6EE

=-fti New Map

@ campus
i @ 1stfloor

Figure 8-12

After creating an E-Map, click Home > Toolbar > Content List on GV-VMS.

Expand the E-Map folder and drag the created E-Map to the live view grid

To zoom in / out of the monitoring area, simply scroll the mouse wheel up or down.

To adjust the angle of view, click and hold on the E-Map and move in any direction as desired.

To move up or down the building view (No 2, Figure 8-13), right-click on the E-Map and scroll the

wheel.
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8.3.2 Utilizing 3D E-Map Icons

The 3D E-Map display comes with a set of icons for settings and control. Place the mouse cursor on the

E-Map to see the icons below.

campus

Q= = 2 ¥
Figure 8-13
No | Icons Functions
1 | Move Up @ Move to the main folder of the current E-Map.
2 Building View = Switch the floor plan to 3D view mode of the building.
3 | Map List = Display the E-Map list.

4 E-Map Auto Popup #2 | Enable this function to automatically pop up the related map whenever

any device on it is triggered. See Setting up Popup Map earlier in this

chapter.
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5 | Tools & Includes the following options:
B Auto Rotate: Automatically rotates the E-Map anticlockwise.
B |con Options:

»  Always Show Live Video: Always display the

received live view on the E-Map.

»  Show Device Name: Display the device name on the

E-Map. This option is enabled by default.

» Large Icons: Change to large icons of cameras. By

default, the large icons are used.

» Small Icons: Enable this option if you want to use

small icons.

B Properties: Show the E-Map name on the upper-left corner

and change the font size of the E-Map name.

B Close: Remove the E-Map display.

8.4 Remotely Accessing E-Map

You can remotely access and view E-Maps with a Web browser.

1. To allow remote access to E-Maps, click Home M > Toolbar l’nh > Network &a > WebCam
Server on GV-VMS. The Server Setup dialog box appears.

2. Click OK to start the WebCam Server.

3. Open the Web browser and type the address of GV-VMS. Once the connection is established, the

Single View page appears.
4. On the left panel, click Remote E-Map. The Login dialog box appears.

5. Type the login credentials of GV-VMS and click 5 The Remote E-Map window is displayed.
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8.4.1 The Remote E-Map Window

®_9

- Q New Map

IP Address Change_| B

a4 7F floor plan

Q 9F floor plan ‘

Figure 8-14

The controls in the window:

No. Name Description

1 Login Logs up to 500 hosts.

5 Host _ V?ews the information of incoming events upon motion detected and 1/0O devices

Information triggered.

3 Previous Goes to the last selected E-Map file.

4 Home Goes back to the top of the tree view.

5 Next Goes to the next E-Map file.

6 ViewLog Accesses the Remote ViewLog function. See Remote ViewlLog Service in
Chapter 4.

7 Configure Configures the advanced settings.

8 Tree List Displays all created E-Map files and folders.

9 IP Address Displays the IP Address of the connected host.
When events occur, the corresponding icons will blink red.

10 Camera / Input / Cameraicon: Move the cursor over the icon to view a live image. Click the icon

Output Icon

to open a control panel for the camera.

Output Icon: Click the icon to manually trigger the output device. .

Note: By default, E-Maps opened with Remote E-Map are displayed in 3D. To display the E-Maps in
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2D view, click the Configure button (No. 7, Figure 8-16) and select Disable 3D eMap.

The controls in the Camera Icon

Click the cameraicon to
open the control panel

Move the cursor on the
cameraicon to have a
live image

Figure 8-15

8.4.2 Accessing E-Maps of Multiple Hosts

If you have created E-Maps for multiple hosts, you can monitor these E-Maps remotely through a Web

browser. Up to 500 hosts can be accessed at a time.

1. To start, click Login on the Remote E-Map window. The Login window appears.
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2.  Select a host on the right panel and click Login. You are prompted for the required login info.

- —
2 Logn T B
Host Logout

Hosiame | Ao Logi
TEST226PC [ Building B
Building C

Figure 8-16

3.  Click OK to return to the Remote E-Map window. Now you can select the corresponding E-Map for

the new host for monitoring.

8.4.3 Configuring the Remote E-Map

Click Configure M on the Remote E-Map window. The Configure dialog box appears.

e DR B ==

i |
N

1 inp
| |

CRemote-EMapwres\buzzerwav C\Remote-EMapvres\buzzerwav

Browse Browse

Figure 8-17
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[Download E-Map files] Download E-Map files from the local server to the client PC. This option can

reduce network loading if you wish to view the E-Maps of multiple hosts.

B Use local E-Map files: After downloading E-Map files to the client PC, you can select and use

these E-Map files for connection.

[Motion] / [I/O Input]
B Alert Sound: Assign a .wav file to alert the operator when cameras or I/O devices are triggered.

B Camera Blink, I/O Blink: When cameras or /O devices are triggered, their icons on the E-Map
flash.

B E-Map Auto Popup: When cameras or /O devices are triggered, the related map will pop up on

the screen instantly when the Remote-E-Map window is minimized.
B Show Event: Display the information of triggered events on the Host Information window.

B |/O Trigger Camera: When input devices are triggered, the related camera views will pop up. To
enable this function, you must map input devices to cameras on the GV-VMS first. See Popping up

Live View in Chapter 1.
B Hide Tree List: Select to hide the tree list.

B Enable DirectDraw: Enabled by default to speed up graphics rendering. Some graphics cards

might not support DirectDraw and can produce distorted frames. In this case, disable the function.
B Use Small Icon: Enable for devices to be displayed by smaller icons.

B Retry in the Background: When the Remote E-Map is disconnected from GV-VMS, a warning
message will pop up every 30 seconds. Select to hide the message and retry the connection in the

background.
B Disable 3D emap: Disable the 3D e-map function.

B Loop alert sound: When Alert Sound is enabled, the assigned .wav file will be played repeatedly

until it is turned off by the operator.
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8.4.4 Viewing Event List and Playing back Videos

You can see a list of triggered events on the Host Information window and play back the desired

video(s).

1. Click Host Information on the Remote E-Map window. The Host Information window

appears.
& HostInformation E‘E‘ﬂ
/| Building 8 Host Name Date Time Event Type Cam.. Meod.. O Name =
2 Building C

Building B 2000/01/.. 11:00:36 Mation

(A TEST226PC TEST-226-PC 2002/04/ . 06:09:00  Motion

NIA NA Camerad H
e ]
e EWCEERINNRE oot o0 pe 200204/ 060859

MIA MIA Camera 3

t Motion TNIA TNIA Camera 1

-, Camera(1)-Motion Det o
Building B 2000/01/ 10:59:48 Motion TNIA TNIA Camera 1
Building B 2000/01/ 10:59:37 Motion TIA TIA Camera 1
TEST-226-PC 2002/04/.. 06:08:01 Mation MiA MiA Camera 3
Building B 20000011, 10:59:22 Mation MiA MiA Camera 1
Building B 2000/01/.. 10:59:08 Motion MIA MIA Camera 1
Building B 2000/01/.. 10:58:58 Motion MIA MIA Camera 1
Building B 2000/01/.. 10:58:50 Motion MIA MIA Camera 1
Building B 2000/01/.. 10:58:25 Motion

MIA MIA Camera 1 I
MIA MIA Camera 3
MIA MIA Camera 1
TNIA TNIA Camera 1
TNIA TNIA Camera 3
TNIA TNIA Camera 1
NIA NIA Camera 1
MiA MiA Camera 1
MiA MiA Camera 3

TEST-226-PC 2002/04/.. 06:06:32  Motion
TEST-226-PC 2002/04/.. 06:06:25  Motion
Building B 2000/01/.. 10:58:00  Maotion
TEST-226-PC 2002/04/ . 06:06:24  Motion
TEST-226-PC 2002/04/ . 06:06:10  Motion
TEST-226-PC 2002/04/ . 06:06:08  Maotion
Building B 2000001/ 10:57:34  Motion
TEST-226-PC 2002/04/.. 06:05:58  Motion
TEST-226-PC 2002/04/.. 06:05:44  Motion MIA MIA Camera 3

TEST-226-PC  2002/04/.. 06:05:18  Motion A A Camera 1 %
4| m | b 4| n ] *

Reset I Reset I

= = — e

P 70 AU AP U PO U BRSO ST Y

Figure 8-18
2. For event playback, double-click any motion event on the left panel. The player appears.

3.  Optionally right-click the image to access the advance functions of the player.

8.5 E-Map Server

The E-Map Server is an independent program designed to create E-Maps for different hosts. With
E-Map Server, you can monitor different sites on electronic maps through any computer accessible to
the network.

8.5.1 Installing E-Map Server

You can install GV-E-Map Server from the GeoVision Website.
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8.5.2 The E-Map Server Window

n E-Map Application

Go to Windows Start > Programs > eMapServer and click E-Map Server. This window appears.

£

Size
3717 KB

=]

()

Figure 8-19
No. Name Description
1 Start Service Starts the E-Map Server.
2 Stop Service Stops the E-Map Server.
3 New Creates a new E-Map file.
4 Rename Renames the E-Map file.
5 Delete Deletes the E-Map file.
6 Refresh Refreshes the E-Map Server window.
7 Accounts Creates user accounts of the E-Map Server.
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8.5.3 Setting up E-Map Server

Before starting the E-Map Server, you must create E-Map files and user accounts.

® To create E-Map, click New (No. 3, Figure 8-19). See Creating an E-Map earlier in this chapter.

® To create a user account for the server, click Accounts (No. 7, Figure 8-19).

8.5.4 Connecting to E-Map Server

With E-Map Server, you can monitor different sites on electronic maps through any computer accessible

to the network.

1. Open the Web browser and type the IP address of the E-Map Server.
2. Type the login info of the E-Map Server. You are prompted to select an E-Map (.emp) file.

3. Click OK. The Remote E-Map window appears (Figure 8-16).

4. Click Login to log into the desired host. For details, see Accessing E-Maps of Multiple Hosts
earlier in this chapter.

Note: To log into GV-VMS, make sure the WebCam Server is enabled. See Remotely Accessing

E-Map earlier in this chapter.
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Useful Utilities

GV-VMS supports some advanced utilities to enhance the system performance in a security network.

9.1 Dynamic DNS

GV-Dynamic DNS provides domain name registration, making your dynamic IP address point to your
GV-VMS server. GV-Dynamic DNS will update the server’s IP address to DNS Server every 10
minutes. Even if your server’s IP address changes, you can still locate it by using the registered

domain name.

Note: GV-Dynamic DNS uploads IP addresses over the Internet through ports 80 and 81. If your
GV-VMS server is connected behind a router or firewall, make sure ports 80 and 81 are enabled.
GV-Dynamic DNS will only upload global IP addresses. If your GV-VMS server is using virtual IP, NAT

port mapping should be done first.

IMPORTANT: The DDNS service simplifies the process of trying to connecting an IP video device to
the network. However, GeoVision does not and cannot warrant that the DDNS service will be
uninterrupted or error free. Please read Terms of Service carefully before using the service. Besides
GeoVision, you can also obtain the free DDNS service from these providers: DynDNS.org and

No-IP.com.
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9.1.1 Running Dynamic DNS

GV-Dynamic DNS Service is included in the installation of GV-VMS. Go to Windows Start >
Programs > GV-VMS > DNS Client V2. The DNSClient V2 dialog box appears.

9.1.2 Registering Domain Name with DDNS

1. Click Register on the DNSClient V2 dialog box. The registration page appears.
& DNSClient V2 [=] = ===

Hostname:

[Ex: xoccoood.gvdip.com]
Please ensure your hostname which may be
.gvdip[xx].com. xx may be from 01 to 99.

Password:

@ QObtain an IP address automatically
) Use the following IP address

127 o 1] o 1} o 1

Run at startup

EMail Setting ] ’ Save

Register

Figure 9-1

2. Type ausername and password and the Word Verification code. The password must be at least 6
characters.

3. Click the Send button. The following message appears.

Hostmame: julia gvdip com

IP Address: 114.32.17.31

Your hostname will be activated in 2 minutes.

Your hostname will be deleted if vou don't update your host address for 30 days.

Figure 9-2
B Hostname: Made by registered username and “gvdip.com”. In this example, the hostname is
“http://julia.gvdip.com”. This will be the domain name used to log into your system.

B |P Address: Your system’s current IP address. This IP address is updated every 10 minutes.

Note: The domain name .gvdip(xx).com may vary with xx from 01 to 99.
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9.1.3 Starting Dynamic DNS

After registering a domain name with GV-Dynamic DNS, enable the DDNS function on your system.

Run DDNS Client V2 (Figure 9-1) and be sure GeoVision software is also enabled at the background.

After typing the Hostname and Password used to enable the Dynamic DNS service, complete the

following settings:

m  Obtain an IP address automatically: The DDNS Server will use any available IP address from

the system or the router.

[ Use the following IP address: If your system or router has more than one IP address, you can

assign one IP address to connect between the DDNS Server and the GV-VMS system. It is

highly suggested to assign a fixed IP address instead of a dynamic IP address, which will not be

accessible for the DDNS when the IP address is changed.

B Run at startup: Select to automatically run the DDNS service at Windows startup.

[ E-mail Setting:

(o]

o

Scheme: Select a given situation to receive e-mail notifications.
Sender: Type the name, e-mail address, username and password of the sender.

Receiver: Type the recipient’s e-mail address(es). For multiple recipients, add a semicolon
between each e-mail address.

Mail Server: Type the host name or address of your mail server. Keep the default port 25 or
modify if the mail server uses a different port. Select SSL if your e-mail server requires the

SSL authentication for connection.

Click the Test button to send a test e-mail to confirm if the settings are correct.

Click Save. The connection information will be displayed.

Note: The DNS Client will not upload the IP address unless the compatible GeoVision software is

running such as GV-VMS in the background. If the IP address of your system is not updated for more

than 30 days, your host name will be deleted automatically.
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9.2 Watermark Viewer

GV-VMS can embed digital watermarks in video streams for authentication purposes. The watermarks
are encrypted with digital signatures in video streams during the compression stage, ensuring that
images are not edited or damaged after they are recorded. In addition, you can apply the Watermark
Proof, a watermark-checking program included in the installation of GV-VMS, to further verify the

authenticity of the recording.

9.2.1 Activating Watermark Protection

To enable the watermark protection, click Home M > Toolbar l'nh > Configure Q > System
Configure > Record Setting, and select Use Digital Watermark Protection. GV-VMS will digitally

sign videos during the recording.

Record Setting

Video Record

Max Video Clip: |1 | Min. Database Folder

| F\CameraDBs\

M Recycle []Use Digital Watermark Protection

[]Register Event
Storyline ™

Record Error Process : [

Figure 9-3

9.2.2 Running Watermark Proof

1. Locate the GV-VMS folder and run WMProof.exe. The Watermark Proof window appears.

2. Click File from the menu bar, select Open, locate the recorded file (.avi) and click Open. The
selected file is listed on File List (No. 9, Figure 9-4). Alternatively, you can directly drag the file

from the storage folder to the window.

« If the recording is unmodified, a check mark will appear in the Pass column.
e If the recording is modified or does not contain watermark during recording, a check mark will

appear in the Failed column.

3. To play the recording, double-click the listed file on the window.

292
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n Useful Utilities

Similar Rate
100 %
Original Extracted

¢C ¢

File Name

778{1085(Current/Total frame)

|D:6v-14800cam0910203\Event20100203173801009.a. [V I Pass

Pass | Failed | Similar Rate

—o

12/3/2010 17:38:27.919

Figure 9-4

No. Name

Description

Open File

Opens the recorded file.

First Frame

Goes to the first frame of the file.

Play

Plays the file.

Goes to the previous frame of the file.

Next Frame

Goes to the next frame of the file.

Previous Watermark Frame

Goes to the previous frame that contains watermark.

1
2
3
4 Previous Frame
5
6
7

Next Watermark Frame

Goes to the next frame that contains watermark.

8 Original vs. Extracted

The Extracted icon should be identical with the Original
icon. If not, it indicates the recording has been tampered.

9 File List

Displays the proof results.
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9.3 Windows Lockup

GV-Desktop helps you secure your computer while away from your workstation. You may lock up the

Windows desktop while launching a customized GV-Desktop. In GV-Desktop, users are limited to run

GV-VMS and only selected programs.

9.3.1 The GV-Desktop Screen

GV-Desktop is included in the installation of GV-VMS. Go to Windows Start > Programs > GV-VMS >

Key Lock Utility. The GV-Desktop screen appears.

Figure 9-5

No. Name Description

1 Programs Accesses programs.

2 Settings Adds programs to the programs menu.

3 Log Off Logs off GV-Desktop.

4 Shut Down Shuts down the computer.

5  Task Manager Views the tasks currently running on your computer.
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9.3.2 GV-Desktop Features

Programs
Click the Programs button (No.1, Figure 9-5) to see the program menu. The default programs are

Video Management System (GV-VMS), Repair Database Utility, eMap Editor and Control Center
Service. To add or remove new programs to the menu, see the Settings section later in this chapter. In

the example below, Paint is a new program added to the menu.

®* \fideo Management System
%l Repair DataBase Utiity

B Map Editor
< Control Center Service

W Paint
2@ =

Figure 9-6
Settings
Click the Settings button (No.2, Figure 9-5) and type the valid ID and password. This window appears.
Settings El
ID: 1 { Fassword... ] [ Export Toker... ]

System menu

[ Add.. ] [ Remove ] [ Edit... ]
Administiative Tools
-
Down
Add Remove E dit

Diesktop Type

| ‘windows v

Figure 9-7

[Password] Change the password. For Allow Removing Password System, see Account and

Password in Chapter 1.
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[Export Token] See Token File for Save Mode later in this chapter.
[System Menu] Select a desired program and click the Edit button to change its hame.

[Customize Menu] Set up the Programs menu as desired. To add a program, click the Add button. In
the Shortcut dialog box, type the program name, click the button next to the field to assign a path and
click OK.

[Administrative Tools] Set up the Programs menu as instructed in Customized Menu option. To run
the added programs configured in the Administrative Tools field, the administrative ID and Password

are required.

[Desktop Type] Select Windows or GV-VMS from the drop-down menu. The selected desktop will

launch the next time when you log into the computer.

Log Off
Click the Log off button (No.3, Figure 9-5) to log off GV-Desktop with a valid ID and password.

Shut Down
Click the Shut Down button (No. 4, Figure 9-5) to shut down your computer with a valid ID and

password.

Task Manager
Click the Task Manager button (No. 5, Figure 9-5) to view the programs which are currently running on
your computer. When you minimize a program, it will be hidden and under operation in the background.

To bring the program back to desktop, double-click the program listed in Task Manager.

Task Manager §|

ﬁ HyperSnap 7 - [desktop - enter token.prg]
Y deskiop.PNG - Paint

1.j urtitled - Paint

) Common

Figure 9-8
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9.3.3 Token File for Safe Mode

This option in the Settings section lets you export a token file. In case you start Windows in Safe Mode
and in the status of GV-Desktop, this token file allows you to exit from GV-Desktop and enter Windows

desktop. To export a token file, follow the steps below.

Exporting the Token File
1. Click the Export Token button (Figure 9-7). The Enter Token Code appears.
2. Type a code in the Token Code field and click OK.

3. Inthe Save As dialog box, locate a path, type a desired name in the File Name field and click

Save to save the file.

Switching from GV-Desktop to Windows Desktop

1. Click the Settings button on GV-Desktop. You will be prompted to locate the stored token file and

type the configured token code.

2. When the Settings window (Figure 9-7) appears, select Windows in the Desktop Type field and

exit from the window.

3. Click the Log Off button to log off GV-Desktop and run the Windows desktop. You need to locate

the stored token file and type the configured token code again.
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9.4 Authentication Server

GV-Authentication Server is a password and account management system for multiple GV-VMS

systems. Through the Authentication Server, the administrator can create the accounts with different
access rights to a group of GV-VMS systems. Once any GV-VMS is connected to the Authentication
Server, the previous password settings in local GV-VMS will be invalid. Local GV-VMS will submit to

the full control of the Authentication Server.

Note:

1. In addition to GV-VMS / DVR / NVR where the Authentication Server acts as a password and
account management system, the Authentication Server also supports E-Map Server,
GV-Control Center, GV-Edge Recording Manager and GV-Eye app to allow users to access a

specified group of GV-VMS / DVR / NVR hosts through an Authentication user account.

2.  GV-Eye V2.8.0 or later and GV-Edge Recording Manager V2.1.0 or later support multiple

GV-Authentication Server connections at a time.

9.4.1 Installing the Server

You can install GV-Authentication Server from Utility in GeoVision Website.
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9.4.2 The Main Window

Go to Windows Start > Programs > AuthServer > AuthServer. This window appears.

- Client List

=X Eye

Status: [Client: 1/ 2]

) EMap Server List

g}im ical urver--OnTme El]£$t:|\£é]

X0 ®

e [ cient Name Client 1P T
Vms vMS 192.168.1.1

Client Name:
Client IP:
Client Tel:
Client FAX:
Client Address:
Login Time:

Figure 9-9
No. Button Description
1 Add An Area Creates an Area group.
2 Add A Client Creates a client account.
3 Delete An Area / Client Deletes an existing group or client.
4  View/ Edit A Client Select a client from the Client List, and click to view / edit it.
5 Find A Client Finds an existing client.
6 Start / Stop Service Starts / Stops the Authentication Server.
7 Server Setup Configures the Authentication Server.
g Account Setup Configures passwords and grants permissions to clients. Imports
groups from Active Directory.
9 Log Sets up the Authentication Server Log and opens the log browser.
10 Exit Exits this window; Logs out Administrator; Changes
Password, imports or exports account information.
11 Connected Client List Lists the connected clients: GV-VMS / DVR / NVR, E-Map Server,
GV-Control Center, GV-Edge Recording Manager and GV-Eye.
12  Client Information Lists the information of the selected client.
13 Client List Lists the created clients.
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9.4.3 Creating Clients

You must create and arrange the clients first which user credentials will be centrally managed by the

Authentication Server. To create a list of GV-VMS clients, follow the steps below.

1. To create a GV-VMS client, highlight the Host List from the left pane and click the Add A Client

button TcH The Client Information dialog box appears.

ﬁp Authentication Server --

EExaE
B Host List

.} EMap Server List
-\ Client List

Figure 9-10

2. Type the client’s information and select Automatic get connection info. The Name must match
that of local GV-VMS.

3. Optionally select Manual Setting and type the IP address of the Authentication Server. Keep the

default ports or modify them if necessary.

Client Information *
Mame: |
TEL: | |
FAX: | |
Address

(O Automatic get connection info

® Manual Setting
P [218.161.78.103 |
Command Port: | 3388 |
Data Port: [5611 |
Log Port : [ 5552 |
Mobile Stream Port : [ 56000 |
DK Cancel
Figure 9-11
4. Click OK.
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Tip: To view the name of your GV-VMS system, select Toolbar nﬁ > Configure > System
Configure > General Setting.

General Setting oS

Location Name Related Actions

Zoom Camera

Building A

[C] Auto enable wave out
Monitor Option

[ Auto toggle talk back
[l start Delay: & | Sec.

[¥] Auto switch PTZ mapping
[C] service Mode El

Exit Option
Display

[ |Auto Restart Windows
[#] Enable DirectDraw

Figure 9-12

5. To create another client, repeat the steps above.

6. You can also arrange multiple clients under a group by highlighting a list and clicking the Add An

Area button (No. 1, Figure 9-9). The created group appears under the selected List.

9.4.4 Creating User Accounts

To create user accounts with different access rights and assign the user accounts to a group of

GV-VMS clients, follow the steps below.

1. Click the Account Setup button (No.8, Figure 9-9) > Password Setup. The Password Setup

dialog box appears.

2. Create a user account. Refer to Account and Password in Chapter 1.

Note: The Administrator has the authority of changing the passwords of any accounts.
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3. To assign the created user to a group of GV-VMS clients:

A. Click the Group Setting button.

[¥] Disable Account [ Expire in ¢days)

I Guest

Pagsword :

Hint:

Level : Guest

Walid Group: |E'% Al DVR v|
I Group Setting "

[ User cannot change password

[IForce password change at next login

[ Disable account if user does not log in after (days)

Figure 9-13
B. Inthe Valid Group List window, click the New Group button.
Valid Group List —
T SR
|JE2] Group List
Figure 9-14

C. Inthe DVR Group Information window, name the group, select the GV-VMS clients to be

added to the group. Click OK.
rD"n.l’R Group information L&J1

Group Mame Building

¥ =, Building A
¥ = Building B
[+ = Building C
[v & Building D

SelectAll H Unselect Al H 0K ][ Cancel

Figure 9-15

D. Click OK again to return to the Password Setup window.
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E. Use the Valid Group drop-down list to select the created group. The user will be able to log in
the assigned GV-VMS clients.

Valid Group:

"] Force password change at ng

| Building |

[T Disable account if user does

ag, Building

1

A All DVR
= Building &
= Building B

[C]User cannot change passwor @ gyilding C

=l Byjilding 0

Figure 9-16

4.  Optionally use the following functions to arrange the user and client accounts.

A. Right-click a user account to have two options. The Apply setting to option will apply the

same settings to a specific user account. The Apply setting to group option will apply the

same settings to all user accounts under the same account level.

Guest [7] Disable Account
User
- PowerlUser 10
- %% Supenvisor e
B : m Add New Account
Q Building & Find Specific Account
Q Building B Rernove This Account
i ) Building C ch p d
& BuidngD ange Passwor
- R serwispy Apply setting to group
Apply setting to L
I | = = ass
Figure 9-17

B. Right-click a client account to have two options. The Apply setting to other DVR(s) option

allows you to apply the same settings to all clients under the same user account. For this

example, the settings of Building A client will be applied to all Building B, C and D clients. The

Copy option allows you to copy and paste one client’s settings and any client.

""" Guest [ Disable Account
User
; Powerllser e
=33 Supervisor Password
: ‘ admin Hinl,

Apply setting to other DVR(s)

Copy
Paste

Figure 9-18
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9.4.5 Importing Groups and Users from Active Directory

To create user accounts efficiently, you can import groups and users from Microsoft’s Active Directory
to the Authentication Server. You will need to install Active Directory on Windows Server and set up

users into groups before following the steps below.

Note: User accounts in Active Directory need to be grouped into Groups settings first as only groups

can be imported into Authentication Server.

1. Run Active Directory Domains and Trusts in Windows Server by clicking the Start menu and

opening Administrative Tools.

2. Right-click your local Active Directory system and select Manage. The Active Directive Users and

Computers dialog box appears.

=5 Active Directory Domains and Trusts
File Action View Help
LG EE
i FAEC
F s
Manage Type FAE.cor
Raise Domain Functional Level... ns to show in this view. Mar
View 3
Export List...
Properties
Help
IT
E Active Directory Users and Computers = =] =
File Action View Help
—a| =
== Eo= HBHFN iaE=Ta%
: Active Directery Users and Com || Name Type Description
b [ Saved Queries "I Builtin builtinDamain
4 | FAE.com | Computers Container Default container for up...
b [ Builtin 2| Domain Controllers Organizational.. Default container for do...
b Camp.uters _| ForeignSecurityPrincipals Container Default container for sec...
2 :_— DDI"{'!EII'I Coﬂtrolla.rs i Infrastru(ture infrastructurell...
b - ForeignSecurityPrincipal: | LostAndFound lostAndFound Default container for or...
P Il;qosb’-\ndgosunc! A | Managed Service Accounts Container Default container for ma...
b — :r:;:: ervice Accoun | NTDS Quotas msD5-CuetaC...  Quota specifications co..
b = P 21 persons Organizational...
B [ Program Data - X .
< _| Program Data Container Default location for stor...
I [ ] System
b [ Users :_Systern . Container Builtin system settings
b [ NTDS Quotas _| TPM Devices msTPM-Infor...
b [ TPM Devices | Users Container Default container for up...
< m >

Figure 9-19
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3.

On the View menu, select Advanced Features.

n Useful Utilities

Note: If you use Windows Server 2008 instead of Server 2012, skip Step 3.

4,

Right-click the folder saved with the user accounts or groups and select Properties.

Tip: You can change the query parameters or show all items for each folder by clicking View and

selecting Filter Options.

7.

Select the Attribute Editor tab, double-click the attribute distinguishedName and copy the value

like OU=persons,DC=FAE,DC=com. You will need to paste the value at step 8, C to assign the

folder to import the user accounts or groups.

Directory Setup. This page appears.

In the Authentication Server, click the Account Setup button (No.8, Figure 9-9) and select Active

Configure -
Source Database
() Default Database
(@) Active Directory
Active Directory Setup
Server IP Address |12?-D-D-1
Fort: 389
() Connect with current login information
(® Connect with administrator login information
User Name |administmtor |
Password : |""u-" |
Test Connection
Distinguished name (DM) or naming context
Group Search Base: |0U=DEFSDHS.DC=FAE.DC=CDFH |
User Search Base: |CN=Users.DC=FAE.DC=com |
Group Mapping Setup Auto Update Setup
[] Auto update
Assign Authority Level | 5
Please restart Authentication Server for changes to take effect.
| OK | | Cancel

Figure 9-20
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8. To connect to the server with Active Directory:

A. Type the Server IP Address and the Port number of the server.

B. To log into the server using your current login credentials, select Connect with the current

login information. To log into the server using the login credentials of its administrator, select

Connect with administrator login information.

C. Paste the value of distinguished name you copied at step 5 respectively to Group / Users

Search Base.

D. Click Test Connection to see if you can connect to the server with Active Directory.

9. To assign groups in Active Directory to User, Power User or Supervisor authority levels:

A. Click the Assign Authority Level button. This dialog box appears.

Group Mapping Setup

Undefined Group

Windows Authorization Access Groy
Domain Controllers

Denied RODC Password Replication @
Server Operators

Domain Sdmins

Cryptographic Operators

febwork Configuration Cperators
Remote Deskiop Users

Darmain Users

Enterprise Admins

Users

Certificate Service DCOM Access
II5_ISRS

Replicator

Domain Guests

Cert Publishers

Performance Lag Users
Performance Monitar Users
Read-only Domain Controllers
Guesks

Terminal Server License Jervers
Dornain Computers

Distributed COM Users

Print Operatars

allowed RODC Password Replication
Incoming Forest Trust Builders
Pre-Windows 2000 Compatible Acce:
Backup Operators

Administrators

Account Operatars

RAS and 1AS Servers

Group Policy Creator Onwners

< b

Lser

aroupl03
Groupldo2

<

Poweruser
Grouplol

<

Supervisar

X

[ Cancel

Figure 9-21

B. Select the groups detected in Active Directory from the Undefined Group list and use the

arrow buttons to assign the groups to User, Power User or Supervisor level.

C. Click OK to import the user data into the Password Setup window.

10. To automatically update changes to user data in Active Directory, click Auto Update and specify

the update frequency in minutes.

11. Click OK and restart the Authentication Server to apply the settings.
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9.4.6 Starting Authentication Server

To configure and start the Authentication Server, follow the steps below.

1. Click the Server Setup button (No. 7, Figure 9-9). This dialog box appears.

€5 Server Setup §|

Metwork Setting

Server Port 3663 Default
[¥] Autornatic Failover Support Setting

Security Setting

Authorized 1D
Authorized Password

[JEnhance netwark security @

[JEnable IP White List

Server Setup

[] &utorun server service Lpon startup

[CIMatify when DWR is disconnected fram server

[ CK ] l Cancel

Figure 9-22

2. Under Security Setting, type the Authorized ID and Authorized Password which will be used for
the GV-VMS client to log into the Authentication Server.

3. Click OK to apply the settings.

4. Click the Start/Stop Service button (No. 6, Figure 9-9) to start the services.

Optionally, you can configure the following settings before starting the Authentication Server:
[Network Setting]

B Server Port: The default port number is 3663. To use UPnP for automatic port configuration to

your router, click the Arrow button. For details, see UPnP Settings in Chapter 7.

B Automatic Failover Support: Select and click the Setting button to configure up to 2
Authentication Servers in case the primary Authentication Server fails. If fails, the second or the
third server will take over the connection from clients and provide uninterrupted services. Note the
settings of Authorized ID and Authorized Password on the failover server must match those of the

primary server.
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Tip: To set up the failover Authentication Server, you can export the current settings by using the

Export Account and Import Account functions in the Exit button.

Note: Once the primary Authentication Server is ready to resume the services, close the failover

Authentication Server so the connection from clients can move back to the primary.

[Security Setting]

Enhance network security: Strengthen network security on the Authentication Server.

Enable IP White List: Click Edit to create a list of IP addresses only which are allowed to

establish connection with the Authentication Server.

[Server Setting]

Auto run server service upon startup: Starts the service automatically upon the startup of

Authentication Server.

Notify when DVR is disconnected from server: Notify the Authentication Server with a pop-up

window when GV-VMS is disconnected with the Authentication Server.
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9.4.7 Connecting to Authentication Server

To configure GV-VMS in order to access the Authentication Server remotely through a network

connection, follow the steps below.

1. On the main screen of GV-VMS, click User & > Password Setup > Remote Authentication
Setup. The Setup Remote Authentication Server dialog box appears.

Setup Remote Authentication Server @

n

When Remote Al.rtherdic:atio"JSenrer offdine

Allow local supervisorto Stop Use Remote Authentication
System.

i O Allow user to use local account login remote application (eq.
ﬂ , g pplication (eq

Webcam Remote View).
Change User (L)

Logaut (O) Login with authentication server backup account
Local Account Edit Password Setup >
| Setup Server ]
I Remote Authentication Setup I
Startup Auto Login ok | [ Cance
Figure 9-23

2. Select Use Remote Authentication and optionally select:
[When Remote Authentication Server Off-line]

B Allow local supervisor to stop using Remote Authentication System: Allow the local
supervisor to stop the Authentication application when the connection fails with the
Authentication Server. Note if the option is disabled and the connection fails with the
Authentication Server, the local supervisor will not be able to log into GV-VMS, and the dialog

box will not be accessible until the connection resumes.

B Allow user to use local account login remote application: Allow local users to access
remote applications with their previous password and ID settings when the connection with

the Authentication Server fails.

B Login with authentication server backup account: Keep using password settings created

on the Authentication Server even though the connection with the server fails.
3. Click Setup Server. The Remote Authentication dialog box appears.
Type the IP address and port of the Authentication Server.

Type the Authorized ID and Authorized Password of the Authentication Server.

o g &

Click OK to start the connection. When the connection is established, the previous password
settings in GV-VMS will be invalid.
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7. Press [L] on the keyboard to call up the Login dialog box. The icon EI indicates that the
connection is established.

Login - Remote Authentication System fg|
A
D I -

Pasaward

Forgot Password |

@ Change Password |

@

QK | Cancel|

Figure 9-24

As long as the Authentication Sever works, the Login dialog box will appear upon the starting of

GV-VMS. Type the user account created on the Authentication Server to log into GV-VMS.

Note: The disconnection icon ! will appear on the Login dialog box (Figure 9-24) when one of the
following situations occurs:

1. Thelogin ID and Password do not match any of the user IDs and Passwords created on the

Authentication Server.
2. The client name does not match the location name of GV-VMS (Figure 9-12).

3. The network connection encounters traffic problems.
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9.4.8 Remote Access from Other Video Management

Software / Mobile Application

The Authentication Server supports E-Map Server, GV-Control Center, GV-Edge Recording Manager,
and GV-Eye to allow users to access a specified group of GV-VMS hosts through an Authentication

user account.

You must first set up remote authentication on E-Map Server, GV-Control Center, GV-Edge Recording
Manager, or GV-Eye. After the they are connected to the Authentication Server, the user will be

prompted to log in with the user ID and password you created on the Authentication Server. Once the
user logs in, a list of GV-VMS hosts authorized to the user account will be displayed, and the user will

be able to view the assigned cameras.

Setting up Authentication Server

You need to create and arrange client accounts of E-Map Server, GV-Control Center, GV-Edge
Recording Manager, or GV-Eye under their separate lists on the Authentication Server window (Figure
9-9).

1. Inthe Client List field, click the E-Map Server List or Client List, and click the Add A Client

button (No. 2, Figure 9-9). The Client Information dialog box appears.

2. Type the name and information of the desired software or mobile app to be connected. The name

does not need to match the location name of the software or mobile app.

3. Click OK to add the client.

Accessing from E-Map Server

The E-Map Server can access the account setting of the Authentication Server.

1. Runthe E-Map Server. For details, see E-Map Sever in Chapter 8.
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2. Inthe E-Map Server window, click Tools on the menu bar, and select Options. This dialog box

appears.

Options X
eMapServer Port: [0 |
Startup type: 'Manual v|

lJze Remote Authentication

[ ok ][ Cancel l

Figure 9-25

w

Select Use Remote Authentication.

4. To enable the Authentication Server service to start automatically at Windows startup, select

Automatic. Keep the E-Map Server Port 80 as default or modify if necessary.

5. Click OK to apply the settings.

6. Inthe E-Map Server window, click Tools on the menu bar and select Remote Authentication.

This dialog box appears.

Remote Authentication E|
Metwaork Setup

Server P | 127.0.01 |

Server Fort |3563 | [ Default ]

Authorized D

| 123456 |

Autharized Passward

Client MName | 1 |

[ ok || cancer |

Figure 9-26

7. Type the IP address, authorized ID and authorized password of the Authentication Server, as well

as the E-Map Server’s client name created on the Authentication Server, and then click OK.

8. Inthe E-Map Server window, click Tools on the menu bar and select Start Service to start the

E-Map Server.

9. When you log into the E-Map Server, type the user ID and password created on the Authentication

Server. Alist of assigned GV-VMS clients to the user will be displayed.
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Accessing from GV-Control Center

GV-Control Center can access account settings of the Authentication Server.

Note: The Authentication Server only supports GV-Control Center V3.1.2.0 or earlier.

1. Run GV-Control Center.

2. Onthe Host List, right-click Host List by ID and select Remote Authentication Setup. A dialog
box appears.

3. Type the IP address, authorized ID and authorized password of the Authentication Server, as well
as Control Center’s client name created on the Authentication Server, and then click OK to enable
connecting to the Authentication Server.

4. To access the Authentication Server account settings, on the Host List, right-click Host List by ID
and select Get Host List by ID. A dialog box prompts you for ID and password.

5. Type a user ID and password created on the Authentication Server, and click OK. A list of

assigned GV-VMS hosts to the user will be displayed.

For details, see GV-Control Center User’s Manual

Accessing from GV-Edge Recording Manager / GV-Eye

For details, see Chapter 8 in GV-Edge Recording Manager User’s Manual or Chapter 13 in GV-Eye

Installation Guide.
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9.5 Fast Backup and Restore

With the Fast Backup and Restore (FBR) solution, you can change interface skin and customize
features to suit personal preference, as well as backing up and restoring your configurations in
GV-VMS.

9.5.1 Running the FBR Program

Go to Windows Start > Programs > GV-VMS > Fast Backup & Restore Main System. You will be

prompted to enter a valid ID and Password of GV-VMS, and then this window will appear.

g Fast Backup/Restore GV-VMS System l =2 | = g

Fast Backup/Restore Digital Surveillance System'’s Settings
Please choose one of the selections below:

Backup Remote AP p === | Plugin Component
Settings (CenterV2,
VSM, CMS, Dispatch '

Server]
S —

Customize Features

—
" | Backup GV-VMS Settings or Restore
ﬁ Defaults

Backup Remote AP Settings

“a

Figure 9-27
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9.5.2 Plugin Component
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You can add programs to your GV-VMS to expand the applications.

1. Inthe FBR window (Figure 9-27), click the Plugin Component icon. This dialog box appears.

User define

5

Application

Add

File

oK

Parameter

Cancel

Figure 9-28

2. Click Add. The Add New Item dialog box appears.

Note: For some applications, type /FBR in the Parameter column if necessary.

3. Type the name of the desired application, locate its path and click OK.

4. To add more applications, repeat steps 1 to 3 and click OK in the User Define dialog box.

5. To access the added applications, run GV-VMS, click Home M > Toolbar &l > Tools D >
Plugin and select a desired application.
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9.5.3 Customizing the Features

Not every feature may be of equal interest to you. You can specify which features are to be displayed

at system startup.

1. Inthe FBR Window (Figure 9-27), click Customize Features. This dialog box appears.

Customize System Functions g|
Feature: Descriptian:
StartStop/Edit the schedule

+- W 1D Module
Wideno Analysis
Metwork

User Setting
General Settings
Other

][] [

[x) Default K Cancel

Figure 9-29
2. Expand the folder and click the function you want to disable in GV-VMS.
3. Click OK to save the settings.

4. Restart GV-VMS for the settings to take effect.
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9.5.4 Backing up and Restoring Settings

You can back up the configurations you made in GV-VMS, and restore the backup data to the current

system or import it to another GV-VMS.

Backing up the settings

1. Inthe FBR window (Figure 9-27), click Backup GV-VMS Settings or Restore Defaults >

Backup Current System.
2. Select which settings you want to back up and click the Next Step button (=]

3. Inthe Save As dialog box, select the destination to store the backup file. When the backup is

complete, the “Successfully Backup GV-VMS System Settings” message will appear:

Restoring the System

You can restore the current system with the backup of configuration file. Also, you can copy this

backup file to configure another system with the same settings as the current system.

1. Open the backup file (*.exe) you previously stored.

g Fast Backup/Restore GV-VMS System l = ‘ 23|

Fast Backup/Restore Digital Surveillance System’s Settings
Please choose one of the selections below:

& Restore GV-VMS System or Restore
‘% Defaults

gﬁ‘ Restore Remote AP

Figure 9-30
2. Click Restore GV-VMS System and select which backup settings you want to restore.

3. Click the Next Step button II:I to start restoring.
4. When the restoration is complete, the “Successfully Restore GV-VMS System Settings” message

will appear.
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Scheduling Configuration Backup

You can now set up a regular schedule with password protection to back up the GV-VMS

configurations you made.

1. Goto Windows Start > Programs > GV-VMS > Fast Backup & Restore Main System.
2. Click Backup GV-VMS Settings or Restore Defaults > Schedule Setup.

3. Select Active Schedule.

FBR Schedule Setting [

{¥ Active Schedule |

Schedule Type
' Daily Schedule

" Weekly Schedule SUN v]
" Monthly Schedule 1 ,]

~Backup Setting
VMS: ¥ Password
v General
Vv Schedule

v Network

Login Information
UserID |

Password ]

Save Path

CAGV-VMS\FBRIFBR_SCHE_Data\ | ‘

OK I Cancel I

Figure 9-31
4. Select a desired schedule type.
5. Select desired options for backup.

Password: Back up all the user accounts and password settings of GV-VMS.
General: Back up all the settings of video analysis, IP devices, system configurations,
Content List, E-Map, GV-Keyboard / GV-Joystick, and System Log.

B Schedule: Back up the recording schedule configuration.
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B Network: Back up the network configuration of connection to VSM (Vital Sign Monitor) and
to Center V2.

6. Type a user ID and password in the Login Information section. The ID and password must be
identical with that of a user account created in GV-VMS. You will need to use this ID and password

to restore the backup file.

7. Locate a path to save the backup contents.

Restoring Defaults

To restore the system default, click the Backup GV-VMS Settings or Restore Defaults icon (Figure

9-27), select Restore Defaults and follow the on-screen instructions to complete the process.
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9.6 Bandwidth Control

The Bandwidth Control is an independent application that controls and monitors the network traffic of

the WebCam Servers. It has the following features:

® Manage up to 5 GV-VMS systems

® Get bandwidth usages of every Webcam Server and every user
® Set bandwidth thresholds for specific users and IP addresses

® |P black and white list

® Kick unwanted users

9.6.1 Installing the Bandwidth Control

You can install GV-Bandwidth Control Client Site from Utility in GeoVision Website.
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9.6.2 The Main Window
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After the installation is complete, double-click the Bandwidth Remote Control icon created on the

desktop. The Bandwidth Control window appears.

=] 355 Host A| ServerMame | UsefMame IP Address Bandidth Bandwith | Bandwidth % Status Lagin Time 2%
|zl 127.00.1 (127.0.0.1 CH@#ebCa 80.82 KBls H
@ WehCam el joyce (4) 127.0.01 27.08 KB/s 33 % 2007-12-03
81 Wiiinnie (5) 192168.0.245 2665 KB/s 32 % 2007-12-03
81 JACK (B) 192168.0.245 2708 KB/s 33% 2007-12-03
~
EventLog | Bandwidih Record
Even User Mame IP Address Login Time
Servef Login WehCam 127.0.01 2007-12-0317:00:56
Servefl Login WebCam 127.0.01 2007-12-0317:00:58
User fogin 1 127.0.01 2007-12-0317:05:23
User fogin 2 192 168.0.245 2007-12-0317:08:00
User Rogin 3 192168.0.245 2007-12-0317:08:16
User Jagaut 3 1821680245 2007-12-0317:08:27
User Rogout 3 192168.0.245 2007-12-0317:09:20
User Rogin joyce 127.0.01 2007-12-03 17:08:36
User fogin winnie 192.168.0.245 2007-12-0317:08:52
| Yzer fogout Winnie 192.168.0.249 2007-12-0317:03:58
& s User fogin JACK 192 168.0.245 2007-12-0317:10:08
i HUM
Figure 9-32
No. Name Description
1 Connection Builds the connection to a WebCam Server.
2 Disconnect Stops the connection to a WebCam Server.

Get Control

Obtains the right to remotely control a WebCam Server.

Give Up Control

Ceases controlling WebCam Servers and users.

User List

Displays the connected users and their status

Bandwidth Record

Displays the network traffic in graph display.

Event Log

Records activities of WebCam Servers and users.

Host List

Displays all WebCam Servers to be connected.
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9.6.3 Allowing Remote Control

To allow the remote bandwidth control to the WebCam Server, follow the steps below.

~ O
1. Onthe main screen of GV-VMS, click Home M > Toolbar &2l > Configure Q > Network
&% > WebCam Server. This dialog box appears.

2% Server Setup

Genersl |Server Wideo | dudio | JPG hiohile

WehZam Options

[l Enhance netwark security @
[JEnable Remote Cantral

CIRun Yiewlog Server

Run Bandwidth Contral Semver |

[ ok ][ cancel | [ Defautt

Figure 9-33
2. Under the General tab, select Run Bandwidth Control server. After this option is enabled, on

the Control Center Server option list, the Bandwidth Control Service is marked with a check.

Vv WebCam Server (W)

Connect to Centery2 ()

Connect to YSM (G)

Connect to Backup Center (B)

Failover Plugin

Start Default Service

Control Center Server

Start All Service

Stop All Network Server

Control Center Service

Netwark Port Information

Remote Yiewlog Service

Netwark failure detection

Remote Desktop Service

I\/ Bandwidth Control Service |

Stop All Service

Figure 9-34
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9.6.4 Connecting to WebCam Server

1. Click the Connection button (No. 1, Figure 9-32) on the toolbar. This dialog box appears.
Connecticn @I

Host

| Defaut -

| Defaut || Add ] Delete

Host Default
IP Address 127.0.01
Port 3388

User Mame

Password

[] save Password

[ OK l ’ Cancel

Figure 9-35
2. To add a WebCam Server to be connected to, click Add.

3. Type the host name, IP address, user name and password of the WebCam Server. Modify the

port if necessary.
4. Click OK. After the connection is established, the WebCam Server shows up in the Host List.
5.  You can add up to 10 WebCam Servers by repeating above steps.

6. To stop the connection, select the host and click the Disconnect button (No. 2, Figure 9-32). The

host will be deleted from the host list.

7. Up to 5 users of the Bandwidth Control programs can connect to a single WebCam server for
network traffic monitoring. However, only one user has the access to bandwidth settings. When
this user clicks the Give Up Control button (No. 4, Figure 9-32), the user no longer controls the
WebCam Server. Whoever clicks the Get Control button (No. 3, Figure 9-32) first has access to
bandwidth settings. For bandwidth settings, see Controlling a Specific WebCam Server later in

this chapter.
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9.6.5 Controlling a Specific WebCam Server

To disconnect a login user or set the bandwidth limit for a specific user, right-click the user to have the

options below:

Server Ma.. User Mame | IP Address Bandwidth Bandwidt... Bandwidt... Status Lagin Time
=HEE Weh 736.00 Bis
8 ster (5) 1 Block P At

Bandwidth Setup  #

Figure 9-36

| Kick: Disconnect the user from the WebCam Server.

B Block IP: Prohibit the user from connecting to the WebCam Server. To use the function, the

Enable IP Black List option (Figure 9-39) must be selected first.

B Bandwidth Setup: Select By Username to specify a bandwidth limit for the user, or select By IP
to limit the bandwidth used by the IP address. This setup dialog box will appear. In this example,
an IP address is selected for bandwidth limit setup. Select Bandwidth Setup, specify a

bandwidth limit and click OK.
Bandwidth Setup [5_(|

IP Address

| 127.0.0.1

Bandwidth Setup

Bandwidth

100 KB W

o ] [ oo |

Figure 9-37
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You can manage the bandwidth of multiple hosts allocated to a WebCam Server by specifying certain

users and IP addresses when your network is busy or heavily loaded.

1. Click Configure on the menu bar and select Bandwidth Setup.

2. Inthe Bandwidth Setup dialog box, select the desired WebCam Server and click OK. This dialog

box appears.

Bandwidth Setup

O eandwidth lirmit

1 KB

By IP

192168012

192.168.0.220

1000 KB

Add i

Edit

I

Delete

By Lsername

Geo

1000 KB

Add i

Edit

Delete l

X

(8174

] [ Cancel

I

Figure 9-38

B Bandwidth limit: Select to define the total bandwidth that the WebCam Server will be

allowed to use on your network.

B By IP: Click Add and specify an IP address or a range of IP addresses and its bandwidth

limit.

B By Username: Click Add and specify the user name and its bandwidth limit.

Note: If you have already specified the total bandwidth to a WebCam Server, it is prioritized before

the bandwidth limits set to user names and IP addresses.
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9.6.7 Setting up Block Lists

Two types of block lists are provided to restrict the access to a WebCam Server: permitting and
denying a specified range of IP address to establish the connection. Note that only one type of block

list can be used at a time.

1. Click Configure on the menu bar and select IP White / Black List Setup. A dialog box prompts for

you to select a host.
2. Inthe IP White / Black List Setup dialog box, select the desired WebCam Server and click OK.

This dialog box appears.

IP White/Black List Setup 3

[ Enable IP White List

192.168.0.220 ~ 192.168.0.230

| amg [ Eat || Dewte

[ Enable IP Black List

sl [ Edt ][ Delete |

[ QK l[ Cancel ]

Figure 9-39
3. Select a desired type of block list and click Add to define the IP addresses.

B Enable IP White list: Allow the defined range of IP addresses to establish the connection to

the WebCam Server.

B Enable IP Black list: Prohibit the defined range of IP addresses from establishing the

connection to the WebCam Server.

4. Click OK to apply the settings.
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n Useful Utilities

You can set up sound alarm for user log-in, or change the real-time graph display of network traffic.

Click Configure on the menu bar and select General Setup. This dialog box appears.

General Setup

Connection

Auto Connect

User Login

User Lagin Alarm

Bandwidth Display Option

el

| Bandwidin | | Grid Line
| Background |
Number of Grid Lines 5~
ok || canca | | Default
Figure 9-40

B Auto Connect: Enable the application to connect to previously connected hosts automatically

next time the application restarts,

B User Login Alarm: Enable the computer alarm on when a user logs in.

B Bandwidth Display Option: Set the color of bandwidth save, grid lines of the graph and the

background color of the graph.

B Number of Grid Line: Set the number of grid lines to be displayed on the graph.

You can click the Bandwidth Record tab in the Bandwidth Control window to view the network traffic in

graph.

EventLog | Bandwidth Record

524.00 B3

498.00 BfS

472.00 B3

446.00 B}S

420.00 Bf3

\"\i“\"“/\”\/”"\(U"\"“(\"\/“"\/j\"\“l"\f”/\"\i\"|f’/\"\/.“\"\/u/\/\“W“\“W“\"“/”/“W“\”.“\"\fu"\"u"\/\ii“/”/\"\fu"\f\(”"\““\"“"\““\"“/\”\/”"\“Wu"\f“/\"\f”"\(uf\fuf\(\f\"“/\/\iW"\"“f\(j“/\"j\"\fu”\/l
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-
g
i

Figure 9-41

327



Q GeoUision:

9.7 Language Setting

The user interface has been translated from English into 30 other languages. If you find the translation
to be unsuitable and would like to correct it, use the MultiLang Tool to revise the translation. Next, you
can apply the revised text to the applications and export a MRevise.exe file to make the same revision
on another computer. You can also send the revision back to GeoVision to have the revision included

in future software release.

9.7.1 Installing the MultiLang Tool

You can install GV-MultiLang Tool from Utility in GeoVision Website.

328


http://www.geovision.com.tw/download/product/GV-VMS

n Useful Utilities

9.7.2 Revising the Translated Text

Revising the Translated Text

1. After completing the installation, close all GeoVision applications, go to Windows Start >

programs > MultilingualConfig. This dialog box appears.

® MultilingualConfig

Language Tools Version

| [ Search 1

English Multiingual Text

[ Save ] [ Cancel

Figure 9-42
2. Click Language and select the language of the text you want to revise.
3. Click Version to select the version of GV-VMS that you want to revise.

4. Inthe Search field, type all or part of the text in English or the target language and click Search.

The results are displayed.

Note: The search is case sensitive.

5. Double-click the text you want to revise. This dialog box appears.

Sizes\rin Define the maximun and minimum size of objects for maotion detection,

| ~

[

sefinir el maximo y minimo kamario de objetos para la Deteccidn de Movimiento,

< s

[ OFK, ] ’ Cancel ]

Figure 9-43
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6. Revise the translated text and click OK.

Note:

1. Itis recommended to revise an entire sentence at a time instead of simply searching a single
word and replacing the word in all other strings.

2. The text may contain symbols such as %d or \n that instruct the application to perform certain
functions. Be careful not to change the symbols in the translated text.

3. Before making any revision, click Tools and select Revision Note to read the revision

instructions.

Applying the Revised Text

1. To apply the revised translation to the applications, click Save. This dialog box appears.

X

Updated:

Auth3erver: A~
Chauthseryer!,

Control Center:
CihiZonkrol Cenkert,

DR
YRR

DYRPOS:
CAPOS Data Sender),

POSTextSender:
CPOS Text Sender), v

Figure 9-44

Note: The system will automatically locate the corresponding files on your computer and replace with
the revised translation for the following applications: GV-VMS, Authentication Server, Bandwidth
Control Client Site, Center V2, Dispatch Server, Fast Backup and Restore (FBR), GV-IP Device
Utility, MCamCitrl Utility, Remote E-Map and Remote ViewLog.

2. Click OK. The message “Do you want to apply the revised multilingual texts to another folder?”
appears. If the storage path for the application has been changed or if the associated application

is not listed in the dialog box, click Yes and select the folder of the application.
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Exporting the Revised Text

1. To export the revision as an executable file, click Tools > Export > Export executable file. You

can copy the .exe file to another computer and apply the same translation revision by running

the .exe file.

2. To report the translation revision back to GeoVision:

If your default mail client is Outlook, Outlook Express or Mozilla Thunderbird, click Tools,

Export and Send Report to send the revision.

If your default mail client is not set up or supported, click Tools, Export and Export text file,

and email the exported text file to gvlocalize@geovision.com.tw.

3. For the distributors to duplicate Software DVD with the translation revision,

Copy and paste all the contents of Software DVD to your computer.
Export the revised translation file and rename the file as MRevise.exe.

Move MRevise.exe to the location you saved the contents of Software

DVD :\Software\Translation Revision.
Duplicate the Software DVD with the MRevise.exe file.

Test the Software DVD by clicking 10. Import Translation Revision from the Install Program

window to apply the translation revision.
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9.7.3 Setting the Ul Language to English

The default user interface (Ul) language of the following GeoVision software and applications is set
according to the region detected. You can install the Set Language tool to set the Ul language to

English.
e GV-Al Guard
e GV-VMS
e GV-Fast Backup and Restore Multicam System
e ViewlLog
e GV-Remote ViewlLog
e  GV-IP Device Utility
e GV-Center V2
e GV-Dispatch Server
e GV-Control Center

e GV-Remote E-Map

You can install GV-Set Language tool from Utility in GeoVision Website.

1. Inthe Configure window, select English from the Language drop-down list.

Setthe language to English or select Defaultto uze the

language of your computer,

Language | vl
Figure 9-45

2. Click OK and restart your GeoVision software or application to enable the English UI.
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9.8 GV-SD Card Sync Utility

GV-SD Card Sync Utility allows you to download videos from the memory card inserted in GV-IP
Camera. When the connection between GV-IP Camera and GV-VMS is lost, recordings are
automatically saved to the memory cards inserted in GV-IP Camera. To automatically synchronize and
download recordings from the memory card to a local folder, install and execute the program on
GV-VMS.

Note:

1. GV-SD Sync Card Utility is only supported by GV-IP Cam H.264 V1.11 or later, GV-IP Cam
H.265 V1.00 or later, GV-BX2600 V1.00 or later, GV-PPTZ7300 V1.01 or later, and GV-SD2411
/ BX12201 / FER12203 V1.01 or later.

2. Itis recommended to keep GV-SD Card Sync Utility running in the background to automatically

synchronize and download videos.

3. Besides the syncing SD card using GV-SD Card Sync Utility, GV-VMS also supports the Sync
recording from camera SD card when reconnected function; see 1.3.2 Setting up Recording

Settings for Individual Cameras.

9.8.1 Installing the Utility

You can install GV-SD Card Sync Utility from Utility in GeoVision Website.
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9.8.2 Setting up the Utility

1. Run GV-SD Card Sync Utility. The main window and the Setting window appear. The Setting

window pops up automatically upon first execution. Otherwise, click the Setting button = on the
main window-
~ GvSDCardSync A=1E3]
1P Cameras [Log Synchronization ‘m‘
CEIEE T2 (P ASETL Synchranization
O period tir
[ Autoratically synchronize at specified time every day 7330 B

Download audio files

Metvark
Max download speed of each device (KB/see)(: unlimity D

Genaral
Auta Startup after login ¥Windows

Free Space:

Figure 9-46
2. To configure synchronization, network and startup settings, select the Synchronization tab on

the Setting window. This page appears.

| Storage |

Synchronization
[ synchronize automatically at an interval (minutes)

[ synchranize automatically at 2330
Download audio files

Metwark

Max download speed of each device {KBisec) l:l

General

[ Start up automatically at Windows login

Ok l ’ Cancel

Figure 9-47
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[Synchronization]

m  Synchronize automatically at an interval: Automatically synchronize videos from micro SD

cards to a local folder at the specified interval.

m  Synchronize automatically at: Automatically synchronize videos from micro SD cards to a local

folder at the specified time.

m  Download Audio Files: Download audio files along with the video files. This option is enabled

by default.
[Network]

m  Max. download speed of each device (Kb/sec): To make sure the bandwidth is not completely
taken up while downloading files from the memory card, specify a maximum download speed. If

you do not want to set a bandwidth limit, type 0.

[General]

m  Start up automatically at Windows login: Automatically launch GV-SD Card Sync Utility when

Windows starts up.

3. To configure the storage and recycling settings, select the Storage tab on the Setting window.

This page appears.

Synchronization |;
Recycle
[ Recycle when the storage space is lass than (GE) 1
[] Keep the downloaded files for (Days) 1
Storage Location DAGYSDCardSyne D
[ Ok ] [ Cancel
Figure 9-48

Note: By default, downloads are saved to :\GvSDCardSync and are not recycled automatically.
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[Recycle]

m  Recycle when the storage space is less than (GB): Specify a minimum free space of your

local storage for file recycling.

m  Keep the downloaded files for (Days): Specify the number of days to keep the download files

at the local hard drive.
]
[Storage Location]

To configure the storage path, click the button next to the location field and specify a storage location.

4. Click OK to save the configuration and exit the Setting window.
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9.8.3 The Main Window

After installing GV-SD Card Sync Utility, point to Windows Start > Programs > GV-SDCardSync >
click to launch the utility. This window appears.

Play¥ideo | Setting

Sync all devices

IP Carneras| | Log

Camera Type

IPAddress | Unsynchronized Size | Unsynchronized Files | Download Speed | Sfalus  Latest Synchronized File Time |
| GyNYRIDVR(Cam01) 182.168.2.21:80 0 bytes 0 0 hytesisec Mot support |
| GyhVRIDVR(Cam04) 182.168.2.2:60 0 bytes 0 0 hytesizec Mot support
| GVNYRDVRICamOG)  182.168.1.77: 0 bytes 0 0 hytesisec Mot support
I 07) 8303 GH 611 0 bytesisec Downloading filas 3A32012 6:59:05 Ab
| GVNVRIDVR{CamD3) 192.168.3.141:80 0 hytes 1} 0 bytesisec Mot support
| GyNVRIDVR(Cam02) 192.168.2.11:80 0 hytes 0 0 bytesisec Synchronize complete 37372012 5:5513 PM
Disk free space: 1,178 GB l—a
Figure 9-49
No. Name Description
) Plays downloaded recordings of the selected GV-IP Cameras using the
1 Play Video ) ]
ViewLog player. See Chapter 4 Video Playback.
Configures settings of synchronization, network, storage location and
2 Setting
recycling criteria. See Setting up the Utility earlier in this chapter.
) Manually synchronizes and downloads the recording files saved in
3 Sync all devices
GV-IP Camera.
4 IP Camera Tab Shows information of GV-IP Camera connected to GV-VMS.
Displays up to 100 event entries. Once the entries are full, recycling will
5 Log Tab ]
start from the oldest files.
6 Storage Space Shows the storage space of the designated hard drive.
Note:

1. The synchronization time is recorded according to the system time of GV-IP Camera.

2. The logs are deleted once the Utility is re-activated.
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9.9 Media Man Tools

The Media Man Tools program provides a hot-swap feature, allowing a non-stop recording. You can
add and remove a hot-swap or portable hard drive to the GV-VMS system without interrupting its

monitoring. When the new drive is added, it will be configured to the recording path automatically.

Additionally, you can back up the ViewLog player and database files to play back at any computer.

Note: The minimum disk capacity for the hot-swap feature is 32 GB.

9.9.1 The Media Man Tools Window

This program comes with the installation of GV-VMS. Locate the GV-VMS folder, and select Media

Man Tools. This window will appear.

99?

r '
<ol Driverf- Medii\AanTools E‘E@
Bxit View Tools
Driver: C:\ Driver : DA\ Driver : H:\
Free Space : 21.15GB Free Space:2.13 GB Free Space : 179.38
Total Space :: 48.83 Total Space ::3.73GB Total Space ::319.25
Status : Standby Status : Unused Status : Standby
[ Display details [ Display details [ Display details
L.
/]
Figure 9-50
No. Name Description
1 Exit Closes or minimizes the Media Man Tools window.
2 View Refreshes the disk drive status shown in this window.

Sets up the LED panel and automatically logs in the Media Man Tools

3 Tools )
window.

_ _ Select the option to view the status and information of the disk drives. See
4 Display Details o ) ) o )
Viewing Disk Drive Status later in this section.
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9.9.2 Viewing Disk Drive Status

n Useful Utilities

To view the detailed information of a drive, check Display Details (No. 4, Figure 9-49) in the desired

drive section. The status window will appear.

Path : Empty
Size and Count : 0 Bytes (0 Files )
MDB Information

Path : Empty
Size and Count : 0 Bytes (0 Files )
Path : Empty
0 Bytes ( 0 Files )
Viewlog Information

Size and Count :

Path : Empty

' N
= CA =5

Media Type : Local
File System : MNTFS
Free Space 2115 GB B Free Space
Total Space : 48.83 GB

b W Other Used
Status - Standby

WMS Event Information
Path : Empty
Size and Count: 0 Bytes ( 0 Files )
Oldest event: el =
( Mever recycle events are excluded )

Latest event: el =

WMS Database Information

Object Index Information

®

Figure 9-51

@6 66 ©

No. Name Description

Indicates disk information.

In “Media Type,” two messages may appear:

® LAN: indicates a network hard drive is connected.

® Local: indicates a local hard drive is connected.

In “Status”, three messages may appear:

1 Disk Properties

® Standby: indicates the hard drive already specified as the

recording path.

® Unused: indicates the hard drive not specified as the recording

path.

® Recording: indicates the files are being recorded to the disk.
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No. Name Description

Indicates the path, size and number of recorded events; the dates of the
2 VMS Event Info
oldest and latest events.

3 VMS Database Info Indicates the path, size and number of the ViewLog Event List log files.

4 MDB Info Indicates the path, size and number of System Log files.

5 Object Index Info  Indicates the path, size and number of Object Index files.

6 ViewLog Info Indicates the location you have backed up the EZ ViewLog player.

Note: The VMS Event Info updates every minute. The MDB Info, VMS Database Info, Object Index

Info and ViewLog Info update as data changes.
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9.9.3 Adding a Disk Drive

1. Locate the GV-VMS folder, and select Media Man Tools.

2. Insert a hot-swap hard drive or plug a portable hard drive to your computer. This dialog box

appears.

Find some partitions, What do you want ?
B

Free Space 2255 GH

Total Space 4354 B
Recording Folder

H:'\Drata-H :]

Add to recording path

At |9t,:,rage 1 3

Storage Information

DoATemp Camera 1
Camera 2
Camera 3
Camera 4
Camera 5
Camera B
Camera 7
Camera 5
Camera 9
Camera 10 £

|

Figure 9-52

3. Select Add to recording path and select the storage group from the drop-down list.

4. If there are recording files saved on the hard drive, you may select the options of Delete all

events, Delete all database files or Delete all object index files.
5. Click OK to automatically configure the hard drive to the recording path.

To verify the hard drive is added successfully, check if the “Status” of the drive displays Standby
(see Figure 9-50).

Tip: To add a local drive to the recording path, right-click the desired drive on the Media Man Tools

window (Figure 9-50) and select Add for recording.

341



Q GeoUision:

9.9.4 Removing a Disk Drive

To remove a disk drive from the recording path, right-click the desired drive on the Media Man Tools
window (Figure 9-49), and select Remove from recording path. This dialog box will appear. You can
export related database files with the recordings on the hard drive. You can also export the ViewLog

player which allows you to play back the recordings on any computer.

Please select to do something before remove this disk

80
Export YiewwLog Player
E:Wieslogh
@ Export WiewlLog with database files
(O Export dstabase files only
Export System Log database files
EWiewlog'Datahaze)

Export Ohject Index files
E:Wieswlog\Objectinde:=t

Figure 9-53

B Export ViewLog Player:

® Export ViewLog with database files: Exports the ViewLog player together with ViewLog

Event List log files (.db files), related to the recordings on the hard drive.

© Export database files only: Exports ViewLog Event List log files (.db files) only if the
ViewLog program already exits on the hard drive.
B Export System Log database files: Exports the System Log files (.mdb files), related to the
recordings on the hard drive.
B Export Object Index files: Exports the Object Index files, related to the recordings on the hard
drive.
B [...] button: If you want to change the default folder “Viewlog” created on the hard drive, click the

button.

Note: Removing the hard drive will affect ViewLog database. To restore these events, add the hard

drive back to the system and run Repair Database Utility.
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9.9.5 Logging in Automatically at Startup

To automatically log in and minimize the Media Man Tools window at Windows startup, follow these

steps:

1. Click Tools on the menu bar, and select Auto login at Windows startup. A dialog box appears.

2. Type the ID and password of GV-VMS for automatic login in the future.

3. If you want to minimize the Media Man Tools window to the system tray at startup, select Auto
minimize at startup.

4. Click OK.

9.9.6 Setting up LED Panel

A LED panel on the screen provides a quick indication of the activity status of hard disk drives.

00000 0000 ©!
2 } 4 9 10

Figure 9-54
LED Color Description
Gray No HDD is assigned to this LED.
Green A HDD is assigned to this LED.
Red The HDD is full.

) GV-VMS is recording or the video / audio files are played back in
Flashing Green
ViewLog.

Flashing Red The HDD is recycling.
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1. Click Tools on the menu bar on the Media Man Tools window, and select Setup LED Panel. This

dialog box appears.

-
Setup LED Panel
V| LED Panel always stays on top
, Synchronize the LED Panel with the LED Device on @
' GV-Hot Swap GV-VMS
COM Port: COM 1 v
V| Enable disk full beep
Indicate HD status by LED @
[ cA() [ @@ LED 1 &
<o H\(New Volume) & LED 2
& LED3
& LED4 =
& LEDS
& LED6
W LED7
& LEDS
& LEDY
& LED 10
& LED 11 =
[ OK ] [ Cancel jr
J
Figure 9-55

B LED Panel always stays on top: Makes the LED panel stay on top of other windows when

the Media Man Tools window is minimized.

B Synchronize the LED Panel with the LED Device on GV-Hot Swap VMS: For GV-Hot
Swap VMS System only. If enabled, the LED device installed on the front panel of GV-Hot

Swap VMS System will synchronize with the LED panel on the screen.

B Enable disk full beep: When the hard disk drive is full, the system makes the beeping
sound. Note this function only works when the motherboard is equipped or installed with a

PC speaker.

2. By default, only the hard disk drive that stores video and audio files will be assigned to LED. If you
want to re-assign the hard disk drive or assign other drives to LEDs, freely move the hard disk
drive to the desired LED on the tree.

3. Click OK to apply the settings, and minimize the Media Man Tools window to display the LED

panel on the screen.
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4. If you want to return to the Media Man Tools window, right-click the LED panel and select Switch

to the setup window.

Note:

1. Because the LEDs are designed to indicate the video and audio files are being written or read, it
is not recommended to assign the HDDs that store log files to the LEDs.

2. Ifthe HDD that stores log files is assigned to a LED, make sure the log files are not being
written (the LED turns red) before you remove it. Otherwise, the log files might be lost during the
removal. The default location for data storage is D:\Record\<camxx or audxx folder> for
recorded files, D:\CameraDBs\ for event database files, and C:\GV-VMS\Database for system

logs.
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9.10 Alert Notifications through SNMP Protocol

You can send alert notifications to SNMP-compatible software by using the SNMP Trap Notification

utility.

1. Click Windows Start > All Programs > GV-VMS > SNMPTrapNotification.exe. This dialog box

appears.
o] SNMP Trap Notification | < |
IP Address ]192.168.2.111
Part 1152

[ Auto Run at Startup

v Send SNMP Trap
—Option -
[~ SelectAl H]

[ Video Lost

U

[~ Video Resume

&

v 10 Module Lost

&

[~ 10 Module Resumed

1

[~ Connection Lost
@ [~ Connection Resumed
'QIJ [~ Surveillance System Abnormality

i I DiskFul

Apply | Close

Figure 9-56

2. Type the IP address of the software that will be receiving the alert notification, and modify the

Port if needed.
3. Torun SNMP Trap Notification upon system startup, select Auto Run at Startup.
4.  Select Send SNMP Trap to enable the function.
5.  Under Option, select the types of natifications you want to send to the software.

6. Click Apply.
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9.11 Local and Remote Backup

GV-VMS can back up recorded files to any connected hard disk drives or GV-Backup Center over the
Internet. A copy of recorded files will automatically be backed up to the assigned path or GV-Backup

Center.

Note: You can only choose either Local Backup or Remote Backup (with GV-Backup Center). The

two backup methods can not be applied at the same time.

9.11.1 Remote Backup

To back up with GV-Backup Center, see 3.3 Connecting GV-DVR / DVR / VMS in_GV-Backup Center

User’s Manual.

9.11.2 Local Backup

To connect to a hard disk drive, follow the steps below:

1. Click Home K?d > Toolbar k&4l > Network && < Backup Center. The Backup Server dialog
box appears.

-
Backup Server M
Remote Backup Local Backup
Local Backup
Storage
Save Path Total Space Free Space
()] 4883 GB 1271 GB
MNew Volume (H:\) 319.25 GB 110.57 GB
P Used Space 208.68 GB
B Free Space 110.57 GB
Advanced Settings fed Caonnect ‘ | Exit
P2l
Figure 9-57

2.  Select Local Backup in the left pane.
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3. Specify in which hard drive you want to back up your files. If you assign multiple hard drives,

when the first hard drive is full, the files will be backed up to the second hard drive.
4.  For Advanced Settings, see the later section for details.

5.  To configure file backup schedule and transfer time, see File Transfer Setting for Local Backup

later in the chapter.
6.  Select your desired storage path and select Connect to back up files.

7. Onthe Windows taskbar, right-click on the Geo Backup Client icon. Three options are available:

- w -
- ol g 1125AM |
Figure 9-58
B Status: “Connected” indicates that Local Backup is successfully activated.

B Backup Status: indicates the status of file backup.

B Playback: open the ViewLog player for playback.

Backup File List ﬂ

File Mame Camera Name | Progress Status Speed
Event20170208163116003.Avi  Camera3 | m—— File Transfer OK TIZ20B. 11 KB/..

Figure 9-59

Note:

1. Youcan also click & on the first setting page of Local Backup to open the ViewLog player.

2. Be sure to assign different Local Backup storage paths from those of GV-VMS.
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9.11.3 Advanced Settings

9.11.3.1 Advanced Settings for Local Backup

General Setting

General

Recyde

Minimum Recycde Threshold: 32000 | MB
Keep Days: lZI Day(s)

Compact Video Files

Compact Video Files Before Backup

Reserved Frames(MIPEG) : 3Frame(s) / 15ec.

Upload Policy

Limit Bandwidth KB/Sec
Back up except the latest E Day(s)

Export file quality Export original stream

Other

Copy Viewlog to backup drives
[ Delete these source files after the backup is complete

Cancel

x

Figure 9-60

n Useful Utilities

Minimum Recycle Threshold: Specify a minimum free space of your local storage for file

recycling.

Keep Days: Specify the number of days to keep the download files at the local hard drive.

Compact Video Files Before Backup: Compact the recorded video files before backing up.

o If the recorded video is compressed with H.265 or H.264 codec, it will be compacted into key

frames only.

o |If the recorded video is compressed with MJPEG codec, you can use the Reserved Frames

(MJPEG) option to specify the number of frames.

Limit Bandwidth xx KB/Sec: Specify a bandwidth limit when uploading files.

Back up except the latest xx Day(s): Specify to exclude the latest number of days during

backup.
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B Export file quality: Select the desired file quality from the following options:
Export original stream: Export files in both main and sub stream.

Export main stream: Export files in main stream.

Export main key stream: Export files with only key frames in main stream.

Export sub stream: Export files in sub stream.

© ©®© 06 0 ©

Export sub key stream: Export files with only key frames in sub stream.

B Copy Viewlog to backup drives: Copy the ViewLog player to the assigned backup drives.

B Delete these source files after the backup is complete: Delete the recorded files in GV-VMS

after the files are successfully backed up.

350



9.11.3.2 File Transfer Settings for Local Backup

The File Transfer Setting allows you to specify the recordings to back up and transfer time.

In this setting dialog box, you can define the following backup rules:

e The day of recordings to be transferred.

e The time period of recordings to be transferred.

n Useful Utilities

e The type of recordings to be transferred, including motion detection, 1/O trigger or all types of

events.

e The time to back up the files.

8 File Transfer Setting

Working Days |HOIidays Transfar Time

3

[ sunday Thursday
Manday Friclay
Tuesday [ zaturday
YWednesday

o
Time Span camera Event Type
0:00:00 ~ 23:59:59 All All
00:00:00 3| - |2350:50 3@
£ oK | [ Cancel ]
Figure 9-61

[Working Days] Define up to 10 backup rules to specify which recordings, including which type, which

time period and on which working days they were recorded to be transferred to the assigned hard disk

drive.

1.

2.

Select the day, including Monday to Sunday.

Click the arrow button before Time Span and select Modify.

©

Time Span Camera Event Type

E
Madify
Delete

Figure 9-62
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3. Inthis dialog box, select the Camera that you want to back up its recordings, specify Time Span
in which time period of recordings to be transferred, and select Events that you want to back up

all event files, Motion or /O trigger events only.

1) Setting

Time Span

|nn 00:00

3| - a3sass g

Events

(O Transfer all eventfiles

(®iSelect the event types to transfer

Camera

[¥]Camera1
[F] Camera 2
[] Camera 3
[¥] Camera 4
[¥]Camera s

[¥]Camera B
[F] Camera 7 -
[#] Camera 8
[¥] Camera g
[¥]Camera 10
[F] Camera 11
[F] Camera 12
[#] Carmera 13
[¥]Camera14
[VICameral1s bt

Motion
10 Trigaer

[ Ok 1 [ Cancel ]

Figure 9-63

4.  Click OK. The backup settings are created.

5. To define another backup rule, click the button. A new Time Span is created.

B File Transfer, Setting gl

‘working Days ‘Holidavs Transfer Time

[ sunday Thursday
Monday Friday
Tuesday [ saturday
Wednesday

Time Span Camera Event Type
B 0:00:00 ~23:59:59 1234567, Events
I B 0:00:00 ~23:59:59 All All

[no:00:00 DRSS e |

[ ok [ cane |

Figure 9-64

6. Click the arrow button, select Modify and follow the step 3 to define the backup rule.

[Holidays] Define up to 10 backup rules for non-working days, which include which non-working day,
which camera and which type of recording to be transferred to the assigned hard disk drive. For how to

set up a rule, see the instructions in the above [Working Days].

[Transfer Time] Define the daily time, from 00:00 to 23:59:59, to back up the files from the hosts to the

assigned hard disk drive.

352



n Useful Utilities

9.12 Report Generator

Only available on GV-VMS V18.1 or later, Report Generator is a useful utility that allows users to
generate daily and/or weekly reports, in MDB or HTML format, for the recording data of GV-VMS

without requiring additional installation.

For details, see Report Generator User’s Guide.

9.13 GV-Cloud Center

You can search events of GV-VMS with the cloud-based service, GV-Cloud Center. Using myGVcloud
NotifyApp, you can receive notifications, look up events, access live view and play back recordings
from any iOS or Android mobile devices. Without installing any software, you can also log onto
GV-Cloud Center Portal from a Web browser on any PC to access GV-Cloud Center for event search

and playback. For details, see GV-Cloud Center User’s Manual.

7Y | iye view
\\\(“’) Notification

~

~§
. N Event Search
E “
@ A\ .
S .
m s “m Playback
A
1

1
GV-Recording GV-VMS GV-Cloud Center Gvcloud
Server Portal NotifyApp

Figure 9-65

Note: This function is only supported by GV-VMS V18.1 ~ V18.3.1.
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Q GeoUision:

9.14 GV-Cloud VMS

To connect to GV-Clous VMS, see 2.4 Connecting GV-VMS or GV-Al Guard in GV-Cloud VMS User’s

Manual for detailed instructions.

Note: This function is only supported by GV-VMS V18.3.3 or later.
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Point-Of-Sale (POS) Application

A POS device can be integrated to GV-VMS with transaction data overlaid on video channels.
Transaction alerts can be triggered to notify you of transaction events. Video searches can be

performed based on a specific transaction item or a specified time period.

GeoVision provides three POS integration solutions to meet a variety of needs.
1. Direct POS Integration

2.  GV-Data Capture Box Integration

3.  Graphic Mode POS Integration

Please check the flowchart to find out which solution is suitable for you:

https://s3.amazonaws.com/geovision downloads/TechNotice/POS/PO Sflowchart/posflow-2023.htm
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08 Point-of-Sale (POS) Application

10.1 Displaying Transactions on the Screen

You can display transaction data on any of screen divisions without displaying live view.

1. On the Content List, under POS, click e to set up a POS device. The POS device appears in

the list. For details on setting up a POS device, check the_flowchart.
2. Drag and drop the created POS device to any of screen divisions. Once the transaction on the

POS starts, the data will be displayed on the screen.

& Content List

Figure 10-1
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10.2 Setting up Text Overlay

To change the text font and position of the transaction data on live view and recorded files, click the
Text Setup button on the POS Server Setup dialog box (Home > Toolbar > Configure > System

Configure > Accessories > POS Device Setup > select a POS device on the list > click the Modify
button).

Text Setup ﬁ

POS { Wiegand Overlay Object
Text
Print on video file

Alignment

[¥] Print on screen @ . I
-[@ [l
{ Clean time
[¥] Enable Clean time
Clean time 5 sec. @
Transaction end dwell time 5 sec. [3)

e ] @

Figure 10-2

[Text]

B Print on video file: Displays POS data on recorded videos.

B Print on screen: Displays POS data on transaction scenes.

B Alignment: Select the position of text overlay on the screen.

[Clean Time]

B Clean time: Specify the amount of time in seconds after which GV-VMS has not received the
transaction data from the POS device, i.e. the cashier stops entering the transaction data. The
already-displayed POS data will be hidden from live view.

B Transaction end dwell time: Specify the amount of time in seconds that POS data stays on
the live view before the next transaction.

[Set Font] Click the button to set up the font for POS data.
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10.3 Filtering Transactions for a Product item

POS Field Filter allows you to create an independent column for a transaction item in the System Log.

The feature filters the transactions, and highlights the price of the item under the created column.

For this example, the transaction item is “Golden Pineapple” which transaction data stands out in the

System Log to attract your attention.

POS 1| FOSZ |pos23

Time Content Camera Golden Pineapple
2(15/2017 17:54:48 *Apple Juice $0.99 Camera...
2(15/2017 17:54:52 * Papaya $1.00 Camera...
2015/2017 17:54:56 * Strawberry $5.99 Camera...
2015/2017 17:55:00 *Peach $3.99 Camera...
201512017 17:55:04 Reg 4889 5 ltem Camera...
201512017 17:55:08 Total $12.96 Camera...
2M5/2017 17:55:12 Cash $20.00 Camera...
2015/2017 17:55:16  Cash Drawer open Change$17.04 Camera...
21512017 17:55:21 *All Natural Creamline milk $1.78 Camera...

2/15/2017 17:55:25 * Golden Pineapple $3.99 Camera.
—

2/15/2017 17:55:29 * Ben Jerry lce Cream $3.00 Camera.
2115/2017 17:55:33 * Doritas Chips §1.78 Camera.
2018/2017 17:55:37 Reg 4888 4 ltem Camera.
2152017 17:55:41 Total $12.35 Camera.

Figure 10-3

To set up the function, follow the steps below:
1. Onthe POS Server Setup dialog box, select a POS device, and select Capture Data Setting. The

POS Capture Data Setting dialog box appears.

POS Server Setup
[ Mew ] [ Modify ] [ Delete ] [ Capture Data Setting ]I[ Filter Setting ] [ SDK Server ]
Device Mapping Camera Parameter 1 Parameter 2 POS Module
iPOS 2 Camera 2 127.0.01 TCPIP Port=4000  POSTexSender
POS 23 Camera 1 127.0.01 TCPIP Port=4001 POSTextSender
POS Capture Data Setting ==
MName Type Key Word

Figure 10-4
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2.
3.

Select a POS device from the drop-down list for setup.

Click the New button and select Caption Data. This dialog box appears.

POS Capture Data Setting ﬁ

Key Word

Capture Data Type

[Numerir_ -

[ with Comma (e.q.1,000)
[T with Decimal Sign

|:| Transaction amount

MDB File Entry Mame

Loss Prevention Setting

[ OK ” Cancel ]

Figure 10-5

[Key Word] Type a keyword matching exactly a transaction item in the receipt. The field is case
sensitive.

[Capture Data Type] Select the type of data followed by the specific transaction item: Numeric,
Currency or Text. If the transaction item is followed by a price amount, select Numeric or
Currency. If it is followed by alphabets, select Text. Any defined amount or text after the keyword
will be brought out.

B With Comma: If there are commas in a price amount, e.g. $1,000, select the option.

B With Decimal Sign: If there are decimal signs in a price amount, e.g. $10.5, select the option.
B With Space: The option is only available when you select Text. If there is space among

letters, select the option.
[MDB File Entry Name] Name the file to store the data.

Click OK.
Open the POS Table (Home > Toolbar > Tools > System Log > POS Table) to see the filtering

results.
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10.4 Triggering Transaction Alarms

When the abnormal transaction amount of an item occurs, this function can automatically activate the

output device and send out E-Mail alerts. To set up this function, follow these steps:

1. Follow the steps in Filtering Transactions for a Product Item earlier in this chapter to define a
transaction item first. Note that for this alarm function, a space between letters for the Keyword is
not allowed.

2. Click the Loss Prevention Setting button. This dialog box appears.

POS Capture Data Setting (=23 Loss Prevention Setting (23]
Key Word Alarm Conditions
Strawberry [¥] Alarm Conditions
Capture Data Type ? K
’Cun’enqI 2
-
[~ with Comma (e.q.1,000)
[¥] With Decimal Sign

|:| Transaction amount

Alarm Cutput

MDEB File Entry M
V Ile Entry Name [] Alarm Qutput

Strawberry
Module L Pin 1

Loss Prevention Setting $ Alert Message

[V] Alert Message

Incorrect price

oK H Cancel l

OK l [ Cancel

Figure 10-6

[Alarm Conditions] Define the price range for an alarm condition. For this example, when the
price amount in a transaction is great than (>) than 2 dollars, the assigned alarm output and e-mail
alert will be activated.

[Advanced button] See Step 3 below to define the alarm frequency.

[Alarm Output] Assign an installed output module. When the defined alarm condition is met, the
output alarm will be triggered.

[Alert Message] Type an alert message (the space between letters is not allowed). When the
defined alarm condition is met, e-mail notifications will be sent. To configure the e-mail server, see
Setting up E-mail Notifications in Chapter 1. In addition, the alert message will be recorded in the

System Log.
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3. To eliminate false alarms, configure alarm frequency.

Advanced Setting u
Frequency Conditions
[¥] Frequency Conditions
Mumber of Occurrences
20|
Time
one hour -
||
|
[ OK ][ Cancel ]
h— |

Figure 10-7

B Frequency Condition: Enable to set up the number of event occurrences within a time period
to trigger the alarm.
® Number of Occurrences: Specify the number of event occurrences.
® Time Frame: Select one of the time periods: one hour, 12 hours, one day, one week or

one month.

4. Open the POS Table (Home > Toolbar > Tools > System Log > POS Table). The transactions

met the defined alarm conditions will be marked with “unusual transaction” event in the System

Log.

POS 1| POS2

Time Event Content Camera coke Golden Pi Total Strawberry Note =
2N712017 17:10:57 Cash $100.00 Camera
2HTI2017 17:11:01 Change 587 63 Camera
2HTR201T 171107 * Coke $0.99 Camera...
272017 171 *Apple Juice $0.99 Camera...
21712017 17:11:15 ’Pw 51.00 Cw..

I 2M712017 171119 Unusual transaction * Strawberry $5.99 Camera... 5.99 Incorrectprice I

2H712017 17:11:23 * Peach $3.99 Camera...
2712017 171127 Reg 4888 5 ltem Camera
2N72017 17113 Total $12.96 Camera 12,96

Figure 10-8
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Point-of-Sale (POS) Application

10.5 Mapping Codepage

This feature is to support the display of special characters and symbols. When transaction text
incorrectly appears on the screen, a wrong character code may be used. To change a character code,

follow the steps below.

Note: When you cannot find a proper “Script” in the Set Font option (Figure 10-1), you may use the

Codepage feature to fix the display issue of transaction text.

1. Inthe Device dialog box, select Use Codepage Mapping and select a character code from the

drop-down list.

Devi ~—
e T =
Device POS 1 COMEoH
ear
["1Use Codepage Mapping )
[1252 (ans1 -Latn ) - E]
[ Ted&atn |
Figure 10-9

2. To verify the character code you selected, click the [...] button to preview its codepage.

Codepage Mapping Preview: El

Frorm Ta

JEM - United <) | JI—I
01|z 3/4/5|6|7|8|9 4|B|C|D|EF 0/1/2/3 4|5 6|7/8|9|4 B|C D|E|F
ojojooooojoolojo |ojol (oo ooooooloojojool oo oo
1|0 0/00|0j0/0j0000o0ooon i1|0/0|0/00/0000o0/0o0o0ooon
2 vimE G s lel o L= z HRAE I E AR RN R A PR
3/0/1/2 3 4|86/ 7|8|9 :|:|<=|> 2 3/ 0/1)2/3 /4|5 6|[7|(8/3|: ;< => 2
4|@/ 4B C/ D E|F G|H|I J|K|L/ENO 4/ @ A|B|/C D|EF|G|H|I|JKLHNINO
SIP QR ST OV WX Y I/M[Y[1 " S|P|QB|S T|UWV WX Y Z /41"
6" abe/de/fiahiilklimn 6" lalblcde foghiiklmno
Tlepgrisitiulviwxvz|{ |} ~0 Flolgristiuvwx vz { |}~ 0
glcliléeaalaldelélée|iliiliid g0/, f . .1t |%3: €00
QEEEﬁE§ﬁﬁVdUC£ I SO |7 | = -l=l=s senle ¥
Alg dild AN °|s|a -5k A il £ £ e x| —|® T
B e e[| 038 B|® 4|22 N RS LR
Cle ==+ = 1+ |+ + == =FTFT= clalai|5|0xA3pE|E[E BT £]E]1
Dl— ==+ + +++]+ + +]! T DB f| ¢ oo @ 0|0 00 F|eb
Ela/8/G p 3|=snt|F|To/ds&/flen El&ald/4ad=cleléeéesliilii
Fl=lgl==|(|[) |+~ |*|-|-|v|n/ =} Fla fila|a &8 &+ e/ajdaduvlbl§

Ok Cancel‘
Figure 10-10

3. Inthe From field, select one symbol or character that are not displayed correctly. In this example,
you can see its previous character code (From side: Ox9C) has been transferred to the default

equivalent (To side: OxA3).
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10.6 Coloring Transactions of a Product Item

You can highlight a desired transaction item in any color. When the transaction item is identified, its text
will have an outstanding color than others on the live view, and the alarm and e-mail alerts can be
triggered at the same time. For example, if the liquor is prohibited for sale in the midnight, a seller can

use this feature to prevent from any unintentional sale.

The identification will be recorded in the System Log for later retrieval as well. In this example, the
transaction item “Strawberry” is colored red, “Golden Pineapple” is orange, and “lce Cream” is pink

whenever these transaction items appear.

[Pos 1] P05 2 [pos 23]
Time Event Content Camera coke Golden Pi...  Total Mote

2MB2017 9:58:46 *Apple Juice $0.99 Camera.

2MB/2017 9:58:50 * Papaya $1.00 Camera...

2MB6/2017 9:58:54 * Strawberry $5.99 Camera...

2162017 9:58:58 W Camera...

2MB/2017 9:59:02 Reg 4889 5 ltem Camera...

2M6/2017 9:59:06 Total $12.96 Camera... 12.96

2M16/2017 9:59:10 Cash $20.00 Camera...

2M6/2017 9:59:14 Cash Drawer o... Change$17.04 Camera...

2M6/2017 9:59:19 *All Matural Creamline milk $1.78 Camera...

2MB/2017 9:59:23 * Golden Pineapple $3.99 Camera... 3.99

2016/2017 9:59:27 * Ben Jerry 53.00 Camera...

2MB2017 9:59:32 *m Camera...

2MBI2017 9:59:36 Reg 4888 4 ltem Camera...

2M16/2017 9:59:40 Total $12.35 Camera... 12.35

2M6/2017 9:59:44 Cash $100.00 Camera

s
Figure 10-11
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Point-of-Sale (POS) Application

To configure the coloring feature, follow the steps below:

1.

On the POS Server Setup dialog box, select Capture Data Setting. The POS Capture Data
Setting dialog box appears.
POS Server Setup @
[ nNew |[ mogiy |[ Detete | [  Capture Data Setting ]I[ Filter Setting | [ sokserver |
Device Mapping Camera Parameter 1 Parameter 2 POS Module
iPOS 2 Camera 2 127.0.0.1 TCPIP Port=4000  POSTextSender
POS 22 Camera 1 127.0.0.1 TCPIP Port=4001  POSTextSender
POS Capture Data Setting =5
MName Type Key Word
Figure 10-12
Click New and select Color Keyword. This dialog box appears.
Color Keyword Setting @
Key Word
liquor |
Caolor
Select Color
Time Setting
Only work between
00:00 = . 000 2
Loss Prevention Setting
[ OK J [ Cancel ]

R |
Figure 10-13
[Key Word] Type the keyword to be identified in the transactions. The field is case sensitive.

[Color] Select a color to show on the keyword.

[Only work between] Specify the time period of transactions to identify the keyword.

Note: You can set up to 32 keywords for identification.
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3. To trigger an alarm when the keyword is detected during the transactions, click the Loss

Prevention Setting button. This dialog box appears.

Loss Prevention Setting ﬁ

Alarm Conditions
[¥] Alarm Conditions

Alarm Qutput
[¥] Alarm Output

Module 1 *  Pin 1 -

Alert Message
[¥] Alert Message ]

Mot for sale|

[ ok || cancel |

Figure 10-14

B Alarm Conditions: Enable the alarm when the defined text is detected. To configure alarm
frequency, click the Advanced button. For details, see Step 3, Triggering Transaction Alarms
earlier in this chapter.

B Alarm Output: Assign an installed output module. When the defined alarm condition is met,
the output alarm will be triggered.

B Alert Message: Type an alert message. When the defined alarm condition is met, e-mail
notifications will be sent. To configure the e-mail server, see Setting up E-mail Notification in
Chapter 1.

4. Click OK.

When the keyword is identified in the transactions, the identification appears not only on the live view,

but also are recorded in the System Log (ViewLog > Toolbar > Tools > System Log > POS Table).
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Point-of-Sale (POS) Application

10.7 Displaying Receipt Details of a

Transaction

You can find out receipt details of a single transaction, so you will know the amount of the transaction,

as well as the total number and total amount of all transactions during a defined period of time.

[°] Event lists From 2017/02/07 to 2017/02/07 - Advanced Log Browser =8 =
File Tools View Help
& & ¥ | 9|k Q] i [Pos - POS - 01 -] Be
D Time Event Device Content Camera | Total ote DST Rollback
6 2017/02/07 00:00: POS1 *All natural creamline Camer. s ™
7 2017/02/07 00:00:.. POS1  *GoldenPineapple $3... Camer. POS - 01 ==
8 2017/02/07 00:00 POS1 * ben jerry ice cream $3. Camer.
9 2017/02/07 00:00:... POS1  doritos chips $1.78 Camer. Transaction List
10 2017/02/07 00:00: POS1 Reg 4888 4 Item Camer. e
1" 2017/02/07 00:00:... POS1  Total $12.35 Camer.. 12.35 201740207 00:00:18 =
12 201710207 00:00:.. PO81  Cash$100.00 Camer.. 2017402707 00:00:52 - » A single transaction
13 2017/02/07 00:00 Stop Transaction POS1 Change$87 63 Camer 201702407 00:01:30
2017{02407 00:02:03
K 2017{02/07 00:02:41
All the transaction contents related to the 2017{02{07 00:03:15
single transaction 2017{02/07 00:03:53
2017{02/07 00:04:26
2017{02407 00:05:05
201702407 00:05:38
2017{02/07 00:06:16
2017/02/07 00:06:49
2017{02/07 00:07:27
2017{02407 00:08:00
2017/02/07 00:08:38
2017{02407 00:09:11
2017/02/07 00:09:49 2
Transaction Count Numiber of transactions during
the defined period of time
1486
Single Transaction Amount  Am(gunt of the single
12.35 tramBaction
Total Transaction Amount 14l amount of transactions
EA025 durifg the defined period of time
Search Completed Ttems: 8 NUM
Figure 10-15

To have the feature, you need to define the format of how the amount of a transaction is shown and
how a transaction ends on the receipt. Follow the 3 steps below to complete the settings:

® Step 1: Defining the Amount of a Transaction Shown on the Receipt

® Step 2: Define How a Transaction Ends on the Receipt

®  Step 3: Displaying Receipt Details of a Transaction
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Step1: Defining the Amount of a Transaction Shown on the Receipt

1. Onthe POS Server Setup dialog box, select a desired POS device, and select Capture Data
Setting. The POS Capture Data Setting dialog box appears.

2. Click the New button. This dialog box appears.

POS Capture Data Setting ﬁ
il

key Word
Total

Capture Data Type

[Currvanu::!,-I -

[]with Comma (e.q.1,000) :
[¥] With Decimal Sign

Transaction amount 1

MDEB File Entry Mame

‘ Loss Prevention Setting ‘

[ OK ][ Cancel ]

Figure 10-16

3. Take the following receipt as an example.

*All Matural Creamline milk $1.78
* Golden Pineapple §$3.99

*Ben Jerry lce Cream $3.00

* Doritos Chips $1.78

Reg 4888 4 Item

Tatal §12.35

Cash $100.00

Change§s7.63

Figure 10-17
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a. Type the keyword related to the amount of a transaction. In this example, the keyword is
“Total” which is a prefix in the amount and appears in every receipt. Note the field is case

sensitive.

b.  Under Capture Data Type, define if the total amount is attached with a currency symbol. In

this example, select Currency because the currency symbol $ is used.

c.  Select With Comma if there are commas in the total amount. Select With Decimal Sign if
there are decimal signs in the total amount. In this example of “Total $12.35”, select With

Decimal Sign.

4. Select Transaction Amount, and click OK.

Step 2: Defining How a Transaction Ends on the Receipt

5. Onthe POS Server Setup dialog box, select the specific POS device, and select Filter Setting.
The Filter Setting dialog box appears.

PQOS Server Setup @
New |[ Moaiy |[ Delete | [ capureDataSeting  |J Fiterseting J||  sokserver |

Device Mapping Camera Parameter 1 Parameter 2 POS Module

iPOS 2 Camera 2 127.0.0.1 TCP/IP Port=4000 POSTextSender

POS 23 Camera 1 127.0.0.1 TCP/IP Port=4001 POSTextSender
Filter Setting (3]

[ New | | Modify | | Delete |

POS Module

Figure 10-18
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6. Click the New button. This dialog box appears.

[ Add Filter |
Select Sample
POSTextSender -
Filter Mame

End of Transaction]|

[ Add ] [ Cancel

7. Click the Add button. The Filter Name appears in the list.

Figure 10-19

Under Select Sample, select the type of printer attached to the POS device, or the

GeoVision program installed in the POS device.

Under Filter Name, name the filtering criteria. In this example, we will define how a

transaction ends on a receipt, so naming it as “End of Transaction”.

8. Select the created filter name and click the Modify button. This dialog box appears.

370

Filter Setting (==2m]
[ New | [ modify | | Delete |
Key Word Command is change line Cut length Use replace Replace word Action Use =
os4 _Jease |+ JPase | | |rl
ACK FALSE 1 FALSE FAL
BEL FALSE 1 FALSE FAL
BS FALSE 1 FALSE FAL E
CR TRUE 0 FALSE FAL|
CR FALSE 1 FALSE FAL
cs1 FALSE 1 FALSE FAL
CAN FALSE 1 FALSE FAL
DC2 FALSE 1 FALSE FAL—
DC3 FALSE 1 FALSE FAL
DC4 FALSE 1 FALSE FAL
ETX FALSE 1 FALSE FAL
EQT FALSE 1 FALSE FAL
ENQ FALSE 1 FALSE FAL
ETB FALSE 1 FALSE FAL
EM FALSE 1 FALSE FAL
ESC FALSE 1 FALSE FAL
FF FALSE 1 FALSE TRAMN_STOP FAL ™
4| i 3
ok ][ cancel
Figure 10-20
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9. Click the New button. This dialog box appears.

Add filter rule ==

Delimiter”"EX 1,2.3

Key Word
C/h,an,g,e

o

[Use random word

[ Command is change line
Cut length

[(NUse replace

Replace
Action
-
Ok ][ Cancel
Figure 10-21

10. Type the keyword indicating the end of a transaction, and add comma (,) between every letter. In

this example, the keyword is “Change” which appears at the end of every transaction, so type
C,h,a,n,g.e.

* Al Matural Creamline milk $1.78
* Golden Pineapple $3.99

* Ben Jerry lce Cream $3.00

* Daritos Chips $1.78

Reg 4888 4 ltem

Total $12.35

Cash $100.00

Change$8?.53

Figure 10-22
11. Under Action, select Stop Transaction.

12. Click OK several times to return to the POS Server Setup dialog box.
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13. Select the POS device in the list applied for the filter setting, and click the Modify button. The
Device dialog box appears.

14. Under Filter Setting, select the filter setting you set up for the end of a transaction. In this example,
its “End of Transaction”.

Device @
Printer Type ITCPIIP Port v] TCP/IP Setting
IP Address or Domain Name
Device POS 2
127.0.0.1
Mapping Camera [Camera 2 vl
Browse Device Settin
Filter Setting POSTextSender - [ g
End of Transaction Device Port 4000
Epson
General B
D admin
Use Codepage MappiGVS\*a'POSCapt_lre
POSTextSender Password .
Figure 10-23
15. Click OK.

Step 3: Displaying Receipt Details of a Transaction

16. Select ViewLog =1 > Toolbar - ToolsD > System Log > Advanced. The Open

Database dialog box appears.

17. Define a period of time to retreive the POS data.

18. From the left side of toolbar, select POS data, select which POS device, and click

~ to have a
list of transactions during the defined period of time.
|”] Event lists From 2017/02/10 to 2017/02/13 - Advanced Log Browser
File Tools View Help
A & v |5 Q| |Pos - POS - 01 mIEY
D Time Event e = =T e T o DST Rollback
There are no items.

Figure 10-24

19. When you click a transaction on the List, its related receipt content will be displayed.
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10.8 Filtering Transactions by a Keyword

You can filter transactions by a keyword to have the following functions: to start a new line after the
keyword, to remove unwanted text before the keyword, to replace a keyword with another, and/or to be

noted as Event, such as Cash Drawer Open, in the System Log when the keyword appears.

For example, we define “Change” as the keyword, and specify it as “Cash Drawer Open” event.
Whenever “Change” appears on the receipt, in the System Log, you will see not only the details of the

transaction, but also an event “Cash Drawer Open” recorded.

POS1| POS2 |POS 23

Time Content Camera Total Golden Pi...  Note

21512017 16:15:09 *Ben Jerry Ice Cream $3.00 Camera.
2/15/2017 16:15:13 * Doritas Chips $1.78 Camera.
2/15/2017 16:15:17 Reg 4388 4 ltem Camera.
201512017 17:24:47 Cash $100.00 Camera..
2/15/2017 17:24:51  Cash Drawer open Change$87.63 Camera.
21512017 17.24:57 * Coke $0.99 Camera..
2015/2017 17:25:01 *Apple Juice $0.99 Camera..

211512017 17:25:05 *Papaya $1.00 Camera.

2/15/2017 17:25:08 * Strawberry $5.99 Camera.
201512017 17:25:113 *Peach $3.99 Camera..
211512017 17:25:17 Reg 4889 5 ltem Camera..
2152017 17.25:21 Total $12.96 Camera..
2M15/2017 17.25:25 Cash $20.00 Camera.

211512017 17:25:29  Cash Drawer open Change$17 .04 Camera.

Figure 10-25
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To configure the function, follow the steps below:

1.

To open the following dialog box, follow Step 5 to 8 in Step 2: Defining How a Transaction Ends

on the Receipt, 10.6 Displaying Receipt Details of a Transaction.

Add filter rule (==

Delimiter’ EX 1,23

Key Waord
C,h,a,n,q,e

Use random word ™

Command is change line
Cutlength

Use replace

Replace
Action

-

[ OK ] | Cancel

Figure 10-26

Type the keyword and add comma (,) between every letter. In this example, the keyword is

“Change”, so type C,h,a,n,g.e.

If the keyword has a random prefix, select Use Random Word, and type the symbol (*) before

the keyword, e.g. *,C,h,a,n,g.e.

If you want the text to start a new line whenever the keyword appears, select Command is

change line.

If you want to remove garbled text before the keyword, type the number of characters you want to

remove in Cut Length.
If you want to replace the keyword with another, select Use Replace and type a desired word.

You can define an event to show in the System Log: Alert, Cash Drawer Open, Cash Drawer

Close, Start Transaction, Stop Transaction, or Valid Transaction.

Click OK several times to return to the POS Server Setup dialog box.
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9. Select the POS device in the list applied for the filter setting, and click the Modify button. The
Device dialog box appears.

10. Under Filter Setting, select the filter setting you set up before. In this example, it is Cash Drawer

Open.
Device @
Printer Type ITCPIIP Port v] TCP/IP Setting
IP Address or Domain Name
Device POS 2
127.0.0.1
Mapping Camera [Cameraz vl
Browse Device Settin
Filter Setting Cash Drawer Open - [ g
Cash Drawer Cpel ; 2000
End of Transaction Device Port
ceneral D admin
Use Codepage Mappl ;. cposcapture
POSTextSender Password .
[ BT
[ = - 1
Figure 10-27
11. Click OK.

12. Open the System Log (ViewLog > Toolbar > Tools > System Log > POS Table) to view the
filtering results.
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10.9 Searching for POS Events

Only available on GV-VMS V18.1 or later, with the POS Search function, you can instantly search for
and play back POS events from the ViewLog. To access this function, click ViewLog '=! > Toolbar

> Tools [ > POS Search. This window appears.

| Red Grapefrut 1409

ben&jermy ice cream $3.00
du_ias chips $1.78

Mapa Cabbage $199
OMmnic Seedless Grapes $7.98.
&opicana juice $1.75.
nabisco cookies $1.28,

(»)
POS Data Search é

) Tima Conban Evart Device  Moiw  DSTroMback = 1152020 11852020
w 20200115 17:58:42 Golden Pineaopls PO 1 (PP <" [z sass - :-\Qy-;r" ‘\-I@_e
ar 20200115 17 58 45 banbperry ice craam POS1 L NS
"] 20200015 175848 dorilos chips POS1 MIPOS |
39 20200115 17 5851 Napa Cabbage POS1 POS Event Find Tast
&0 20200115 17 58 54 Organic Seedess Grape POS1 ;
a1 20200115 172857 traplcana julcs POS1
a2 20200115 175500 nablsco coakies POS1
43 20200115 175500 Red Grapsfrun PO31
24 2020MAN5 1TEF06 quaker oatreal FO31
15 20200015 17:50:09 campall soup POS1 - e
L4 >
Figure 10-28
No. Name Description

Displays the recording of the POS event or content selected. Right-click
on the window to have the options of Play Mode, Render and Tools
Displays all POS transactions viewed while playing back on the Playback
Window.

3 Exit Click to close Quick Search screen

1 Playback Window

2 Transaction Window

Includes Play, Pause, Previous 10 frames, Next 10 frames and End
4 Playback Panel buttons, as well as Time Period buttons to jump to 1 second, 10 seconds,
1 minute, 10 minutes and/or 1 hour later or earlier.
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Expand /
Shrink Dialog

Select Expand/Shrink Dialog to display the Transaction window or
select Advanced Search to display the Advanced Search panel.

6 Find Condition

Click Find Condition @ to search for specific keywords and/or a type of
POS transaction event forward or backward, starting from a date and
time set. Use the Find Previous €W and Find Next @ buttons to jump
from one search result to another.

Advanced Search
Panel

See 6.1.1 Advanced Search Settings later.

8 Search Results

Displays the search results by Advanced Search.

9 320<->640

Click to switch between 640 x 480 and 320 x 240 display.

Advanced Search Panel

To search for POS events with detailed criteria, click Expand / Shrink Dialog @ on the POS Search
windo and select Advanced Search. The Advanced Search Panel appears.

1. Selectthe Start / End Dates and Start / End Times from the respective drop-down lists to

specify the desired time period of your POS search.

a > DN

left of the panel.

Select the POS devices you want to search for in the POS Device drop-down list.
Optionally select POS Event to search for a type POS transaction event.

Optionally select Find Text to type a keyword you want to search for.

~
After the desired conditions are set, click Search &. The search results will be displayed at the
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